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Copyright
© 2001-2023 Intercede Limited. All rights reserved.

Information in this document is subject to change without notice. The software described in
this document is furnished exclusively under a restricted license or non-disclosure
agreement. Copies of software supplied by Intercede Limited may not be used resold or
disclosed to third parties or used for any commercial purpose without written authorization
from Intercede Limited and will perpetually remain the property of Intercede Limited. They
may not be transferred to any computer without both a service contract for the use of the
software on that computer being in existence and written authorization from Intercede
Limited.

No part of this publication may be reproduced, stored in a retrieval system or transmitted in
any form or any means electronic or mechanical, including photocopying and recording for
any purpose other than the purchaser's personal use without the written permission of
Intercede Limited.

Whilst Intercede Limited has made every effort in the preparation of this manual to ensure the
accuracy of the information, the information contained in this manual is delivered without
warranty, either express or implied. Intercede Limited will not be held liable for any damages
caused, or alleged to be caused, either directly or indirectly by this manual.

Licenses and Trademarks
The Intercede® and MyID® word marks and the MyID® logo are registered trademarks of
Intercede in the UK, US and other countries.

Microsoft and Windows are registered trademarks of Microsoft Corporation. Other brands
and their products are trademarks or registered trademarks of their respective holders and
should be noted as such. All other trademarks acknowledged.

Apache log4net
Copyright 2004-2021 The Apache Software Foundation

This product includes software developed at

The Apache Software Foundation (https://www.apache.org/).
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GongSolutions.WPF.DragDrop
BSD 3-Clause License

Copyright © Jan Karger, Steven Kirk and Contributors. All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted
provided that the following conditions are met:

• Redistributions of source code must retain the above copyright notice, this list of
conditions and the following disclaimer.

• Redistributions in binary form must reproduce the above copyright notice, this list of
conditions and the following disclaimer in the documentation and/or other materials
provided with the distribution.

• Neither the name of gong-wpf-dragdrop nor the names of its contributors may be used to
endorse or promote products derived from this software without specific prior written
permission.

THIS SOFTWARE IS PROVIDED BY THE COPYRIGHT HOLDERS AND CONTRIBUTORS
"AS IS" AND ANY EXPRESS OR IMPLIEDWARRANTIES, INCLUDING, BUT NOT LIMITED
TO, THE IMPLIEDWARRANTIES OFMERCHANTABILITY AND FITNESS FOR A
PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE COPYRIGHT
HOLDER OR CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL,
SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT
LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE,
DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON
ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT
(INCLUDING NEGLIGENCE OROTHERWISE) ARISING IN ANYWAY OUT OF THE USE
OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

The MIT License (MIT)
Copyright © 2015-2016 Microsoft

Permission is hereby granted, free of charge, to any person obtaining a copy of this software
and associated documentation files (the "Software"), to deal in the Software without
restriction, including without limitation the rights to use, copy, modify, merge, publish,
distribute, sublicense, and/or sell copies of the Software, and to permit persons to whom the
Software is furnished to do so, subject to the following conditions:

The above copyright notice and this permission notice shall be included in all copies or
substantial portions of the Software.

THE SOFTWARE IS PROVIDED "AS IS", WITHOUTWARRANTY OF ANY KIND,
EXPRESS OR IMPLIED, INCLUDING BUT NOT LIMITED TO THEWARRANTIES OF
MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE AND
NONINFRINGEMENT. IN NO EVENT SHALL THE AUTHORS OR COPYRIGHT HOLDERS
BE LIABLE FOR ANY CLAIM, DAMAGES OROTHER LIABILITY, WHETHER IN AN
ACTION OF CONTRACT, TORT OROTHERWISE, ARISING FROM, OUT OF OR IN
CONNECTIONWITH THE SOFTWARE OR THE USE OROTHER DEALINGS IN THE
SOFTWARE.
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UI-Cropping-Image (MIT License)
Copyright (c) 2018 Dmitry

Permission is hereby granted, free of charge, to any person obtaining a copy of this software
and associated documentation files (the "Software"), to deal in the Software without
restriction, including without limitation the rights to use, copy, modify, merge, publish,
distribute, sublicense, and/or sell copies of the Software, and to permit persons to whom the
Software is furnished to do so, subject to the following conditions:

The above copyright notice and this permission notice shall be included in all copies or
substantial portions of the Software.

THE SOFTWARE IS PROVIDED "AS IS", WITHOUTWARRANTY OF ANY KIND,
EXPRESS OR IMPLIED, INCLUDING BUT NOT LIMITED TO THEWARRANTIES OF
MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE AND
NONINFRINGEMENT. IN NO EVENT SHALL THE AUTHORS OR COPYRIGHT HOLDERS
BE LIABLE FOR ANY CLAIM, DAMAGES OROTHER LIABILITY, WHETHER IN AN
ACTION OF CONTRACT, TORT OROTHERWISE, ARISING FROM, OUT OF OR IN
CONNECTIONWITH THE SOFTWARE OR THE USE OROTHER DEALINGS IN THE
SOFTWARE.
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SixLabors.ImageSharp (Apache License)
Apache License

Version 2.0, January 2004

http://www.apache.org/licenses/

TERMS AND CONDITIONS FOR USE, REPRODUCTION, AND DISTRIBUTION

1. Definitions.

"License" shall mean the terms and conditions for use, reproduction, and distribution as
defined by Sections 1 through 9 of this document.

"Licensor" shall mean the copyright owner or entity authorized by the copyright owner that is
granting the License.

"Legal Entity" shall mean the union of the acting entity and all other entities that control, are
controlled by, or are under common control with that entity. For the purposes of this definition,
"control" means (i) the power, direct or indirect, to cause the direction or management of such
entity, whether by contract or otherwise, or (ii) ownership of fifty percent (50%) or more of the
outstanding shares, or (iii) beneficial ownership of such entity.

"You" (or "Your") shall mean an individual or Legal Entity exercising permissions granted by
this License.

"Source" form shall mean the preferred form for making modifications, including but not
limited to software source code, documentation source, and configuration files.

"Object" form shall mean any form resulting from mechanical transformation or translation of
a Source form, including but not limited to compiled object code, generated documentation,
and conversions to other media types.

"Work" shall mean the work of authorship, whether in Source or Object form, made available
under the License, as indicated by a copyright notice that is included in or attached to the
work (an example is provided in the Appendix below).

"Derivative Works" shall mean any work, whether in Source or Object form, that is based on
(or derived from) the Work and for which the editorial revisions, annotations, elaborations, or
other modifications represent, as a whole, an original work of authorship. For the purposes of
this License, Derivative Works shall not include works that remain separable from, or merely
link (or bind by name) to the interfaces of, the Work and Derivative Works thereof.

"Contribution" shall mean any work of authorship, including the original version of the Work
and any modifications or additions to that Work or Derivative Works thereof, that is
intentionally submitted to Licensor for inclusion in the Work by the copyright owner or by an
individual or Legal Entity authorized to submit on behalf of the copyright owner. For the
purposes of this definition, "submitted" means any form of electronic, verbal, or written
communication sent to the Licensor or its representatives, including but not limited to
communication on electronic mailing lists, source code control systems, and issue tracking
systems that are managed by, or on behalf of, the Licensor for the purpose of discussing and
improving the Work, but excluding communication that is conspicuously marked or otherwise
designated in writing by the copyright owner as "Not a Contribution."

"Contributor" shall mean Licensor and any individual or Legal Entity on behalf of whom a
Contribution has been received by Licensor and subsequently incorporated within the Work.
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2. Grant of Copyright License. Subject to the terms and conditions of this License, each
Contributor hereby grants to You a perpetual, worldwide, non-exclusive, no-charge, royalty-
free, irrevocable copyright license to reproduce, prepare Derivative Works of, publicly
display, publicly perform, sublicense, and distribute the Work and such Derivative Works in
Source or Object form.

3. Grant of Patent License. Subject to the terms and conditions of this License, each
Contributor hereby grants to You a perpetual, worldwide, non-exclusive, no-charge, royalty-
free, irrevocable (except as stated in this section) patent license to make, have made, use,
offer to sell, sell, import, and otherwise transfer the Work, where such license applies only to
those patent claims licensable by such Contributor that are necessarily infringed by their
Contribution(s) alone or by combination of their Contribution(s) with the Work to which such
Contribution(s) was submitted. If You institute patent litigation against any entity (including a
cross-claim or counterclaim in a lawsuit) alleging that the Work or a Contribution incorporated
within the Work constitutes direct or contributory patent infringement, then any patent
licenses granted to You under this License for that Work shall terminate as of the date such
litigation is filed.

4. Redistribution. You may reproduce and distribute copies of the Work or Derivative Works
thereof in any medium, with or without modifications, and in Source or Object form, provided
that You meet the following conditions:

(a) You must give any other recipients of the Work or Derivative Works a copy of this License;
and

(b) You must cause any modified files to carry prominent notices stating that You changed
the files; and

(c) You must retain, in the Source form of any Derivative Works that You distribute, all
copyright, patent, trademark, and attribution notices from the Source form of the Work,
excluding those notices that do not pertain to any part of the Derivative Works; and

(d) If the Work includes a "NOTICE" text file as part of its distribution, then any Derivative
Works that You distribute must include a readable copy of the attribution notices contained
within such NOTICE file, excluding those notices that do not pertain to any part of the
Derivative Works, in at least one of the following places: within a NOTICE text file distributed
as part of the Derivative Works; within the Source form or documentation, if provided along
with the Derivative Works; or, within a display generated by the Derivative Works, if and
wherever such third-party notices normally appear. The contents of the NOTICE file are for
informational purposes only and do not modify the License. You may add Your own
attribution notices within Derivative Works that You distribute, alongside or as an addendum
to the NOTICE text from the Work, provided that such additional attribution notices cannot be
construed as modifying the License.

You may add Your own copyright statement to Your modifications and may provide additional
or different license terms and conditions for use, reproduction, or distribution of Your
modifications, or for any such Derivative Works as a whole, provided Your use, reproduction,
and distribution of the Work otherwise complies with the conditions stated in this License.

5. Submission of Contributions. Unless You explicitly state otherwise, any Contribution
intentionally submitted for inclusion in the Work by You to the Licensor shall be under the
terms and conditions of this License, without any additional terms or conditions.
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Notwithstanding the above, nothing herein shall supersede or modify the terms of any
separate license agreement you may have executed with Licensor regarding such
Contributions.

6. Trademarks. This License does not grant permission to use the trade names, trademarks,
service marks, or product names of the Licensor, except as required for reasonable and
customary use in describing the origin of the Work and reproducing the content of the
NOTICE file.

7. Disclaimer of Warranty. Unless required by applicable law or agreed to in writing, Licensor
provides the Work (and each Contributor provides its Contributions) on an "AS IS" BASIS,
WITHOUTWARRANTIES OR CONDITIONS OF ANY KIND, either express or implied,
including, without limitation, any warranties or conditions of TITLE, NON-INFRINGEMENT,
MERCHANTABILITY, or FITNESS FOR A PARTICULAR PURPOSE. You are solely
responsible for determining the appropriateness of using or redistributing the Work and
assume any risks associated with Your exercise of permissions under this License.

8. Limitation of Liability. In no event and under no legal theory, whether in tort (including
negligence), contract, or otherwise, unless required by applicable law (such as deliberate and
grossly negligent acts) or agreed to in writing, shall any Contributor be liable to You for
damages, including any direct, indirect, special, incidental, or consequential damages of any
character arising as a result of this License or out of the use or inability to use the Work
(including but not limited to damages for loss of goodwill, work stoppage, computer failure or
malfunction, or any and all other commercial damages or losses), even if such Contributor
has been advised of the possibility of such damages.

9. Accepting Warranty or Additional Liability. While redistributing the Work or Derivative
Works thereof, You may choose to offer, and charge a fee for, acceptance of support,
warranty, indemnity, or other liability obligations and/or rights consistent with this License.
However, in accepting such obligations, You may act only on Your own behalf and on Your
sole responsibility, not on behalf of any other Contributor, and only if You agree to indemnify,
defend, and hold each Contributor harmless for any liability incurred by, or claims asserted
against, such Contributor by reason of your accepting any such warranty or additional
liability.

END OF TERMS AND CONDITIONS

APPENDIX: How to apply the Apache License to your work.

To apply the Apache License to your work, attach the following boilerplate notice, with the
fields enclosed by brackets "[]" replaced with your own identifying information. (Don't include
the brackets!) The text should be enclosed in the appropriate comment syntax for the file
format. We also recommend that a file or class name and description of purpose be included
on the same "printed page" as the copyright notice for easier identification within third-party
archives.

Copyright (c) Six Labors

Licensed under the Apache License, Version 2.0 (the "License"); you may not use this file
except in compliance with the License. You may obtain a copy of the License at

http://www.apache.org/licenses/LICENSE-2.0
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Unless required by applicable law or agreed to in writing, software distributed under the
License is distributed on an "AS IS" BASIS, WITHOUTWARRANTIES OR CONDITIONS OF
ANY KIND, either express or implied. See the License for the specific language governing
permissions and limitations under the License.
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Conventions used in this document
• Lists:

• Numbered lists are used to show the steps involved in completing a task when the
order is important.

• Bulleted lists are used when the order is unimportant or to show alternatives.

• Bold is used for menu items and for labels.

For example:

• Record a valid email address in ‘From’ email address.

• Select Save from the File menu.

• Italic is used for emphasis:

For example:

• Copy the file before starting the installation.

• Do not remove the files before you have backed them up.

• Bold and italic hyperlinks are used to identify the titles of other documents.
For example: "See the Release Notes for further information."
Unless otherwise explicitly stated, all referenced documentation is available on the
product installation media.

• A fixed width font is used where the identification of spaces is important, including
filenames, example SQL queries and any entries made directly into configuration files or
the database.

• Notes are used to provide further information, including any prerequisites or
configuration additional to the standard specifications.

For example:

Note: This issue only occurs if updating from a previous version.

• Warnings are used to indicate where failure to follow a particular instruction may result in
either loss of data or the need to manually configure elements of the system.

For example:

Warning: You must take a backup of your database before making any changes to it.
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1 Introduction
The MyID®Operator Client is a browser-based client that allows operators to work with MyID
to manage people, request devices (smart cards, USB tokens, Virtual Smart Cards, and so
on), and view requests.

This document describes using the MyID Operator Client, including:

• An overview of the MyID Operator Client, including requirements and terminology.

See section 2,Overview.

• Using the MyID Operator Client interface.

See section 3, Using the MyID Operator Client.

• Using the MyID Operator Client to manage people.

See section 4,Working with people.

• Using the MyID Operator Client to manage devices.

See section 5,Working with devices.

• Using the MyID Operator Client to view requests.

See section 6,Working with requests.

• Using the MyID Operator Client to run reports.

See section 7,Working with reports.

• Using the inventory management features of the MyID Operator Client

See section 8,Working with inventory management.

• Using the MyID Operator Client to manage locations.

See section 9,Working with locations.

• Using the MyID Operator Client to set stock limits.

See section 10,Working with stock limits.

• Using the MyID Operator Client to carry out stock transfers.

See section 11,Working with stock transfers.

• Using the MyID Operator Client to manage additional identities.

See section 12,Working with additional identities.

• Using the MyID Operator Client to manage certificates.

section 13,Working with certificates.

• Using the MyID Operator Client to manage soft certificates.

section 14,Working with soft certificates.

• Viewing the audit trail in the MyID Operator Client.

See section 15,Working with the audit trail.

• Launching administrative workflows from the MyID Operator Client.

See section 16, Launching administrative workflows.

• Carrying out self-service operations for the logged-in user.

See section 17, Carrying out self-service operations.
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• Troubleshooting, error messages, and advanced configuration.

See section 18, Troubleshooting and advanced configuration.
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2 Overview

The MyID Operator Client is a browser-based application that allows operators to log on to
MyID to carry out day-to-day operations, such as adding people to the MyID database.

The system works as follows:

• The operator opens their browser, and navigates to the MyID Operator Client website.

This is a REST-based web service that is installed on the MyID web server. This web
service communicates with the MyID components on the MyID application server, which
access the MyID database.

• The MyID Operator Client website accesses the MyID Client Service through the
operator's browser.

The MyID Client Service allows the browser to access local hardware such as smart
cards and VSCs. The operator can now use their smart card to log on to MyID. The MyID
Client Service communicates with the MyID MWS web services on the MyID web server,
which in turn communicate with the MyID components on the MyID application server,
and ultimately the MyID database.

Other configurations are possible; for example, the web components and application server
components may be installed on the same server, or the MyID Operator Client website may
be installed on a different server to the MyID MWS web services. However, the principles
remain the same.



MyID Operator Client Page 21 of 411

2.1 Requirements
This section contains information about the requirements for using the MyID Operator Client.

2.1.1 Supported browsers
The MyID Operator Client is designed to work on a range of browsers running onWindows 10
or Windows 11. You are recommended to use one of the following:

• Google Chrome

• Microsoft Edge (Chromium version)

• Mozilla Firefox.

There are some limitations when using Firefox to capture images from a webcam. See
section 4.5.1, Requirements for image capture.

Note: Due to the browser technology used, you cannot use Internet Explorer to access the
MyID Operator Client. If you attempt to use Internet Explorer to access the MyID Operator
Client website, you are presented with the following error:
• OC10002 – This web browser cannot be used. Please use an alternative

web browser.

2.1.2 Required software
To allow the browser to access smart cards, capture images, issue soft certificates, print
mailing documents, or access features of MyID Desktop or the Self-Service App, you must
install the MyID Client Service on each Windows PC on which you want to use the
MyID Operator Client.

See the Installing the MyID Client Service section in the Installation and Configuration
Guide for instructions on installing the MyID Client Service.
You must have Microsoft .NET Core installed both on the client PCs and on the web services
server.

See the Prerequisites section in the Installation and Configuration Guide for details of
obtaining and installing the correct version of .NET Core.

2.2 SSL/TLS
Important: The web services used by the MyID Operator Client (rest.core and
web.oauth2) require SSL/TLS; if you do not connect through HTTPS, you cannot use the
MyID Operator Client. For information on setting this up, see the Configuring SSL/TLS
(HTTPS) section in the Securing Websites and Web Services document.

Installation and Configuration Guide.pdf
Installation and Configuration Guide.pdf
Installation and Configuration Guide.pdf
Securing Websites and Web Services.pdf
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2.3 Terminology
The terminology used in the MyID Operator Client documentation is as follows:

Term Description
account The details of a person that are stored in a directory.
administrator A person within MyID who can log on to the MyID system to carry

out administrative tasks; for example, creating profiles, editing
roles, and setting configuration options.

card reader A piece of hardware that connects to a PC and allows the PC to
read and write to a smart card.

certificate A piece of information issued by a certificate authority that is
used to identify a person, and may be used to sign or encrypt
information. Certificates can be stored on a device.

credential profile A definition of a set of information about a user that can be written
to a device. This may include certificates, printed card layouts,
and details of PIN requirements.

device A generic term for smart cards, USB tokens, virtual smart cards,
and mobile devices (cellphones and tablets). A device can hold
information about the person who has been issued the device,
such as certificates and applets.

In MyID Desktop, a device refers to a piece of equipment – a PC,
server, router, cell phone or other hardware – that is used to store
a device identity.

directory A store of information about people external to MyID; for
example, Microsoft Active Directory. MyID can work with people
stored in a directory or in the MyID database, and can
synchronize with the directory if appropriate.

group The position of a person within the hierarchical structure; for
example, the Payroll group within the Finance group.

LDAP Lightweight Directory Access Protocol – the protocol used to
access directories such as Microsoft Active Directory.

MyID Desktop TheWindows application that is used by operators and
administrators to configure and use MyID to issue devices to
people.

MyID Operator Client The browser-based application that is used by operators to work
with people and request devices.

MyID Self-Service App TheWindows application that is used by end users to collect,
activate, and update their devices on their own PC.

MyID Self-Service Kiosk TheWindows application that is used by end users to collect,
activate, and update their devices on a shared PC, or to request
and collect temporary or replacement devices.
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Term Description
operator A person within MyID who can log on to MyID Desktop or the

MyID Operator Client to carry out operator's tasks; for example,
adding people, or requesting devices.

person A user record within MyID. A person can be an end user who has
been issued a device to allow them to access their organization's
systems, or a MyID operator or administrator.

request A task in MyID that was created by an operator to carry out an
action for a person; for example, to request a device for a person.

role A security permission granted to a person that allows them to
access particular features of the software; for example, an
operator role might allow a person to add people and request
devices; an administrator role might allow a person to create
credential profiles; and an end user role might allow a person
only to collect their own devices.

scope A security permission granted to an operator or administrator's
role that determines which other people are visible and available
to carry out tasks, depending on their group; for example, an
administrator might have a scope of All, which allows them to
carry out tasks on any person in the system; an operator might
have a scope of Department, which allows them to carry out
tasks only on people in their own group; and an end user might
have a scope of Self, which allows them only to carry out tasks
for themselves, such as collecting their own devices.

smart card A physical card containing a chip that can store applets,
certificates, and other information. This is managed as a device
in MyID.

subgroup A group that has a parent group. For example, when searching
the Finance group, you may want to search for people included in
subgroups of the Finance group such as Payroll and Billing.
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Term Description
USB token A device that has the same features as a smart card, but instead

of a chip that requires a card reader, can be plugged into a USB
socket.

virtual smart card (VSC) A device that can contain certificates like a smart card, but
instead of a separate physical device, is built in to a PC. The
hardware component in a PC that stores VSCs is the trusted
platform module (TPM). The VSC is managed as a device in
MyID.

Windows Hello A Microsoft two-factor authentication system; with a credential
stored on a PC or mobile device combined with a biometric
identifier or PIN, a person can authenticate to their system (for
example, Active Directory). Windows Hello for Business is the
commercial version where the credential is backed by key-based
or certificate-based authentication, in contrast with the personal
version where the credential may be secured by a simple
password hash. TheWindows Hello credential is managed as a
device in MyID.
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3 Using the MyID Operator Client
This chapter contains information on the following:

• Connecting to the MyID server.

See section 3.1, Selecting the server.

• Signing in to the MyID system.

See section 3.2, Signing in.

• Navigating the MyID Operator Client user interface.

See section 3.3,MyID Operator Client user interface.

• Working with roles and groups.

See section 3.4, Roles and groups.

3.1 Selecting the server
SIU reference: SIU-301.

To access the MyID server:

1. Open your web browser.

For a list of supported browsers, see section 2.1.1, Supported browsers.

2. In the address bar, type the server address.

For example:
https://myserver.domain.com/MyID/OperatorClient/

Important: The REST-based services that are used for the MyID Operator Client require
SSL/TLS; if you do not connect through HTTPS, you cannot use the MyID Operator
Client. For more information, see the REST-based web services section in the System
Interrogation Utility guide.

3. Press Enter.

3.1.1 Specifying the server for the MyID Client Service
You specify the address of the MyID web services server for the MyID Client Service when
you install the service on the client PC.

See the Installing the MyID Client Service section in the Installation and Configuration
Guide for instructions on installing the MyID Client Service.
If you need to change the web services server address after you have installed it, you must
edit the MyIDClientService.dll.config file in the MyID Client Service program folder.

Open the file with a text editor, and edit the following line:
<add key="Server" value="https://myserver.domain.com"/>

Note: You must include only the server name in the address; do not include the full MyID web
service URL.

System Interrogation Utility.pdf
System Interrogation Utility.pdf
Installation and Configuration Guide.pdf
Installation and Configuration Guide.pdf
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3.1.1.1 Synchronizing the server URL with the Self-Service App
Instead of providing the details of the MyID server in the MyID Client Service configuration
file, you can point the MyID Client Service at the configured server for your installation of the
MyID Self-Service App. This means that if you need to change the server URL, you need only
change it in the Self-Service App configuration file, and the MyID Client Service will be
automatically updated to use the same MyID server.

To synchronize the MyID Client Service with the Self-Service App:

1. In the MyIDClientService.dll.config file, remove or comment out the following lines:
<add key="Server" value="https://myserver.domain.com"/>

<add key="DataSource" value="MyIDDataSource/dataSource.asmx"/>

2. Add the following line:
<add key="SsaPath" value="C:\Program Files\Intercede\MyIDApp\Self

Service Application\MyIDApp.exe"/>

Replace the value with the actual location of the Self-Service App program file on the
client PC.

3.1.1.2 Access control
You can also update the list of access control URLs (that is, the websites that are allowed to
access the MyID Client Service) in the same file. You can specify more than one URL; use
commas to separate the URLs.

Edit the following line:
<add key="AccessControlAllowOrigin"

value="https://myserver.domain.com,https://myserver2.domain.com"/>

Note: You must include only the server name in the access control list; do not include the full
MyID Operator Client URL.

For evaluation systems, you may want to disable the list of access control URLs; to do this,
include the following line in the configuration file:
<add key="DisableAccessControl" value="true"/>

This is not recommended for production systems, as it affects the security of the MyID Client
Service as it allows any client to communicate with it.

3.1.2 Troubleshooting server connection issues
If you have issues when connecting to the server, you are recommended to use the System
Interrogation Utility to check your system configuration. SIU test ID 301 specifically checks
the connection to the operator client URL.

If you experience problems, check the IIS logs on the web server, and ensure that there are
no DNS issues that prevent the client PC from resolving the server URL. You may also want
to restart IIS on the web server.
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3.2 Signing in
You can sign in to MyID using the MyID Operator Client using the following methods:

• Card and PIN logon (smart card, USB token, or VSC).

See section 3.2.1, Signing in using a smart card.

• Security phrases (passwords).

See section 3.2.2, Signing in using security phrases.

• Windows Hello.

See section 3.2.3, Signing in using Windows Hello.

• FIDO.

See section 3.2.4, Signing in using FIDO.

• Single-use authentication codes.

See section 3.2.5, Signing in using single-use authentication codes.

• Windows authentication.

See section 3.2.6, Signing in using Windows authentication.

You can also launch the MyID Self-Service App from the screen to allow you to change your
security phrases, for example, or reset your PIN; see section 3.2.8,Managing your
credentials from the MyID Authentication screen.

3.2.1 Signing in using a smart card
For an operator to sign in to MyID using the MyID Operator Client with a smart card:

• The operator must have been issued a card (smart card, USB token, or VSC) through
MyID.

• The smart card must have been issued with a credential profile that has theMyID Logon
option set, and contain either a certificate selected for signing or a manager keypair to be
used for logon signing operations.

• The smart card must not be disabled or have expired.

• The operator's MyID account must be enabled in MyID.

• In MyID Desktop, in Configuration > Edit Roles, the operator's role must have the
Smart Card logon mechanism assigned.

• In MyID Desktop, in Configuration > Edit Roles, the operator's role must have access
to one or more features in the MyID Operator Client.

See section 3.4, Roles and groups for details of which roles in MyID Desktop map to
features in the MyID Operator Client.

• In MyID Desktop, in Configuration > Security Settings > Logon Mechanisms tab, the
Smart Card Logon option must be set to Yes.

For more information on configuring MyID for smart card logon, see the Logon using a smart
card and PIN section in the Administration Guide.

Administration Guide.pdf
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3.2.2 Signing in using security phrases
For an operator to sign in to MyID using the MyID Operator Client with security phrases:

• The operator must have security phrases recorded for their account using the Change
Security Phrases or Change My Security Phrases workflows.
See the Setting security phrases section in theOperator's Guide.
Important: The operator must have at least as many security phrases recorded as the
value set in the Number of security questions for self-service authentication
configuration option.

• The operator's MyID account must be enabled in MyID.

• In MyID Desktop, in Configuration > Edit Roles, the operator's role must have the
Password logon mechanism assigned.

• In MyID Desktop, in Configuration > Edit Roles, the operator's role must have access
to one or more features in the MyID Operator Client.

See section 3.4, Roles and groups for details of which roles in MyID Desktop map to
features in the MyID Operator Client.

• In MyID Desktop, in Configuration > Security Settings > Logon Mechanisms tab, the
Password Logon option must be set to Yes.

For more information on configuring MyID for security phrase logon, see the Logon using
security phrases section in the Administration Guide.

3.2.3 Signing in using Windows Hello
For an operator to sign in to MyID using the MyID Operator Client with a Windows Hello
credential:

• The operator must have been issued aWindows Hello credential through MyID.

• The Windows Hello credential must not be disabled or have expired.

• The operator's MyID account must be enabled in MyID.

• In MyID Desktop, in Configuration > Edit Roles, the operator's role must have the
Windows Hello logon mechanism assigned.

• In MyID Desktop, in Configuration > Edit Roles, the operator's role must have access
to one or more features in the MyID Operator Client.

See section 3.4, Roles and groups for details of which roles in MyID Desktop map to
features in the MyID Operator Client.

• In MyID Desktop, in Configuration > Security Settings > Logon Mechanisms tab, the
Windows Hello Logon option must be set to Yes.

For more information on configuring MyID for Windows Hello logon, see the Setting up
Windows Hello for logon section in theWindows Hello for Business guide.

Operator's Guide.pdf
Administration Guide.pdf
Windows Hello for Business.pdf
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3.2.4 Signing in using FIDO
For an operator to sign in to MyID using the MyID Operator Client with a FIDO authenticator:

• The operator must have been issued a FIDO authenticator through MyID.

• The FIDO authenticator must not be suspended.

• The operator's MyID account must be enabled in MyID.

• In MyID Desktop, in Configuration > Edit Roles, the operator's role must have the FIDO
Basic Assurance or FIDO High Assurance logon mechanism assigned. You are
recommended to configure logon to MyID using FIDO High Assurance rather than FIDO
Basic Assurance.

• In MyID Desktop, in Configuration > Edit Roles, the operator's role must have access
to one or more features in the MyID Operator Client.

See section 3.4, Roles and groups for details of which roles in MyID Desktop map to
features in the MyID Operator Client.

• In MyID Desktop, in Configuration > Security Settings > Logon Mechanisms tab, the
FIDO Basic Assurance Logon or FIDO High Assurance Logon option must be set to
Yes.

For more information on setting up MyID for FIDO logon, see the Configuring MyID for FIDO
logon section in the FIDO Authenticator Integration Guide.

3.2.5 Signing in using single-use authentication codes
For an operator to sign in to MyID using the MyID Operator Client with an authentication
code:

• The operator's MyID account must be enabled in MyID.

• To receive an email message or SMS containing the authentication code, the operator
must have an email address or cell phone number recorded, and MyID must be
configured to send email or SMS notifications.

• In MyID Desktop, in Configuration > Edit Roles, the operator's role must have the
Authentication Code logon mechanism assigned.

• In MyID Desktop, in Configuration > Edit Roles, the operator's role must have access
to one or more features in the MyID Operator Client.

See section 3.4, Roles and groups for details of which roles in MyID Desktop map to
features in the MyID Operator Client.

For more information on setting up MyID for authentication code logon, see the Configuring
authentication codes for the MyID authentication server section in the Administration
Guide.

FIDO Authenticator Integration Guide.pdf
Administration Guide.pdf
Administration Guide.pdf
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3.2.6 Signing in using Windows authentication
For an operator to sign in to MyID using their Windows credentials:

• The operator's MyID account must be enabled in MyID.

• In MyID Desktop, in Configuration > Edit Roles, the operator's role must have the
Windows Logonmechanism assigned.

• In MyID Desktop, in Configuration > Edit Roles, the operator's role must have access
to one or more features in the MyID Operator Client.

See section 3.4, Roles and groups for details of which roles in MyID Desktop map to
features in the MyID Operator Client.

• In MyID Desktop, in Configuration > Security Settings > Logon Mechanisms tab, the
Integrated Windows Logon option must be set to Yes.

• The operator's browser must be configured to pass on their Windows credentials; see
section 3.2.6.1, Configuring browsers for Windows authentication.

• The fields SAMAccountName and Domainmust be stored in MyID when using Integrated
Windows Logon. The Domainmust contain the NetBIOS domain name and not the DNS
format.

• The user must not be a member of the Protected Users group in Active Directory; see the
Protected Users group in Active Directory section in the Administration Guide.

Administration Guide.pdf
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3.2.6.1 Configuring browsers for Windows authentication
By default, browsers do not pass your Windows authentication details to websites. You must
configure your browser to allow it to send this information to the MyID website, or the browser
will display a pop-up prompting for your Windows username and password.

You may want to configure the browsers for your organization using Group Policy.

To configure your browser for Windows authentication:

• For Chrome:

Set the AuthServerAllowlist key in the Windows registry to include the location of the
MyID web server:

Windows Registry Editor Version 5.00

[HKEY_LOCAL_MACHINE\SOFTWARE\Policies\Google\Chrome]
"AuthServerWhitelist"="myserver.domain.com"

If the setting does not already exist, you can add it. If the setting already exists, add the
MyID web server to the list. You can include several server names by separating them
with commas, and can include * as a wildcard. For example:
"AuthServerWhitelist"="*.domain.com,myserver2.domain2.com"

Note: You must restart the PC after making the registry change to ensure that Chrome
picks up the latest settings.

Alternatively, you can specify the MyID web server on the command line; for example:
chrome.exe --auth-server-whitelist="myserver.domain.com"

• For Firefox:

1. In the Firefox browser address bar, type:
about:config

2. Click Show All.

3. Set the following options:

• network.automatic-ntlm-auth.trusted-uris – type the server name of the
MyID web server. You can include several server names by separating them with
commas.

• network.automatic-ntlm-auth.allow-proxies – set to TRUE.

• network.negotiate-auth.allow-proxies – set to TRUE.
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• For Edge:

1. In Internet Options, on the Security tab, add the MyID web server to the Local
Intranet list.

2. Ensure the following options are set:

• Security tab:
Local Intranet > Custom Level > User Authentication > Logon > Automatic
logon only in Intranet zone

• Advanced tab:
Security > Enable Integrated Windows Authentication
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3.2.7 Signing in to MyID
To sign in to MyID:

1. From the MyID Operator Client landing page, click Sign In.
If more than one logon mechanism is configured for your system, you are prompted to
select which one to use.

2. To log on with security questions:

a. Select the Security Questions logon mechanism.

b. Type your Username:

c. Click Next.

d. Type the responses to your security questions:
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The number of security questions you must answer depends on the Number of
security questions for self-service authentication configuration option. If you
have more security phrases recorded than are required (for example, if you have four
security phrases recorded, and you need two to log on) MyID prompts you for a
random selection of questions.

e. Click Sign In.
The MyID Operator Client dashboard appears.

3. To log on with a smart card or VSC:



MyID Operator Client Page 35 of 411

a. Select the Smart Card logon mechanism.

b. The Select Security Device dialog appears, listing all of the smart cards (including
Virtual Smart Cards) currently attached to your PC.

If there is a Device Friendly Name specified in the credential profile that was used
to issue the device, this is displayed next to the smart card.
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Note: You can set the Show Full Name at Logon and Show Photo at Logon
options (on the Logon page of the Security Settings workflow) to configure this
screen to display the associated user image and full name of the cardholder.

Note: If you enable this feature, it is possible to obtain user photos and cardholder
names without authentication.

c. Select the smart card you want to use to log on.

You can log in with a physical smart card inserted into a card reader on your PC, or
with a virtual smart card (VSC) installed on your PC.

You must now authenticate to your security device.
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d. Type your PIN, then click Login.
The MyID Operator Client dashboard appears.

4. To log in with an authentication code:

a. Select the Authentication Code logon mechanism.
The Authentication Code Login screen appears:

b. Type your Username or email address.

c. Select the option for obtaining your authentication code:

• I already have a code – select this option if you have already been provided
with an authentication code.

• Send by email – select this option if you want to receive your code in an email
message to the email address stored in your person record in MyID. This option
is available only if the Self Requested Authentication Code Email email
template is enabled.
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• Send by SMS – select this option if you want to receive your code in an SMS
message to the cell phone number stored in your person record in MyID. This
option is available only if the Self Requested Authentication Code SMS email
template is enabled.

If neither the email nor SMS options appear, you can still use an authentication code
to log on if an operator requests one on your behalf.

Note: The complexity of the code is determined by the Complexity option
configured in the email template. See the Changing email messages section in the
Administration Guide for details.

d. Click Next.
The authentication code entry screen appears:

e. Type your Authentication Code, and click Sign In.
The MyID Operator Client dashboard appears.

5. To log in with your Windows credentials:

a. Select theWindows Authentication logon mechanism.
Note: This logon mechanism supports single-click login. If the only logon mechanism
available is Windows authentication, when you click Sign In on the landing page, the
MyID Operator Client completes the sign-in process without further interaction.

b. MyID checks your Windows authentication.

Note: If a popup appears asking for your Windows username and password, you
may not have configured your browser correctly. See section 3.2.6.1, Configuring
browsers for Windows authentication.

The MyID Operator Client dashboard appears.

Administration Guide.pdf
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3.2.8 Managing your credentials from the MyID Authentication screen
To carry out self-service operations on your credentials (for example, changing your security
phrases, or resetting your device PIN) before signing in to the MyID Operator Client, click the
Manage My Credentials option on the MyID Authentication screen.

Note: The Allow Self-Service at Logon configuration option (on the Logon tab of the
Security Settings workflow) must be set for this option to appear.

You must have the MyID Self-Service App installed, and the MyID Client Service app
installed and running, to use this feature.

Depending on your browser settings, you may need to confirm that you want to allow the
browser to open the Self-Service App; for example:
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The MyID Self-Service App starts. For more information, see the Self-Service App guide.

3.2.9 Timeouts and re-authentication
When you authenticate to the MyID Operator Client, for example by using your smart card, or
by typing your username and security questions, you are granted access for one hour (3600
seconds). However, if you continue working with the MyID Operator Client, this access can
be extended every time you make a call to the server; for example, by opening a new screen,
saving data, or running a report. You can extend your authentication period at any point up to
two hours (7200 seconds) after last using the MyID Operator Client.

However, if you attempt to use the MyID Operator Clientmore than two hours after last using
it, you must re-authenticate to be able to continue. The MyID Authentication dialog appears,
and you must provide your authentication details; once you have done so, you can carry on
working with the MyID Operator Client.

Important: You must authenticate with the same user and the same logon method. If you
authenticate with a different user or logon method, the operation is canceled, and you are
returned to the main screen.

Extended authentication is available only for sessions in the same tab or window for security
reasons; if you open another tab or window, when the initial access period (one hour) expires,
you must re-authenticate, after which you can continue to extend the authentication in that
tab or window as before.

If you sign out, or close the browser window, you must re-authenticate when you want to
continue using the MyID Operator Client.

There is a limit of 6 days (518400 seconds) beyond which you cannot continue to extend the
authenticated session. If you reach this limit (for example, with an automated system), you
must re-authenticate before you can continue working with the MyID Operator Client.

If you want to change the default access period, extension period, or limit, you can edit the
application settings file for the web.oauth2 web service; see section 18.4.14, Configuring re-
authentication timeout periods.

If you want to disable this feature, you can edit the MyID Operator Client settings file; see
section 18.4.15, Enabling or disabling re-authentication.

Self-Service App.pdf
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3.3 MyID Operator Client user interface

The MyID Operator Client comprises the following elements:

• Title bar

• Self-service menu

• Category list

• Search form

• Display form

In the title bar, you can:

• Toggle the display of the category list and the search form, click the tray button:

Button Action
Hide the category list and search form.

Display the category list and search form.

• ClickMyID to return to the landing screen.

In the self-service menu, you can:

• Click the user icon to open or close the menu.

• Collect any self-service requests.

• Carry out other self-service tasks; for example, changing your device PIN.

• Sign out.
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See section 17, Carrying out self-service operations for details.

In the category list, you can:

• Click the category to display the appropriate search form; for example, click People to
display the People search form. TheMore category contains links to administrative
workflows in MyID Desktop, organized into several sub-categories; see section 16,
Launching administrative workflows.

In the search form, you can:

• Complete any search details and click SEARCH.

• On the appropriate form, click ADD to add a new person or READ CARD to view details
of a device.

• Click the < button at the top to hide the search form.
The form hides automatically when you select a item in the search results. Click > to
display the form again.

• Click the tabs to display different search options; for example, you can choose whether to
search the MyID database or an attached directory, if your system is set up to do so. If
there are more tabs than can be displayed on screen, click the > and < buttons to change
the displayed tabs.

• Select Additional search criteria to display more search options. Select the additional
criteria to add them to the search form. Click the close x buttons on the additional criteria
to remove them from the search form.

In the display form, you can:

• Click the sizing handle:

and drag to resize the results columns.

• Select a record from the search results.

Search results are displayed in pages. Scroll to retrieve the next page of results
automatically. The number of displayed results is shown at the top of the form.

Note: There is a limit to the number of search results returned in the display form.
Standard searches have a limit of 200 items; LDAP searches have a default limit of 1000
items; and audit reports have a limit of 2000 items.

If more results are available, the text (scroll for more) appears. If the number of results
exceeds the limit, a + sign is appended to the number of results; for example:
200+ results - 50 displayed (scroll for more)

• View details of the selected record.

• Click the tabs to display different categories of information about the selected record. If
there are more tabs than can be displayed on screen, click the > and < buttons to change
the displayed tabs.

• To cancel an action form (for example, Edit Person or Request Device Issuance) and
return to the viewing form, click the close button:
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• To close a viewing form and return to the search results list, click the back button:

You can use the back button to step back through several viewing forms. For example, if
you view a person, click on a link to one of their devices, then click on a link for open
requests for that device, you can click back to go back to the device, then back to go back
to the person.

3.3.1 Using the button bar
Use the buttons at the bottom of the form to carry out actions on the selected item; for
example, you can edit a person's user account, or request a device.

The options available depend on your system configuration, the status of the item you are
viewing, and your role permissions. The button bar displays the four most relevant actions;
click the ... option to display more available actions.

Note: You can change the number of buttons displayed in the button bar. See section
18.4.13, Changing the number of buttons displayed in the button bar
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3.3.2 Launching MyID Desktop or Self-Service App workflows
Some operations listed on the button bar (for example Reset Card PIN) and operations in the
self-service menu are carried out by launching a MyID Desktop workflow or a Self-Service
App action; this allows you to perform activities in MyID Operator Client (such as interacting
with smart cards) that are implemented in a native client rather than the browser. To use
these features, you must have the MyID Client Service, MyID Desktop, and the Self-Service
App installed.

Note: If you have not installed MyID Desktop or the Self-Service App to their default
locations, you must configure the MyID Client Service with its installed location; see section
18.4.9, Setting the location of MyID Desktop or the Self-Service App for details.

When you launch MyID Desktop or the Self-Service App from the MyID Operator Client, the
application is authorized to carry out a single task; for example, resetting a card's PIN. When
you have completed the task and clicked Finish, the application window closes and control is
returned to the MyID Operator Client window. If you close the MyID Operator Client browser
window after launching the application, you can still complete the single task; it does not rely
on the browser window remaining open.

Important: To use this feature, you must upgrade your MyID Client Service, MyID Desktop,
and Self-Service App software to the latest versions.

3.3.3 Working on multiple records
If you want to work on multiple records (for example, to edit multiple people, or cancel
multiple requests) you can use the select option in the results screen, then work through the
records one by one. Search for the records you want to work with, and the results appear.
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In the above example, you have searched for everyone in your organization; however, you
only need to edit three of the people listed, not all of them.

Use the checkboxes at the left of each record to mark the records you are interested in.

Note: You can mark or deselect all records using the checkbox in the header.
Once you have marked the records you want to work with, click on any marked record to
open the set.

Note: If you click a record that is not marked, that record opens, and is not included in the set;
however, if you return to the results list, you will not have lost your marked records.

The navigation toolbar at the top right of the record shows your position in the results set and
allows you to move between records:

To navigate the records:

• To view the previous record, click the Previous button:

• To view the next record, click the Next button:

• To return to the search list, click the Return to results button:
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3.3.4 Displaying dates and times
Dates and times are displayed in the MyID Operator Client based on the server settings
rather than the browser or operating system settings.

By default, the MyID Operator Client uses the following date and time format:

• MM/dd/yyyy, hh:mm:ss a – for example, 09/18/2021, 8:58:11 AM.

If you want to use different time and date formats, for example for different locales, you can
customize the server dictionaries; contact customer support quoting SUP-138 for details.
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3.3.5 Entering dates and times
To edit a date on a form, you can type the date into the field. When you click within an empty
field, the expected format is shown:

Important: If you have customized the date format on your server, the display format and the
date entry format may be different. The date display format is determined by the server
settings, while the date entry format is determined by your browser locale.

If you type an invalid date, the field displays a warning:

To select the date instead of typing it, you can click the calendar button:

This displays the calendar control:

Select the date you want to use, then clickOK.
Note: The accepted range for all dates is January 1 1900 to January 1 2100.
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3.3.6 Using the browser location bar
The location bar of your browser updates with the current location within the MyID Operator
Client website. You can bookmark these links, or send them to other operators; when you
click on these links, you authenticate to the MyID Operator Client website if necessary, then
open the page at the correct location, if your role and scope permissions allow you to do so,
and the specified item still exists.

For example, you can create links for the following:

• The front page.

For example:
https://servername/MyID/OperatorClient/#/

• A particular category.

For example:
https://servername/MyID/OperatorClient/#/people

https://servername/MyID/OperatorClient/#/devices

https://servername/MyID/OperatorClient/#/requests

• A set of search criteria.

For example:
https://servername/MyID/OperatorClient/#/people?logonName=*don*

https://servername/MyID/OperatorClient/#/people?groupId=6480C875-C564-

4B8E-A761-E373181F13DA&includeSubgroups=1

https://servername/MyID/OperatorClient/#/requests?status=Awaiting+Valid

ation

This allows you to bookmark frequently-used search screens. For example, you may
want to create a search for people in a particular group, users whose logon name
contains a particular string, or a list of requests that are awaiting validation.

• A particular person, device, or request.

For example:
https://servername/MyID/OperatorClient/#/people/0F3E10FE-8B80-4FA4-

BF21-556A4E370C6F

https://servername/MyID/OperatorClient/#/requests/27A62218-A95B-45FF-

A722-F70FB2273E70

This allows you to send a link to another operator; for example, you may have raised a
device request for a person that requires validation. You cannot validate the device
request as you raised it, so you can ask another operator to validate the request, and
provide a link to the request to make it easy for them to locate.

• An action on a particular person, device, or request.

For example:
https://servername/MyID/OperatorClient/#/people/0F3E10FE-8B80-4FA4-

BF21-556A4E370C6F/100107

• An Add button action.
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For example:
https://servername/MyID/OperatorClient/#/people/add

• If you want to open the screen with the category list and search form hidden, for example
if you are embedding the MyID Operator Client screen in an iframe on your intranet page,
you can add /embedded after the # in the URL; for example:
https://servername/MyID/OperatorClient/#/embedded/people/0F3E10FE-8B80-

4FA4-BF21-556A4E370C6F

Note: Each embedded MyID Operator Client screen requires authentication. If you want
to avoid having to authenticate each time, you can configure the MyID authentication
server to allow you to request an access token, then pass that to the embedded Operator
Client screen; see the Authenticating for embedded Operator Client screens section in
theMyID Authentication Guide for details.

3.3.7 Opening a new tab or window
If you have a list of search results, you can right-click on an item in the list, then select either
Open in a new tab orOpen in a new window from the pop-up menu; the MyID Operator
Client opens a new tab or window at the appropriate location.

You can also right-click on buttons to open in a new tab or window if the action of the button
would be to open a new screen; for example, you can right-click Request Device, which
opens the Request Device Issuance screen, but you cannot open Directory Sync in a new
tab or page, as this action does not open a new screen.

Note:When you open a screen in a new tab or new window, the category list and search form
are automatically hidden. To toggle the display of the category list (and search form, if
appropriate), click the tray button:

3.3.8 Selecting a group
TheGroup option appears on several forms:

Click the box to open the Group dialog, which allows you to select a group from the MyID
database or from your directory.

Once you have selected a group, its name appears in the box; if the group has a description,
it is displayed beneath the box.

MyID Authentication Guide.pdf
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3.3.8.1 Selecting a group from a directory
When you are viewing the groups from a directory (for example, when searching for a person
and you have selected a directory rather than the MyID database), MyID displays a
hierarchical list of the groups in the directory, with Source: Directory displayed at the top of
the dialog.

• Click the expand group icon to expand a group

• Click the close group icon to close a group.

• Click the group information icon to display information about the group.

• Select a group from the tree; its name is displayed at the top of the dialog.

• Click Confirm to confirm your selection and close the dialog.
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3.3.8.2 Selecting a group from the MyID database
When you are viewing the groups from the MyID database (for example, when searching for
a person in MyID, or selecting the group for a device or request), MyID displays a hierarchical
list of the groups in the database, with Source: MyID displayed at the top of the dialog.

• Click the expand group icon to expand a group

• Click the close group icon to close a group.

• Click the group information icon to display information about the group.

• Click Show group description to display the descriptions for the groups instead of their
names.

Note: If a group does not have a description, its name is displayed instead.

• Select a group from the tree; its name is displayed at the top of the dialog.

• Click Confirm to confirm your selection and close the dialog.

Note: If your system is configured for administrative groups, you can also select any of the
groups for which you have administrative access, even if they are not within your own scope.
Administrative groups are displayed at the bottom of the list in a separate node. For more
information, see section 4.13,Working with administrative groups.
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As an alternative to the hierarchical tree view, you can display the available groups as a drop-
down list; select the List View option.

Select a group name from the By Name drop-down list, or select a group description from the
By Description drop-down list.
You can type in the box to filter the available values; for example, typing supportmay return:

• IT Support and Services

• Hardware Support and Services

• Software Support and Services

Note: If a group does not have a description, it does not appear in the By Description drop-
down list; you must select it from the By Name drop-down list instead.
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3.4 Roles and groups
The features you can access in the MyID Operator Client depend on your role as an operator,
and the roles you can have depend on which group you belong to.

To specify which roles are available to each group, you must use the Add Group or Amend
Group workflows; see theWorking with groups section in theOperator's Guide for details.
To specify which features are available to each role, you must use the Edit Roles workflow;
see the Roles section in the Administration Guide for details.
The options that appear in the Edit Roles workflow map to the features in the MyID Operator
client in the following way:

Option in Edit Roles Feature
Add Person Browse Groups

Browse
Search Group
View Person
Add Person
View Persons Images

Adjudication History Search Reports
Adjudication History

All Requests Search Reports
All Requests

Approve Person Browse Groups
Search Group
View Persons Images
People
View Person
Browse
Approve Person

Archived Requests Search Reports
Archived Requests

Assign Card Assign Device Search
Assign Device
Unassign Device
Assign Device (Search)

Assigned Devices Search Reports
Assigned Devices

Operator's Guide.pdf
Administration Guide.pdf
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Option in Edit Roles Feature
Cancel Credential Browse

View Device
Browse Groups
Search Group
View Person
Devices
People
Devices
Cancel Device

Cancel Request Browse Groups
Browse
View Request
Requests
Search Group
Cancel Request

Devices Search Reports
Devices

Directory Sync Directory Sync
Download Reports Download Reports
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Option in Edit Roles Feature
Edit Person Edit Person (Directory)

Edit Person (Directory)
Browse Directory Root
Browse Directory Root
Browse Directory Groups
Browse Directory Groups
Search Person (Directory)
Browse
Search Person (Directory)
View Person (Directory)
View Person (Directory)
Search Group
Search Group
Browse Groups
Browse
Browse Groups
Enable Person
Edit Person
Disable Person
Enable Person
View Persons Images
View Persons Images
Disable Person
People
View Person
People
View Person
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Option in Edit Roles Feature
Edit PIV Applicant View Person

View Person
People
People
Disable Person
View Persons Images
View Persons Images
Enable Person
Disable Person
Enable Person
Search Group
Browse Groups
Browse Groups
Browse
Browse
Search Group
View Person (Directory)
Search Person (Directory)
Search Person (Directory)
Browse Directory Groups
Browse Directory Groups
Browse Directory Root
Browse Directory Root
Edit Person (Directory)
Edit Person (Directory)
View Person (Directory)
Edit PIV Applicant

Identify Card Devices
View Device
Device Certificates
Device Requests
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Option in Edit Roles Feature
Initial PIV Enrollment Disable Person

Enable Person
View Persons Images
People
View Person
Search Group
Browse
Browse Groups
Edit Person (Directory)
Browse Directory Root
Browse Directory Groups
Search Person (Directory)
View Person (Directory)
Initial PIV Enrollment

Mobile Devices Search Reports
Mobile Devices

People Search Reports
People

Authenticate Authenticate
Provision Certificates View Certificate
Remove Person Search Group

Browse Groups
Browse
View Person
People
Remove Person
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Option in Edit Roles Feature
Request Card Request Device

Devices
People
View Person
View Persons Images
Persons Available Credential Profiles
Requests
Browse
Search Group
Browse Groups
View Request
Requests
Request Device
Persons Credential Profiles (Directory)
View Person (Directory)
Search Person (Directory)
Browse Directory Groups
Browse Directory Root

Request Card Update Request Update
Request Replacement Card View Request

Requests
Requests
Persons Available Credential Profiles
View Persons Images
Request Replacement Device
Request Device Renewal
Device Available Credential Profiles
View Person
People
Devices

Requests Search Reports
Requests

Send Auth Code for Activation Get Activation Code Expiry for Device
Send Auth Code for Activation

Send Auth Code for Job Collection Get Collection Code Expiry for Job
Send Auth Code for Job Collection
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Option in Edit Roles Feature
Send Auth Code for Logon Get Auth Code Expiry for Person Logon

Send Auth Code for Logon
Send Auth Code for PIN Unlock Get Unlock PIN Code Expiry for Device

Send Auth Code for PIN Unlock
Unapprove Person People

View Person
View Persons Images
Search Group
Browse
Browse Groups
Unapprove Person

Unassigned Devices Search Reports
Unassigned Devices

Unrestricted Audit Report Search Reports
Unrestricted Audit Report

Update PIV Applicant Edit Person (Directory)
Browse Directory Groups
Browse Directory Root
Search Person (Directory)
View Person (Directory)
Browse
Browse Groups
Search Group
View Persons Images
Enable Person
Disable Person
View Person
People
Update PIV Applicant

Validate Request Requests
Reject Request
Jobs Available Credential Profiles
View Request
Approve Request
Browse Groups
Search Group
Browse
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Option in Edit Roles Feature
View Auth Code for Activation Get Activation Code for Device

View Auth Code for Activation
View Auth Code for Job Collection Get Collection Code for Job

View Auth Code for Job Collection
View Auth Code for Logon Get Auth Code for Person Logon

View Auth Code for Logon
View Auth Code for PIN Unlock Get Unlock PIN Code for Device

View Auth Code for PIN Unlock
View Person View Person (Directory)

Search Person (Directory)
Browse Directory Root
Browse Directory Groups
Browse
Browse Groups
Requests
View Request
Search Group
Devices
Requests
View Person
People
View Persons Images

View User Audit History
View Person
People
Search Group
Browse Groups
Browse
View Audit
Audit Details

3.4.1 Roles example
For example:

• Operator Andrea is in the HR group. This group has access to the roles Standard
Operator (which has access to the View Person feature) and Data Entry (which has
access to the Edit Person and Add Person features). With these two roles, Andrea can
search for people, view their details, edit their details, and add new people, but cannot
request devices.



MyID Operator Client Page 61 of 411

• Operator Boris is in the IT group. This group has the Standard Operator role, as above,
and the Device Operator role, which has access to the Request Card feature (this
provides access to the Request Device option in the MyID Operator Client; the
corresponding workflow in MyID Desktop is called Request Card, hence the name).
Boris can search for people, view their details, and request devices for them, but cannot
edit their details or add new people.

• Operator Charley is in the HR group like Andrea, but while the group has access to the
Standard Operator and Data Entry roles, Charley has been assigned only the Standard
Operator role. Charley can search for people and view their details, but cannot request
devices, edit their details, or add new people.

3.4.2 Scope
The extent to which operators can carry out actions for people is determined by their scope.
For example, if Andrea is in charge of data entry for the HR department, you may want to
restrict her to viewing, editing, and adding people only in the HR group and its subgroups; in
this case, you would give Andrea the Standard Operator and Data Entry roles with a scope of
Division. Charley, on the other hand, has wider responsibilities, and can search for and view
people throughout the system with the Standard Operator role and a scope of All.

For more information, see the Scope and security section in the Administration Guide.

3.4.3 Administrative groups
You may not want the scope of an operator to be determined by their own group. For
example, Andrea is in the HR department, but may be given extra responsibility for working
with people to Finance department. To manage this, instead of simply giving Andrea a scope
of All, you can give Andrea one or more administrative groups. For example, you can add the
Finance group as one of Andrea's administrative groups, and Andrea can work with members
of the Finance group as well as her own HR group.

For more information on working with administrative groups in the MyID Operator Client, see
section 4.13,Working with administrative groups.

Administration Guide.pdf
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4 Working with people
A person in MyID is someone with a record stored within MyID that allows them to be issued a
smart card or other device. A person may also be a MyID operator or administrator who can
log on to MyID to carry out an operator's or administrator's tasks.

The MyID Operator Client allows you to work with people in the following ways:

• You can search for a person in the database or in your attached directory.

See section 4.1, Searching for a person.

• You can add a person.

See section 4.2, Adding a person.

• You can edit a person's details.

See section 4.3, Editing a person for details of editing non-PIV people, and section 4.4,
Editing a PIV applicant for details of editing PIV applicants.

• You can capture user images for a person's account using a webcam or by uploading an
existing picture.

See section 4.5, Capturing images.

• You can scan documents into a person's account.

See section 4.6, Scanning documents.

• You can capture facial biometrics.

See section 4.7, Capturing facial biometrics.

• You can request a device for a person.

See section 4.8, Requesting a device for a person.

• You can request a mobile device for a person.

See section 4.9, Requesting a mobile device for a person.

• You can synchronize a person with a directory.

See section 4.10, Synchronizing a person.

• You can enable or disable a person's account.

See section 4.11, Enabling or disabling a person

• You can set a user's approval status.

See section 4.12, Approving user data

• You can select and assign administrative groups.

See section 4.13,Working with administrative groups.

• You can remove a person's account from MyID.

See section 4.14, Removing a person.

• You can authenticate a person's identity using fingerprints, identity documents, or
security phrases.

See section 4.15, Authenticating a person.

• You can send an authentication code to a person to allow them to log on to MyID.

See section 4.16, Sending an authentication code to a person.
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• You can view an authentication code for a person that allows them to log on to MyID.

See section 4.17, Viewing an authentication code for a person.

• You can change or unlock a person's security phrases using the Change Security
Phrases and Unlock Security Phrases workflows in MyID Desktop.
See section 4.18,Working with security phrases.

• You can add, edit, or remove a person's additional identities.

See section 12,Working with additional identities.

• You can print a card layout for a person onto a card that does not have a chip using the
Print Badge workflow in MyID Desktop.

See section 4.19, Printing a badge.

4.1 Searching for a person
To search for a person:

1. Click the People category.

2. Select the search to use from the drop-down list.

By default, only the People search is available; however, your system may have
additional people searches that you use for reporting.

3. Select where to search.

You can search the MyID database, or an attached directory; you may have more than
one directory. If your system is set up with more than one source of people information,
click the tabs to select where to search.

If you are using the Additional Identities (AID), People with Biometrics or People
Without Biometrics search reports, you can search only the MyID database; you cannot
search a directory.

Your system may contain people from several sources: people who exist only in the MyID
database, people who exist in both the MyID database and in a directory, where their
accounts are linked, or people who exist only in a directory.

Note: You can search a directory only if you have configured MyID to do so; you must set
the Search a directory configuration option to Yes or Ask. See the LDAP page
(Operation Settings) section in the Administration Guide for details.

4. Enter some or all of the search criteria.

Note: Search criteria are not case sensitive.

• Name (contains) – type some characters from the person's name.

You cannot use wildcards in this field; it automatically uses fuzzy matching.

For example, if you search for Sam, the search results contain records where the Full
Name or Logon Name fields contain the following:

• Sam Smith

• Jane Samson

• Samuel Johnson

• Samantha Samuels

Administration Guide.pdf
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However, as the fuzzy matching searches only the start of the word, the following
would not appear:

• Alice Balsam

If you specify more than one word in this field, the search results contain records that
match all the words. For example, if you search for Sam John, the results include:

• Sam Johnson

• John Samson

• Samantha Johnson

• John Samuels

However, the following do not appear:

• Sam Smith (no match for "John")

• John Smith (no match for "Sam")

• Sam Littlejohn (no match for "John" – it does not occur at the start of a word)

This field is available only when searching the MyID database.

• Group – click the open icon to select the group to which the person belongs.

See section 3.3.8, Selecting a group.

If you want to view people from the groups below the selected group in the hierarchy,
select the Include Subgroups option.

• Logon – type the person's logon name. You can use wildcards.

• Employee ID – type the person's employee ID. You can use wildcards.

• Email – type the person's email address. You can use wildcards.

• User Data Approved – select whether the person has their User Data Approved
flag set.

For more information on this option, see the Identity checks section in the
Administration Guide.

Note: The available search criteria may depend on whether you are searching the MyID
database or an attached directory.

You can also select Additional search criteria. See section 7.3.1, People report for
details of which fields are available for the People search.

Select the additional criteria to add them to the search form. Click the close x buttons on
the additional criteria to remove them from the search form.

5. Click SEARCH.
The list of matching results appears.

Records are sorted in the order they appear in the MyID database; currently, you cannot
change the sort order.

If more results are available, the text (scroll for more) appears; scroll to retrieve the next
page of results automatically.

Administration Guide.pdf
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Amaximum of 200 results are returned. If the number of results exceeds the limit, a +
sign is appended to the number of results; for example:
200+ results - 50 displayed (scroll for more)

In this case, you are recommended to change your search criteria to provide a more
focused set of results.

Note:When searching LDAP, the number of results returned may be limited by the
directory; the default for Active Directory is 1000 records. You are recommended to use
the search criteria to limit the results returned.

6. Click a record to display the person's details.

Note: If the person has been added to the MyID database, the form is titled View Person.
If the person is only in a directory, and has not yet been added to the MyID database, the
form is titled View Person (Directory).

You can view information on the following tabs:

• DETAILS – view the person's details.

• STATUS – view the status of the person. See section 4.4.1, Setting the person's
status for details.

• ACCOUNT – view the person's directory account details.

Note: In MyID Desktop, the Account tab appears only if the Enable ADS Fields
configuration option is set. This option does not affect the MyID Operator Client – the
ACCOUNT tab is always available.

• POSITION – view the position information about the person. See section 4.4.2,
Providing the person's position details for details.

• APPLICATION – view the application documents for the person. See section 4.4.4,
Providing the person's application documents for details.

• BIOMETRICS – view the biometric information for the person. See section 4.4.5,
Providing the person's biometrics for details.

• SPONSOR – view the details of the person's sponsor. See section 4.4.3, Providing
the details of the person's sponsor for details.

• DEVICES – view the list of devices currently assigned to the person.

Note:Mobile devices are not included in this list.

• REQUESTS – view the list of active requests for the person.

See section 6,Working with requests.

• HISTORY – view the list of audit entries relating to the person.

See section 4.1.1, Viewing a person's history.

• CERTIFICATES – view the list of certificates assigned to the person.

See section 13.1.2, Viewing a person's certificates.

• PREVIOUS DEVICES – view the list of devices previously issued to the person.

Note: Any previously-issued devices that have subsequently been assigned to other
people are not listed.
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You can use this list to reinstate devices that have been mistakenly canceled or
erased; see section 5.19, Reinstating a device.

• ADDITIONAL IDENTITIES – add, remove, and edit additional identities for a person.

See section 12,Working with additional identities.

From this screen, you can:

• Edit the person's details. See section 4.3, Editing a person or, for PIV applicants,
section 4.4, Editing a PIV applicant.

• Remove a person's record from the MyID database. See section 4.14, Removing a
person.

• Request a device for the person. section 4.8, Requesting a device for a person.

• Request a mobile device for the person. section 4.9, Requesting a mobile device for
a person.

• Synchronize the person's account with the directory. See section 4.10,
Synchronizing a person.

• Enable or disable a person's user account. See section 4.11, Enabling or disabling a
person.

Note: If you are viewing your own record, you cannot edit the account, request a device,
or enable/disable the account. Another operator must carry out these operations on your
behalf.

You can also view a person's details from any form that contains a link to their account.

For example:

• Click the link icon on the Full Name field of the View Request form.

• Click the link icon on theOwner field of the View Device form.

4.1.1 Viewing a person's history
The HISTORY tab displays the 1000 most recent entries relating to the person in the MyID
database; it is not available for people who are only in the directory.

Note: You must have a role that has access to the View User Audit or View Full Audit feature
to view this tab; see section 3.4, Roles and groups. The View User Audit feature is in the
People category of the Edit Roles workflow, while the View Full Audit feature is in the
Reports category, under Audit Reporting.

If you have role permissions to the View Full Audit feature, you can click on an entry in the
report to display the View Audit screen. See section 15.1, Viewing audit details for more
information.

Audit entries relating to the following workflows are never displayed on the HISTORY tab, for
reasons of security:

• Mobile Certificate Recovery

• Request Key Recovery

• Approve Key Recovery
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• Collect Key Recovery

• View Key Recovery

• Collect My Key Recovery

Some other entries relating to MyID Desktop workflows may not be displayed, particularly in
systems upgraded from older versions of MyID, due to inconsistencies in how user
information is recorded in the audit data.

There is a difference between the contents of audit entries created from operations in the
MyID Operator Client and MyID Desktop: operations carried out in the MyID Operator Client
produce audit entries that detail only what has been changed, while operations carried out in
MyID Desktop produce audit entries that also include data that has not been changed. Note
also that the history displayed in MyID Desktop displays only changes made to the person's
account, while the HISTORY tab in the MyID Operator Client displays all audit entries for
which the person was the target.

Note: The HISTORY tab does not currently display any archived audit entries.
You can also view the history for a device; see section 5.1.1, Viewing a device's history.

4.1.2 Wildcards
For fields where you can use wildcards, you can use the following:

• * for multiple characters.

For example, Sa*matches Sam, Samuel, and Samantha.

• ? for single characters.

For example, Sa?matches Sam, but not Samuel or Samantha.

Note:When searching for people, you cannot use ? for a single-character wildcard if you
are searching an LDAP directory. The ? wildcard is supported only when searching in the
MyID database.
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4.2 Adding a person
You can add a person to the MyID database manually, or you can import a person's details
from a linked directory into the MyID database.

4.2.1 Adding a person manually
To add a person to the MyID database:

1. Select the People category.

2. Click ADD.
The Add Person form appears.

3. Complete the person's details.

Note: Required fields are marked with an asterisk * – the SAVE button is not available
until you have completed all of these fields.

Note: The fields may have different names depending on your language settings; for
example, Cell andMobile.
The following fields are available:

• The user image. See section 4.5, Capturing images.

• Title – type the person's title.

• First Name – type the person's first name.

• Middle Name – type the person's middle name or initials.

• Last Name – Type the user's last name.
Note: You must include one or both of First Name and Last Name.
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• Enabled – select Yes or No from the drop-down list.

If you select No, you will not be able to issue any devices to the user. You can enable
or disable a person's user account after you have added them; see section 4.11,
Enabling or disabling a person.

• Logon – type a Logon name for the person.
Important: This fieldmust be unique.
The person can use this to log on to MyID without using a card if your system is set
up to allow logon using security phrases only.

• Email – type the person's email address.
An email address is required for notifications, including activation codes, if required.

• Group – click the open icon to select the group to which the person belongs.

See section 3.3.8, Selecting a group.

• Roles – click the open icon to open the Role selector.

Select the roles and scope you want the person to have.

The roles for a user determine which MyID operations the person can perform; for
example, to request a card.

The scope for each role determines the range of people the person can use the MyID
operations on; for example, to be able to request a card only for themselves, or to be
able to request a card for anyone in their group.

The available scope settings are:

• None – the person is not assigned to this role.

• Self – this limits the scope to the person’s own record.

• Department – all people in the same group as the person.

• Division – all people in the same group as the person or a sub-group of it.

• All – the role can be performed in relation to anyone.
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For more information, see the Roles, groups, and scope section in the
Administration Guide.
Click CONFIRM.

• Security – type a unique identifier for the person.
Note: For PIV cards, this identifier is used in the FASC-N and must be must be a
maximum of 10 numeric digits.

• Cell – type the person's cellphone number.

• Phone and Fax – type the person's land line phone number and fax number.

• Address 1, Address 2, City and State + Zip – type the person's address.

4. Click the ACCOUNT tab to provide details of the person's LDAP account.

For more information, see section 4.3.1, Editing directory information.

Note: Depending on your system configuration, you may have to specify a unique value
for the Distinguished Name. The Allow duplicate DN configuration option determines
whether unique DN values are required; see the LDAP page (Operation Settings) section
in the Administration Guide for details.

5. Click SAVE to add the person to the MyID database.

Administration Guide.pdf
Administration Guide.pdf
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4.2.2 Adding a person from a directory
To add a person to the MyID database from a directory:

1. Search for a person in a directory, and view their details.

See section 4.1, Searching for a person for details.

2. Click EDIT PERSON.

3. Make any appropriate changes, then click SAVE.
Alternatively, you can import a person from a directory without having to edit any of the
person's details; select one of the following options:

• Request Mobile or Request Mobile (View Auth Code) – attempts to import the
person and request a mobile device. See section 4.9, Requesting a mobile device for
a person.

• Request Device – attempts to import the person and request a device. See section
4.8, Requesting a device for a person.

• Import – attempts to import the person from the directory. Click Confirm to import
the person, or Cancel to cancel the import.

The person is added to the MyID database. The person is added to an existing group if a
MyID group matches their directory group.

Note: If a matching group does not already exist in MyID, you are unable to set any roles.
When you save the person record, MyID creates a group if the Automatically create
MyID groups from the Organizational Unit of imported users option is set, which
assigns default roles to the person; you can then edit the person to amend their list of
groups.

You can also configure MyID to assign roles to a person based on their LDAP group
membership; these roles are automatically assigned in addition to any group default roles
when you add a person or change a person's group through directory synchronization.
For information on setting this up, see the Linking roles to LDAP section in the
Administration Guide.

Administration Guide.pdf
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4.2.3 Adding multiple people from a directory
If you have several people to import from a directory at the same time, you can import them in
a batch instead of importing them one by one.

To import multiple people:

1. Search the directory for the people you want to import.

See section 4.1, Searching for a person.

2. On the search results page, use the checkboxes to the left of the records to select one or
more people.

3. From the Toolsmenu, select Import.

The confirmation screen appears.
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4. Click Yes to proceed with the import, or No to go back to the list of people.
When you click Yes, the Batch Processing screen appears.

5. The imports are processed. The table shows the status of each import:

The import succeeded.

The import failed. The Message column displays the reason for the failure; for
example, the person may already be in the MyID database.

6. Click Close.

4.3 Editing a person
You can edit the details in a person's record in the MyID database or in an attached directory.

Note: To edit PIV applicants, you use the PIV applicant editing screens instead. This ensures
that the PIV process is carried out correctly. See section 4.4, Editing a PIV applicant.

To edit a person:

1. Search for a person, and view their details.

See section 4.1, Searching for a person for details.

You can also view a person's details from any form that contains a link to their account.

For example:

• Click the link icon on the Full Name field of the View Request form.

• Click the link icon on theOwner field of the View Device form.

2. Click the Edit Person option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.

3. Update the person's details.

For information on changing the user image, see section 4.5, Capturing images.

Note: If the person is already in the MyID database, the form is titled Edit Person. If the
person is only in a directory, and has not yet been added to the MyID database, the form
is titled Edit Person (Directory). Once you have made any changes to the person, the
person is imported to MyID, and any edits you make will use the Edit Person form.
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You can edit the same details as are available when adding a person; see section 4.2,
Adding a person for details.

However, you cannot edit the Enabled field – to enable or disable a person's user
account, see section 4.11, Enabling or disabling a person.

If your system is set up for administrative groups, you can specify administrative groups
for the person; see section 4.13.2, Assigning administrative groups.

Note: Depending on how your system is set up, you may not be able to edit all of the
fields that are visible.

4. Click SAVE.

4.3.1 Editing directory information
If the person is linked to a directory, you can edit the information on the ACCOUNT tab only if
the following configuration option is set:

• Edit Directory Information – on the LDAP tab of theOperation Settings workflow. Set
this to Yes to allow operators to edit the information on the ACCOUNT tab for people with
accounts linked to a directory.

Whether or not the person is linked to a directory, you can edit the Distinguished Name field
only if the Edit DN configuration option is set. This option requires an additional software
update – contact customer support quoting reference SUP-322 for details.

Note: You are not recommended to set the Edit Directory Information option if you have
the Background update option set; any changes you made to the directory information
would be overwritten by changes from the directory every time you viewed or edited a person.
If you want to be able to edit directory information, set the Background update option to No,
then use manual directory synchronization if and when required; see section 4.10,
Synchronizing a person for details.

If you have the Automatically create MyID groups from the Organizational Unit of
imported users option set to No, and Edit Directory Information set to No, MyID is unable
to create a group to match the directory group, so you must set the group of the person
manually.

For more information on directory integration, see the Using an LDAP directory section in the
Administration Guide.
For information on the User SID field, see the Including user security identifiers in certificates
section in the Administration Guide.

4.4 Editing a PIV applicant
The MyID Operator Client provides the following screens to allow you to edit the details of
PIV applicants:

• Initial PIV Enrollment – used to edit people accounts that do not yet have fingerprints
enrolled.

• Update PIV Applicant – used to edit people accounts that already have fingerprints
enrolled. You must authenticate to this screen by providing the person's fingerprints.

Administration Guide.pdf
Administration Guide.pdf
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• Edit PIV Applicant – used as an administrative tool to edit people accounts whether or not
they have fingerprints enrolled. No biometric authentication is required to access this
screen.

Each screen provides the same information and allows you to edit the same details.

You are recommended to assign the Initial PIV Enrollment and Update PIV Applicant options
in the Edit Roles workflow to your operators who carry out PIV enrollment, and to assign the
Edit PIV Applicant option only to administrative users who may need to carry out edits on
people accounts that already have fingerprints enrolled, but cannot use the person's
fingerprints to authenticate.

For FIPS 201 compliance, subsequent updates to an applicant's record after the initial
enrollment should be authenticated using the applicant's fingerprints; for more information
about compliance with FIPS 201, see the The PIV Applicant Editor role section in the PIV
Integration Guide.
The PIV applicant editing screens work in the same way as the Edit Person screen does for
non-PIV applicants (see section 4.3, Editing a person), but have the following additional tabs:

• STATUS

• POSITION

• SPONSOR

• APPLICATION

• BIOMETRICS

For more information about PIV attributes, see the Editing PIV applicants section in the PIV
Integration Guide.
To edit a PIV applicant:

1. Search for a person, and view their details.

See section 4.1, Searching for a person for details.

You can also view a person's details from any form that contains a link to their account.

For example:

• Click the link icon on the Full Name field of the View Request form.

• Click the link icon on theOwner field of the View Device form.

2. Click one of the following options in the button bar at the bottom of the screen:

• Initial PIV Enrollment – if the applicant does not yet have fingerprints enrolled.

• Update PIV Applicant – if the applicant already has fingerprints enrolled.

• Edit PIV Applicant – used as a privileged workflow to bypass the biometric
authentication for editing PIV applicants.

You may have to click the ... option to see any additional available actions.

3. For Update PIV Applicant only:

PIV Integration Guide.pdf
PIV Integration Guide.pdf
PIV Integration Guide.pdf
PIV Integration Guide.pdf


MyID Operator Client Page 76 of 411

a. The Verify Fingerprint dialog appears.

Note: The MyID Operator Client remembers the Verification Device you select the
next time you try to verify fingerprints, and automatically opens the Fingerprint
Capture dialog without you having to click Verify. If you need to change the
verification device, close the Fingerprint Capture dialog.

b. Select the Verification Device you want to use from the drop-down list.

c. Click Verify.
The Fingerprint Capture dialog appears.

d. Follow the instructions on screen.

If the fingerprint does not match, an error similar to the following appears:
OA10051: No match was found for the fingerprint

You can click Verify to attempt to match again. If you exceed the number of match
attempts (configured by the Number of fingerprint validation attempts option on
the Biometrics tab of theOperation Settings workflow), an error similar to the
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following appears:
OA10050: Number of fingerprint attempts has been exceeded

4. Update the person's details.

5. Click SAVE.

4.4.1 Setting the person's status
On the STATUS tab of the PIV applicant editing screens, you can see the following options:

• User Data Approved – certifies that the applicant has been through the correct
enrollment process and has been approved to receive a PIV card.

• Vetting Date – the date the person passed their identity checks.
For more information on setting the User Data Approved and Vetting Date options, see
section 4.12, Approving user data.

• Maximum credential expiry date – optionally, specify the latest expiry date for any
device issued to this person.

This setting affects all future device requests. It does not affect any issued devices or
existing requests.

See section 4.8, Requesting a device for a person for details.

Note: This setting affects device requests made through the MyID Operator Client only.
Requests made through MyID Desktop or the Lifecycle API do not take this setting into
account. Note, however, that if you specify an explicit expiration date when requesting a
device using MyID Desktop, an error appears if that date exceeds theMaximum
credential expiry date set for the person. If you do not specify an explicit expiration
date, MyID Desktop ignores theMaximum credential expiry date altogether.
You can also set this date using the MaxRequestExpiryDate option in the Lifecycle API.
See the Lifecycle API guide for details.

• NACI Status – records the status of the NACI check.
Note: You must use this only in accordance with FIPS 201-3 guidelines. For PIV-I and
CIV, set this to Not Requested.

4.4.2 Providing the person's position details
On the POSITION tab of the PIV applicant editing screens, set the following details:

• Privilege – select the applicant's privileges from the list. This is agency-specific data that
can be printed on the card.

• Affiliation – the cardholder's role or position within the organization; for example,
Contractor or Emergency Responder.

• Agency Association – indicates how the cardholder is associated to the agency; for
example, Employee or Contractor. These options are defined by FIPS 201.

• Department – the department’s name within the agency.

• Agency – the group name from the Personal tab.

• Position – the position of the applicant within the agency.

• Rank – the rank of the applicant.

Lifecycle API.pdf


MyID Operator Client Page 78 of 411

• Emergency Role – the specific role in the event of an emergency of the applicant, if any.

• Additional Information – contains any extra information about the applicant's position.

• PIV DN – the distinguished name for the user.

The operator must enter the PIV DNmanually. If you require MyID to generate the
distinguished name for PIV applicants, contact Intercede for further guidance, quoting
SUP-335.

4.4.3 Providing the details of the person's sponsor
On the SPONSOR tab of the PIV applicant editing screens, set the following details:

• Name – the name of the person sponsoring the applicant.

• Position of sponsor – the position of the sponsor.

• Email of sponsor – the email address of the sponsor.

• Agency of sponsor – the agency to which the sponsor belongs.

• Phone – the phone number of the sponsor.

4.4.4 Providing the person's application documents
On the APPLICATION tab of the PIV applicant editing screens, you can provide details of the
following documents for the person:

• SF85 or OPM document

• Two identity documents

Note: You can scan identity documents using the MyID Operator Client; see section 4.6,
Scanning documents.

Complete the following details for the person:

• Nationality – select the country of the person's nationality from the drop-down list.

• Country of Birth – select the country where the person was born from the drop-down
list.

• Applicant's Place of Birth – for people born in the United States, select the state,
district, or territory. For people born outside the United States, this is automatically set to
the same value as the Country of Birth.

• Application ID – optionally, type a reference number that you can use to track the
person's application. You can search for this value in the People reports.

For each identity document, provide the following details:

• Title – select the document type. Only documents of the types listed are acceptable as
proof of identity.

• Issued by – enter details of the organization that issued the document.

• Number – the document's serial number.

• Expiration – the expiration date of the document.

• The Capture Date is populated automatically when you use the PIV applicant editing
screens in the MyID Operator Client.
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4.4.5 Providing the person's biometrics
On the BIOMETRICS tab of the PIV applicant editing screens, you can provide the person's
biometric details, including scanning fingerprints and capturing facial biometrics.

4.4.5.1 Personal details
You can provide the following information about the person:

• Height (ft-in) – type the height of the person in feet and inches; for example, 6' 2".

• Hair Color – select the hair color of the person from the drop-down list.

• Weight (lbs) – type the weight of the person in pounds; for example, 160 lbs.

• Eye Color – select the eye color of the person from the drop-down list.

• Gender – select the gender of the person from the drop-down list.

• Racial origin of cardholder – select the racial origin of the person from the drop-down
list.

4.4.5.2 Signatures
If a signature has been imported for the person, it is displayed on this screen:

4.4.5.3 Iris data
If an iris has been captured for the person, the following indicator is displayed:

If no iris has been captured for the person, the following indicator is displayed instead:

Note: You cannot capture iris data using MyID. To add iris data to a person's record, use the
Lifecycle API. For more information, see the
PivCardRequest/Agency/Applicant/Biometry/BioSample section in the Lifecycle API guide.

Lifecycle API.pdf
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4.4.5.4 Fingerprints
You can capture fingerprints for the person. If the person has already had fingerprints
captured, they are indicated on the Fingerprints control. If the person already has fingerprints
captured, you can still capture their fingerprints; any additional fingers are added to their
record, and any updated fingerprints replace the fingerprints stored in the database.

To capture fingerprints:

1. Click CAPTURE FINGER.
The fingerprint dialog appears:
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2. Select the fingers you want to capture.

3. Click CONFIRM.
The fingerprint capture dialog appears. Follow the on-screen instructions to capture each
fingerprint.

Note: The Account for missing fingerprints and Enforce a minimum number of
fingerprints during enrollment? options are not enforced when capturing fingerprints
using the MyID Operator Client.

Note:Once you have captured the fingerprints, the newly-captured fingerprints are indicated
on the capture control on the BIOMETRICS tab; previously-captured fingerprints are not
indicated until you exit the PIV applicant editing screen and re-enter it.

4.4.5.5 Facial biometrics
For information on capturing facial biometrics, see section 4.7, Capturing facial biometrics.
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4.4.6 Considerations
The PIV applicant editing screens in the MyID Operator Client do not work in exactly the
same way as the Edit PIV Applicant workflow (which was available in MyID Desktop in
previous versions of MyID). There are some differences and limitations:

• Association text is not printed on cards.

This is a known issue. The person's Agency Association code is stored in the
database, but the text description is not saved.

• Changing a person's group does not affect their PIV DN or Department.
If you change a person's group, you must update these fields manually.

• The person's PIV DN does not change automatically.
If you change the person's name, nickname, or Agency Association, you must update
the PIV DN field manually.

• The Allow duplicate DN does not affect the PIV DN.

• There is no relationship between fields on the system tab and person's MyID logon
name. If there are changes required to keep them synchronized, you must apply this
manually. This does not occur where directory synchronization is used.

• The Account for missing fingerprints configuration option is not supported in the MyID
Operator Client.

• Unlike in MyID Desktop, you do not need to have the PIV Applicant Editor role to edit PIV
attributes in the MyID Operator Client; if your role has access to the Edit PIV Applicant
option in the Edit Roles workflow, you can edit PIV attributes.

• The Association and Rank fields were automatically populated with default values in
MyID Desktop, but not in the MyID Operator Client.

• You cannot scan identity documents in the MyID Operator Client.

• In MyID Desktop, the PIV Applicant role was added to a person if you used the Edit
PIV Applicant workflow to import them from a directory. There is no equivalent process
in the MyID Operator Client; instead, you can set the default roles for the group to which
you are adding the user to include the PIV Applicant role.

• Changing the NACI Status to Rejected does not carry out any further revocations.

There are some differences in the field names between the MyID Operator Client and MyID
Desktop:

MyID Desktop MyID Operator Client
Security Employee ID
Address 1 1st line of Address
Address 2 2nd line of Address
Association Agency Association
Extra Info Additional Information
Birth Country Country of Birth
Place of Birth Applicant's Place of Birth



MyID Operator Client Page 83 of 411

MyID Desktop MyID Operator Client
Race Racial origin of cardholder
Iris Captured Iris Status
[Sponsor] Position Position of sponsor
[Sponsor] Email Email of sponsor
[Sponsor] Agency Agency of sponsor

4.4.7 Adding PIV applicants from a directory
You can use the Edit Person (Directory) screen to add a new user from a connected LDAP.

Note: If you have the Edit Directory Information configuration option (on the LDAP page of
theOperation Settings workflow) set to No, you will be unable to edit any of the person data
that is mapped to the directory. The default is Yes.

The user must belong to an LDAP group that is mapped to an existing MyID group, and the
Search a Directory option (on the LDAP page of theOperation Settings workflow) must be
set to Yes or Ask.
If you use click the EDIT PERSON button on the View Person (Directory) screen to select a
user who is not already in the MyID database, the user is imported, given the Cardholder and
Password User roles, and assigned to the group that matches their LDAP group. If you want
the person to be a PIV applicant, add the PIV Applicant role to their list, and click SAVE. You
can then use the PIV applicant editing screens to edit the user's details as normal.

To add PIV applicants from a directory, you must set up the groups in MyID before you begin:

• Both the LDAP group the PIV applicant belongs to, and the parent LDAP group, must
have been imported from LDAP into MyID. The hierarchy between the group the user
belongs to and the parent group must be the same in both MyID and the LDAP. There are
various ways to achieve this:

• In the Edit Groups workflow, select Import LDAP Branch/OU and children to
import a group above the group the user belongs to.

This will ensure that the hierarchy of the group and parent group is consistent in both
MyID and LDAP.

• Alternatively, you can create the parent group first, then import the group the user
belongs to as a child of the parent group.

• If this hierarchy of group and parent group is not set up correctly, you will see the
following error when trying to import users from LDAP in the Edit PIV Applicant
workflow:
Target is not associated with a MyID group

• Additionally, you must ensure that the PIV attributes have been configured for the group
that the MyID user belongs to; you can do this using the Amend Group workflow.

• The logged on user must have the PIV Applicant Editor role and access to the Edit
Person and PIV applicant editing screens to import users from LDAP using the Edit
Person (Directory) screen.
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4.5 Capturing images
You can capture user images for a person using an attached webcam, or by uploading an
existing photograph. This feature is available in the PIV applicant editing screens, as well as
the Edit Person and Add Person screens.

4.5.1 Requirements for image capture
MyID requires a webcam with a resolution of at least 640x480. If the camera supports a
higher resolution, MyID uses the full resolution available.

You can adjust the brightness and contrast of the image on the webcam feed only if the
camera itself allows it.

MyID can access the camera only if it is not being used by another application; make sure the
camera is not being used before attempting to capture an image.

If for any reason there are no compatible webcams available, the Image Capture screen will
still allow you to upload an existing image file.

Image capture is supported on all browsers supported by the MyID Operator Client – see
section 2.1.1, Supported browsers.

Note, however, the following limitations when using Firefox:

• The image capture resolution is limited to 640x480.

• You cannot set the brightness or contrast.
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4.5.2 Configuring image capture
To enable or disable image capture in the MyID Operator Client, set the Image Capture
option on the Video tab of theOperation Settings workflow. If you set this option to Yes, you
can capture images; if you set this option to No, the images already captured appear read-
only, and you cannot capture new images or update existing images.

The image capture configuration options (on the Video tab of theOperation Settings
workflow) control how you can crop images in the MyID Image Editor.

• To set a fixed size image, set the Image Crop Height and Image Crop Width options to
the size (in pixels) of the image you want to upload. The MyID Image Editor displays an
initial cropping rectangle. You can move and resize the cropping rectangle on the image
to any position or size, automatically maintaining the aspect ratio of the fixed image size.
When the MyID Image Editor uploads the resulting image to the server, it is scaled up or
down to match the Image Crop Height and Image Crop Width.
Note: These settings take precedence over the other image crop settings.

• To limit the uploaded image to a maximum height and width, set the Validate Image Size
option, then set theMaximum Image Height andMaximum Image Width settings (in
pixels). You can move and resize the cropping rectangle on the image to any position or
size. When the MyID Image Editor uploads the resulting image to the server, it is scaled
down to within theMaximum Image Height andMaximum Image Width, maintaining
its aspect ratio; if the image is the same size or smaller, it remains the same size.

Note: If Validate Image Size is set to No, theMaximum Image Height andMaximum
Image Width settings are ignored.

• To fix the aspect ratio of the image, set the Image Crop Aspect Ratio to the required
image aspect ratio (width:height). For example, for a UK passport photo ratio, use
35:45. The MyID Image Editor displays an initial cropping rectangle. You can move and
resize the cropping rectangle on the image to any position or size, automatically
maintaining the specified aspect ratio.

You can combine this option with the Validate Image Size option to specify an image of
a particular aspect ratio with a maximum size. If the Image Crop Aspect Ratio is, for
example, 1:2, and both theMaximum Image Height andMaximum Image Width
settings are 1000, the maximum image size that respects both the aspect ratio and the
maximum dimensions is 500x1000.

You can also configure the compression on the resulting images uploaded to the server:

• JPEG Compression Ratio – set this to the compression value from 1 to 100. The default
is 90. The lower the number, the greater the compression.
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Examples:

• You want all uploaded user images to be exactly 600x800 pixels.

To do this, set the Image Crop Height to 800 and the Image Crop Width to 600.
The operator can then capture images of any size, crop them to a fixed 3:4 aspect ratio
(calculated from the fixed width and height), and when they are uploaded to the server,
the images are rescaled to exactly 600x800. Low resolution images (for example, from a
640x480 webcam) are scaled up, and high resolution images (for example, from a 4K
webcam) are scaled down.

• You want all uploaded images to be in a 3:4 aspect ratio. You are happy with low
resolution images, but to save space, you want images to have a maximum size of
1200x1600.

To do this, set the Image Crop Aspect Ratio to 3:4, the Validate Image Size option to
Yes, theMaximum Image Height to 1600 and theMaximum Image Width to 1200.
The operator can then capture images of any size, crop them to a fixed 3:4 aspect ratio,
and when they are uploaded to the server, if the images are larger than 1200x1600, they
are rescaled to exactly 1200x1600. Low resolution images (for example, 300x400
images from a 640x480 webcam) are uploaded without scaling.

• You want square images, but have no requirements for size.

To do this, set the Image Crop Aspect Ratio to 1:1.
The operator can then capture images of any size, crop them to a fixed 1:1 aspect ratio,
and when they are uploaded to the server, the images are uploaded without scaling.
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4.5.3 Capturing an image from a webcam
To capture an image from a webcam:

1. Click the camera icon on the user image:

The Image Capture dialog appears.
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Your browser may prompt you to allow access to the camera. For example:

Firefox:

Chrome:

2. Select your webcam from the Camera drop-down list, if you have more than one.
For example, you may have a laptop with an integrated camera, but also a high-quality
external camera that you want to use to capture user images.

MyID remembers your camera selection the next time you open the Image Capture
dialog.

3. Set the following options:

• Brightness – adjust the brightness of the image.

• Contrast – adjust the contrast of the image.

If you change these settings, MyID remembers the settings for the particular webcam the
next time you open the Image Capture dialog.

Note: These options are available only if your webcam supports them, and are not
available if you are using the Firefox browser.

4. If necessary, you can click ROTATE to rotate the image by 90°.
MyID remembers your preferred rotation setting the next time you open the Image
Capture dialog.

5. Click CAPTURE.
The MyID Image Editor opens.

See section 4.5.5, Cropping and editing user images for details of working with the
image.
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4.5.4 Uploading an existing image file
To upload an existing image:

1. Click the camera icon on the user image:

2. Click BROWSE.
The file dialog opens.

3. Select the image you want to upload.

You can choose from the following file types:

• JPEG (*.jpg, *.jpeg)

• Bitmap (*.bmp)

• Graphics Interchange Format (*.gif)

• Portable Network Graphics (*.png)

If you select a file of the wrong type, MyID displays an error.

4. ClickOpen.
The MyID Image Editor opens.

See section 4.5.5, Cropping and editing user images for details of working with the
image.
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4.5.5 Cropping and editing user images
The MyID Image Editor appears when you have captured a webcam image or uploaded an
existing image file.

To crop and edit the image:

1. Select the crop area.

If you have set the Image Crop Height and Image Crop Width options, or the Image
Crop Aspect Ratio option, the editor displays an initial crop selection as large as
possible while respecting the fixed aspect ratio.

You can resize the crop selection, but it automatically maintains its aspect ratio.

If you do not have these options set, the editor does not display an initial crop selection.

Click and drag on the image to select the part of the image you want to use.
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Once you have a selection, you can modify it.

• To change the size of the selection:

• Click and drag the sizing handles.

• Hold down the CTRL key and roll the mouse wheel.

• Use the Crop Width and Crop Height fields to specify the size of the selection.

• To move the selection, click within the selection and drag it.

2. Set the following options:

• Brightness – adjust the brightness of the image.

• Contrast – adjust the contrast of the image.

3. To rotate the image by 90°, click Rotate.
Note:When you rotate the image, it resets the crop settings.

4. To allow you to make accurate selections, you can adjust the zoom level:

• Zoom In – click to zoom in on the image. You can scroll around the image within the
editor.

• Zoom Out – click to zoom out of the image.

• Actual Size – click to display the image at its actual pixel size.

• Fit – fit the image within the editor. This is the default setting.

5. Once you are happy with the image, click Continue.
The MyID Image Editor copies the resulting image to the form.

Note: The image is not uploaded to the server until you click SAVE.
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4.5.6 Troubleshooting image capture
• Unable to click on the camera icon
If you cannot click the camera icon to launch the image capture control, check that the
Image Capture configuration option is set.
See section 4.5.2, Configuring image capture for details.

• Problem connecting to a camera
If you see a message similar to the following:
A problem has occurred when connecting to the camera.

Click Cancel, check the camera is operating correctly and not currently

in use and then start Image Capture again.

This may be caused by another application using the camera. Make sure there are no
other applications or browsers currently using the camera. Alternatively, this may be
caused by a problem within Windows. Check the Windows Device Manager to ensure
that the camera is enabled.

• Unable to find a camera
If you see a message similar to the following:
A compatible camera has not been found

This means that MyID has been unable to find an attached camera that supports the
minimum requirements (640x480 resolution). You can attach an external camera that
meets the requirements.

Note: If for any reason MyID cannot connect to a compatible webcam, the Image
Capture screen will still allow you to upload an existing image file.

• Unable to connect to the MyID Client Service App
If you see a message similar to the following when opening the MyID Image Editor:
OC10006 MyID Client Service error

Unable to communicate with MyID Client Service. Ensure it is running

This may be caused by the MyID Client Service App not running; this app provides the
image editing capabilities. Make sure the MyID Client Service App is running and try
again.

• Out of memory
If you see a message similar to:
OutOfMemoryException

This may be caused by attempting to process very large images on a 32-bit operating
system. Either use smaller images or carry out your image capture work on a 64-bit
operating system.

• Please wait... message displayed
If the MyID Image Editor does not open, and a Please wait...message is displayed
instead, check that you have the latest version of the MyID Client Service installed.
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4.6 Scanning documents
You can scan documents from the APPLICATION tab of the PIV applicant editing screens.
You can use scanners that support WIA, or, if you have the MyID TWAIN module installed,
scanners that support the TWAIN protocol. For information on acquiring the
MyID TWAIN module, contact your account manager.

To scan an image:

1. On the APPLICATION tab of the PIV applicant editing screens, click CAPTURE.
The MyID Document Scanner window appears.

2. From the drop-down list, select the type of scanner:

• WIA – select this option to use Windows Image Acquisition (WIA) to scan images.

• TWAIN – select this option to use TWAIN-compliant scanners. This option allows
you more control over the image scanning process, depending on the TWAIN driver
for your scanner. You must have the MyID TWAIN module installed to select this
option.

Note: The MyID Document Scanner supports only 32-bit TWAIN data sources.

3. From the drop-down list, select the scanner attached to your PC.

If your scanner is not listed, you can click Refresh to update the list of scanners.

4. Click Connect to connect to the scanner.
If the scanner is not connected, an error is displayed.
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5. For TWAIN scanners, you can set the following options:

• DPI – the resolution at which the scan is made.
The MyID Document Scanner restricts the options in this list to 150, 200, or 300 – if
you use the driver UI, you can override this to any DPI setting supported by the
driver. You are recommended to scan documents at 150 DPI, as this provides
sufficient quality without creating excessively large files.

• Color – whether the scan is RGB (full color), black and white, or gray scale.

• Page Size – the size of the document being scanned.

Alternatively, you can select the Use Driver UI option to use the scanning dialog
provided by the driver; this gives you more control over the scanning process. For
information on this scanning dialog, see the documentation provided with your scanner.

6. Click Scan.

• For WIA scanners:

The standard Windows dialog appears:

Select the options, then click Scan.

• For TWAIN scanners:

• If you are using the driver UI, the scanning dialog provided by your
TWAIN scanner driver appears. Follow the onscreen instructions.

• If you are using the MyID settings, the document is scanned and appears in the
Preview pane.
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7. If required, you can scan multiple pages.

Multiple pages for a single document are stitched together into a single image when you
import them into the person's record in MyID.

8. Once you have scanned the pages you want to import, you can carry out the following:

• Re-order the pages – click and drag the pages to change the order.

• Delete a page – click the delete icon on the page preview.

• Rotate a page – click the rotate icon on the page preview.

• Carry out multiple actions at once – use the select boxes on the page previews, then
click Delete Selected or Rotate Selected. To select all of the images, click Select
All.

• Reverse the order of the selected pages – use the select boxes to select the pages
for which you want to reverse the order, then click Reverse Selected.

9. When you are happy with the scanned images, click Submit.
The images are imported into the PIV applicant editing screen, and are saved to the
person's record when you click SAVE. The Capture Date (for identity documents) is set
automatically.

4.6.1 Tested scanners
This release has been tested with a variety of WIA and TWAIN compliant scanners.

For TWAIN support, you require the MyID TWAIN module installed; this module uses version
2.4.3 of the TWAIN DSM, which implements the TWAIN 2.4 specification. TWAIN 2.4 is
backwardly compatible with scanners that use older standards.

Note:MyID uses the 32-bit version of the TWAIN DSM. Any scanner that provides only a 64-
bit data source will not work.

If you have any questions about support for specific scanners, contact your account
manager.

4.7 Capturing facial biometrics
Capturing facial biometrics requires the Aware PreFace software, which is provided
separately. Contact your account manager for licensing details.

See the Installing the Aware PreFace software for facial biometrics section in the Installation
and Configuration Guide for instructions on installing the Aware PreFace software.
You can capture a photo for facial biometrics either from a live camera feed or from a still
image.

4.7.1 Requirements for facial biometrics
You require a digital camera that is supported by Aware PreFace.

The MyID Image Capture component has been tested with the following cameras:

• Canon EOS Rebel T3

• Canon EOS Rebel T5i

• Canon EOS Rebel T7

• Canon EOS Rebel T8i/850D/KISS X10i

Installation and Configuration Guide.pdf
Installation and Configuration Guide.pdf
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Other Canon EOS Rebel camera models are expected to behave in the same way. If you
want to use another camera that is supported by Aware PreFace but has not been tested with
MyID, contact Intercede customer support quoting reference SUP-304.

If you are using Canon EOS cameras, you must install the Canon SDK software; see the
Installing the Aware PreFace software for facial biometrics section in the Installation and
Configuration Guide.
Note: You must set your Canon camera to Tv mode by setting the dial on top of the camera to
Tv.

4.7.1.1 Enabling support for webcams
MyID can support facial biometric capture using a webcam with Aware PreFace. The MyID
Image Capture component has been tested with the following camera:

• Logitech HD Pro Webcam C920

Alternative webcams may be detected on your computer; however, not all may work with
Aware PreFace or produce suitable results for capturing facial biometric data. It is
recommended that other webcams not suitable for use with Aware PreFace are disconnected
or disabled using Windows device manager on your enrollment station.

4.7.2 Configuring MyID for facial biometrics
To allow facial capture within MyID:

1. In MyID Desktop, from the Configuration category, selectOperation Settings.

2. On the Biometrics tab, set the following option:

• Enable Facial Capture – set to Yes to allow facial biometrics capture.

3. Click Save changes.

Note: See section 18.2.1, Setting configuration options.

4.7.3 Saving non-compliant images
You can configure the MyID Image Capture control to prevent you from saving images that do
not meet the compliance requirements of the selected image profile. If you want to be able to
save non-compliant images, set the following configuration option:

1. In MyID Desktop, from the Configuration category, selectOperation Settings.

2. On the Biometrics tab, set the following option:

• Allow Aware PreFace control to capture non-compliant images – set to Yes to
allow operators to save images that do not meet the compliance requirements of the
selected profile, or No to prevent operators from saving such images.

3. Click Save changes.

Note: See section 18.2.1, Setting configuration options.
MyID must attempt to make the image conform to the minimum requirements (for example,
the size of the file and the file format) even if it cannot meet all of the compliance
requirements.

When importing an image, or changing profiles, you must click theOptimize button before
attempting to save the image.

Installation and Configuration Guide.pdf
Installation and Configuration Guide.pdf
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If you are capturing an image using a camera, the optimization is carried out automatically.

If MyID cannot meet these minimum requirements, a message similar to the following is
displayed:
Image is not compliant

Optimization failed

In this case, you cannot upload the image to MyID, even if you have allowed MyID to capture
non-compliant images.

4.7.4 Image profiles
The standard profile provided produces a suitable facial biometric and visual image for use
with a PIV card. This uses the following profile supplied by Aware Biometrics:
• fips_piv_card.xml

This profile results in the construction of PIV card-compliant facial images consistent with the
normative specifications outlined in the ANSI INCITS 385-2004 and conforming to NIST
Special Publication 800-76 Biometric Specifications for Personal Identity Verification. Output
images are stored using ROI-based JPEG2000 image compression to achieve maximum
compression rates.

You can add further profiles to your installation to support other use cases, and can set a
default profile. Modifying profiles requires manual changes to a configuration file; for help with
this, contact customer support, quoting reference SUP-280.

4.7.5 Capturing facial biometrics from a live camera feed
To capture an image from a live camera feed:

1. On the BIOMETRICS tab of the PIV applicant editing screens, click the CAPTURE button
under the facial biometric image.

The biometrics information dialog appears.
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2. Provide the following details:

• Hair Color – select the person's hair color from the drop-down list.

• Eye Color – select the person's eye color from the drop-down list.

• Gender – select the person's gender from the drop-down list.

Note:MyID attempts to obtain this information from the personal details on the
BIOMETRICS tab. However, as these details are used for different purposes, there may
not be an exact match, and MyID may have to approximate a match. Any changes you
make on this dialog will not be reflected in the personal details on the BIOMETRICS tab.

3. Click CONFIRM.
The MyID Image Capture control appears.

4. On the Camera tab, select the camera from the drop-down list, and click Connect.
Note: If you connect or disconnect a camera, you can click Refresh List to update the
list of available cameras.

Important: Do not disconnect or switch off a camera while it is displaying a preview feed
– this may cause the Aware component to stop working.

If you do not already have an image loaded, the preview feed from the camera appears. If
you have an image already loaded, click Start Preview to see the live feed from the
camera.

5. Select the Profile from the list of available image profiles in the drop-down list.

By default, MyID Image Capture has one image profile; however, your system may have
been customized to include further profiles with different requirements for image
compliance. See section 4.7.4, Image profiles for details.
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6. Adjust the image settings.

The settings available depend on the camera you are using; for example, a webcam has
fewer options than a Canon Rebel SLR camera.

Any changes (for example, resolution or exposure) you make to the settings are stored
on the client for that camera, and will be remembered the next time you select the camera
in the MyID Image Capture control.

7. Capture the image.

The feedback panel displays details about the compliance of the current image. This
helps you to pose the subject for a compliant image.

For example:
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Either:

• Click Capture to capture the image currently being previewed.

or

• Click Start AutoCapture, and the Image Capture control will automatically capture
the image as soon as it detects a valid picture (for example, when the subject is
facing the right way).

You can click Stop AutoCapture to stop the automatic capture process.
The Image Capture control automatically attempts to optimize the image for the profile
you have selected.

Depending on the quality of the source image, the result may not be fully compliant with
the profile. The reasons for the lack of compliance appear in the bottom right of the
screen; you can review these details.

Click Expand All to expand all of the compliance features.
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8. If you change the profile, clickOptimize.
The Image Capture control attempts to turn the captured image into a compliant image
for your profile. If it can do so, all of the red crosses turn to green ticks in the list of
compliance features.

If the Image Capture control cannot create a compliant image from the image you have
captured, click Start Preview to start the process of capturing another picture.

To reset the optimized image to the originally captured image, click Reset.

9. Once you have a picture that you are happy with, click Continue to upload the facial
biometrics to the MyID server.

Note: You can configure MyID to prevent you from selecting the Continue button if the image
is not compliant. Seesection 4.7.3, Saving non-compliant images for details.

You can then complete the PIV applicant editing screen to save the user's record within
MyID.

4.7.6 Capturing facial biometrics from a still image
To capture an image from a still image:

1. On the BIOMETRICS tab of the PIV applicant editing screens, click the camera icon
under the facial biometric image.

The biometrics information dialog appears.
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2. Provide the following details:

• Hair Color – select the person's hair color from the drop-down list.

• Eye Color – select the person's eye color from the drop-down list.

• Gender – select the person's gender from the drop-down list.

Note:MyID attempts to obtain this information from the personal details on the
BIOMETRICS tab. However, as these details are used for different purposes, there may
not be an exact match, and MyID may have to approximate a match. Any changes you
make on this dialog will not be reflected in the personal details on the BIOMETRICS tab.

3. Click CONFIRM.
The MyID Image Capture control appears.

4. Click the File tab.
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5. Click Browse and select an image file on your PC.
Alternatively, you can type the path of the file in the box, then clickOpen.

6. Select the Profile from the list of available image profiles in the drop-down list.

By default, MyID Image Capture has one image profile; however, your system may have
been customized to include further profiles with different requirements for image
compliance. See section 4.7.4, Image profiles for details.

The loaded image file may not be compliant with the profile you have selected. The
reasons for the lack of compliance appear in the bottom right of the screen; you can
review these details.

Click Expand All to expand all of the compliance features.
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7. ClickOptimize.
The Image Capture control attempts to turn the captured image into a compliant image
for your profile. If it can do so, all of the red crosses turn to green ticks in the list of
compliance features.

To reset the optimized image to the originally loaded image, click Reset.

8. Once you have a picture that you are happy with, click Continue to upload the facial
biometrics to the MyID server.

Note: You can configure MyID to prevent you from selecting the Continue button if the image
is not compliant. See section 4.7.3, Saving non-compliant images for details.

You can then complete the PIV applicant editing screen to save the user's record within
MyID.
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4.8 Requesting a device for a person
You can request a device for a person; for example, a smart card.

You can currently use the MyID Operator Client to request devices where the Card
Encoding option in the credential profile is set to any of the following:

• Contact Chip

• Contactless Chip

• Microsoft Virtual Smart Card

• Software Certificates

• Windows Hello

• FIDO Authenticator

Note: To request a mobile device for a person, that is, a device using a credential profile
where the Card Encoding is Identity Agent, you must use the Request Mobile or Request
Mobile (View Auth Code) options instead. See section 4.9, Requesting a mobile device for
a person.

Depending on how your MyID system is set up, the person may be able to collect the device
themselves (for example, using the Self-Service App), may require their request to be
validated by an operator before collection, or may require the assistance of an operator to
collect the device through MyID Desktop – MyID provides many issuance models to suit your
organization's needs.

The issuance model depends on the configuration of the credential profile used to request the
device. For more information, see theManaging credential profiles section in the
Administration Guide.

4.8.1 Requesting a device
To request a device for a person:

1. Search for a person, and view their details.

See section 4.1, Searching for a person for details.

You can also view a person's details from any form that contains a link to their account.

For example:

• Click the link icon on the Full Name field of the View Request form.

• Click the link icon on theOwner field of the View Device form.

You can request a device for a person directly from a directory; MyID automatically
carries out the import of the person's details into the MyID database as if you had added
the person from the directory manually (see section 4.2.2, Adding a person from a
directory). Any issues that occur when attempting to import the person's details are
displayed on screen when you click SAVE.

Administration Guide.pdf
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2. Click the Request Device option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.

3. From the Credential Profile drop-down list, select the credential profile you want to use
for the device.

The credential profiles available depend on the role of the operator and the role of the
person for whom you are requesting the device; see the Linking credential profiles to
roles section in the Administration Guide.
It is possible that there may be no credential profiles available for the person; this is most
likely to occur when you are requesting a device for a person directly from the directory,
and LDAP linked roles and default group roles are not set up; in this case, you are
recommended to edit the person's details and manually assign a role that has access to
one or more credential profiles.

4. Optionally, in the Label box, type a label for this request.
You can use the label to search for the request:

• In the Requests search form, select Label from the additional search criteria.

See section 6.1, Searching for a request.

• In MyID Desktop, in the Job Management workflow, use the Batch Label box.
See the Searching for jobs section in the Administration Guide.

5. Optionally, set theMaximum Expiry Date.

Administration Guide.pdf
Administration Guide.pdf
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This option is available only if the Set expiry date at request option (on the Issuance
Processes page of theOperation Settings workflow) is set to Yes.
The maximum expiry date is the requested date on which the device will expire. You can
select any date up to theMaximum credential expiry date specified for the person (see
section 4.4.1, Setting the person's status). Note, however, that you cannot exceed the
Lifetime setting for the credential profile; if the request is made for a credential to expire
on a date six months from now, but the credential profile has a lifetime of 30 days, the
device will be issued with a lifetime of 30 days.

The credential profile can override theMaximum credential expiry date set for the
person if the Ignore User Expiry Date option on the credential profile is set.
Note: If the Expire cards at end of day configuration option (on the Issuance
Processes page of theOperation Settings workflow) is set to Yes, the requested date
will be 23:59 UTC on the date selected. See the Issuance Processes page (Operation
Settings) section in the Administration Guide.

6. Click SAVE to make the request.

Once you have created the request, the View Request screen appears. From this screen, you
can cancel or collect the device request. See section 6,Working with requests.

Note, however, that if the credential profile requires validation, you cannot approve or reject
the request from this screen; another operator must carry out the approval procedure.

Administration Guide.pdf
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4.8.2 Requesting devices for multiple people
If you want to request devices for multiple people, you can request the devices in a batch
instead of requesting them one by one.

To request devices for multiple people:

1. Search the directory for the people for whom you want to request devices.

See section 4.1, Searching for a person.

2. On the search results page, use the checkboxes to the left of the records to select one or
more people.

Note: If you select one person, the process is the same as clicking the Request Device
option in the button bar at the bottom of the View Person screen; MyID uses the batch
process only if you select more than one person. See section 4.8.1, Requesting a device
for details of requesting a single device.

3. From the Toolsmenu, select Request Device.

The Request Device Issuance screen appears.

Complete the details as for requesting a device for a single person, including the
credential profile to be used for the requested devices; see section 4.8.1, Requesting a
device.

Note: The list of credential profiles is constrained by the roles of the operator, not the
potential recipients; this means that you can attempt to request devices using credential
profiles that are not available to an individual recipient. If a credential profile is not
available for a recipient, the request fails at the batch processing stage; however, the
requests for other recipients who do have permission to receive the credential profile
succeed.

4. Click Save.
The confirmation screen appears.
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5. Click Yes to proceed with the request, or No to go back to the list of people.
When you click Yes, the Batch Processing screen appears.

6. The requests are processed. The table shows the status of each request:

The request succeeded.

The request failed. The Message column displays the reason for the failure; for
example, the person may not have permissions for the credential profile
selected.

7. Click Close.
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4.8.3 Known issues
• IKB-367 – Problem adding a user from Active Directory where the logon name
already exists in MyID
A problem has been identified when the following scenario occurs:

• A user account is added to MyID from Active Directory.

• The user account is removed from Active Directory, but no removal of the account
from MyID takes place.

• A new user account is created in Active Directory with the same logon name.

• An attempt is made to request credentials for that user account in MyID.

When this occurs, errors similar to the following appear:

• In the Request Card workflow in MyID Desktop:
There has been a problem validating the user due to missing or

invalid data

•
In the Request Device screen in the MyID Operator Client:
Validation problem, the value for 'logonName', 'Logon', already

existsError number: WS40001

As a workaround, you can remove the user account from MyID using Remove Person
and repeat the steps to create the new request.

4.9 Requesting a mobile device for a person
See theMobile Identity Management guide for details of configuring your system to issue
mobile devices.

4.9.1 Requesting a mobile device
To request a mobile device for a person:

1. Search for a person, and view their details.

See section 4.1, Searching for a person for details.

You can also view a person's details from any form that contains a link to their account.

For example:

• Click the link icon on the Full Name field of the View Request form.

• Click the link icon on theOwner field of the View Device form.

2. Click one of the following options in the button bar at the bottom of the screen:

• Request Mobile – requests a mobile device for the person.

• Request Mobile (View Auth Code) – requests a mobile device for the person, and
displays the collection URL and authentication code for the device on the View
Request screen at the end of the process.

You may have to click the ... option to see any additional available actions.
The Request Mobile Issuance screen appears.

Mobile Identity Management.pdf
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3. From the Credential Profile drop-down list, select the credential profile you want to use
for the device.

The credential profile must have a Card Encoding setting of Identity Agent.
See the Creating the Identity Agent credential profile section in theMobile Identity
Management guide for details.

4. Optionally, in the Label box, type a label for this request.
You can use the label to search for the request:

• In the Requests search form, select Label from the additional search criteria.

See section 6.1, Searching for a request.

• In MyID Desktop, in the Job Management workflow, use the Batch Label box.
See the Searching for jobs section in the Administration Guide.

5. Optionally, set theMaximum Expiry Date.
This option is available only if the Set expiry date at request option (on the Issuance
Processes page of theOperation Settings workflow) is set to Yes.
The maximum expiry date is the requested date on which the device will expire. You can
select any date up to theMaximum credential expiry date specified for the person (see
section 4.4.1, Setting the person's status). Note, however, that you cannot exceed the
Lifetime setting for the credential profile; if the request is made for a credential to expire
on a date six months from now, but the credential profile has a lifetime of 30 days, the
device will be issued with a lifetime of 30 days.

The credential profile can override theMaximum credential expiry date set for the
person if the Ignore User Expiry Date option on the credential profile is set.
Note: If the Expire cards at end of day configuration option (on the Issuance
Processes page of theOperation Settings workflow) is set to Yes, the requested date
will be 23:59 UTC on the date selected. See the Issuance Processes page (Operation
Settings) section in the Administration Guide.

6. Click SAVE to make the request.
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Once you have created the request, the View Request screen appears. From this screen, you
can cancel the device request. If the request requires validation, another operator must
approve the request; the operator who makes a request cannot validate it. See section 6.2,
Approving, rejecting, and canceling requests.

Once the request is ready for collection (after approval, if necessary), MyID sends the
collection URL and an authentication code to the person for whom the device was requested;
see the Configuring SMS and email notifications for the MyID Operator Client section in the
Mobile Identity Management guide for details
As an alternative to sending the collection URL and authentication code as notifications, you
can use the Request Mobile (View Auth Code) option instead; when you use this option,
the following additional information is provided on the View Request screen:

• Collection URL – The URL that the person must access on their mobile device to collect
the mobile device.

• Authentication Code – The authentication code that the person must provide to collect
the mobile device.

You can provide these details to the person manually; this is an alternative to using email and
SMS notifications to provide this information. If the credential profile requires validation, make
sure that the request has been validated before you provide the information to the person; if
you use email and SMS notifications, then these are not sent until the request has been
validated.

Note: These fields are displayed only once, at the end of the Request Mobile (View Auth
Code) operation; if you view the request again, you will not be able to view this information.
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4.9.2 Requesting mobile devices for multiple people
If you want to request mobile devices for multiple people, you can request the mobile devices
in a batch instead of requesting them one by one.

To request mobile devices for multiple people:

1. Search the directory for the people for whom you want to request mobile devices.

See section 4.1, Searching for a person.

2. On the search results page, use the checkboxes to the left of the records to select one or
more people.

Note: If you select one person, the process is the same as clicking the Request Mobile
option in the button bar at the bottom of the View Person screen; MyID uses the batch
process only if you select more than one person. See section 4.9.1, Requesting a mobile
device for details of requesting a single device.

3. From the Toolsmenu, select Request Mobile.

The Request Mobile Issuance screen appears.

Complete the details as for requesting a device for a single person, including the
credential profile to be used for the requested devices; see section 4.9.1, Requesting a
mobile device.

4. Click Save.
The confirmation screen appears.
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5. Click Yes to proceed with the request, or No to go back to the list of people.
When you click Yes, the Batch Processing screen appears.

6. The requests are processed. The table shows the status of each request:

The request succeeded.

The request failed. The Message column displays the reason for the failure; for
example, the person may not have permissions for the credential profile
selected.

7. Click Close.
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4.10 Synchronizing a person
You can manually synchronize a person's details with your directory.

Manual synchronization is not required if you have the Background update option set; when
this option is set, MyID synchronizes the directory information whenever you view or edit the
person within MyID. See the Using an LDAP directory section in the Administration Guide.
Note: Your role must have permission to use the Directory Sync option to use this feature.
See section 3.4, Roles and groups for details.

To synchronize a person:

1. Search for a person in the MyID database, and view their details.

See section 4.1, Searching for a person for details.

You can also view a person's details from any form that contains a link to their account.

For example:

• Click the link icon on the Full Name field of the View Request form.

• Click the link icon on theOwner field of the View Device form.

If there are any differences between the details stored in the MyID database and the
directory, these are highlighted on screen. The differences are shown for any directory-
linked account, whether you searched the MyID database or searched a directory. In this
case, the account details from the directory are displayed; in all other situations, the
information displayed is taken from the MyID database.

Administration Guide.pdf
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2. Click the Directory Sync option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
A confirmation dialog appears.

3. Click CONFIRM to synchronize the person's details with the directory.

When a synchronization (whether a manual directory synchronization, caused by the
Background update option, or triggered by the Batch LDAP Synchronization Tool) sets a
person's Enabled flag to No, the person's user account in MyID is disabled, and all of their
devices, certificates, and jobs are suspended. If a synchronization sets a person's Enabled
flag to Yes, their account is enabled again; if the Enable credentials when person is
enabled configuration option is set to Yes, all of their issued but disabled devices and
suspended certificates and jobs are reactivated.

4.11 Enabling or disabling a person
You can enable or disable a person's user record in MyID. A person whose account is
disabled cannot log on to MyID, and cannot be issued a card. You cannot disable a person's
user record in a directory; this feature is for people stored in the MyID database only.

4.11.1 Disabling a person's user record
To disable a person's user record:

1. Search for a person in the MyID database, and view their details.

See section 4.1, Searching for a person for details.

You can also view a person's details from any form that contains a link to their account.

For example:

• Click the link icon on the Full Name field of the View Request form.

• Click the link icon on theOwner field of the View Device form.



MyID Operator Client Page 117 of 411

2. Click the Disable Person option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.

3. From the Reason drop-down list, select the reason that you are disabling the person's
user record.

The reason you select determines what happens to any devices already issued to the
person. See the Certificate reasons section in theOperator's Guide for details.

4. Type any additional Notes in the provided box.

5. Click SAVE.
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4.11.2 Enabling a person's user account
To re-enable a person's user record:

1. Search for a person in the MyID database, and view their details.

See section 4.1, Searching for a person for details.

You can also view a person's details from any form that contains a link to their account.

For example:

• Click the link icon on the Full Name field of the View Request form.

• Click the link icon on theOwner field of the View Device form.

2. Click the Enable Person option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.

3. Type any Notes in the provided box.

4. Click SAVE.
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4.12 Approving user data
The STATUS tab of the PIV applicant editing screens contains the User Data Approved and
Vetting Date fields.

• User Data Approved – if the credential profile has the Require user data to be
approved option set (which is required for PIV cards) the cards can be issued only to
users who have the User Data Approved flag set on their account.
This flag certifies that the applicant has been through the correct enrollment process and
has been approved to receive a PIV card.

To set or unset this option, see:

• section 4.12.2, Approving a person.

• section 4.12.3, Unapproving a person.

• Vetting Date – if you approve a person, the vetting date is set to the current date.
Alternatively, you can set the vetting date manually using the calendar control on the
Approve Person screen.

Note: Unapproving a person clears the vetting date.
For more information on the User Data Approved and Vetting Date options, see the Identity
checks section in the Administration Guide.
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4.12.1 Setting permissions for approving and unapproving
To allow an operator to approve or unapprove a person, you must edit their role to include the
appropriate option.

To edit a role to allow changing a person's User Data Approved option:

1. In MyID Desktop, from the Configuration category, select Edit Roles.

2. Use the Show/Hide Roles option to display the role you want to work with.

3. In the People section, add the following options:

• Approve Person – allows an operator to approve a person and set their User Data
Approved status to Yes.

• Unapprove Person – allows an operator to unapprove a person and set their User
Data Approved status to No.

4. Click Save Changes.

For more information about editing roles, see the Roles, groups, and scope section in the
Administration Guide.

4.12.2 Approving a person
To approve a person:

1. Search for a person in the MyID database, and view their details.

See section 4.1, Searching for a person for details.

You can also view a person's details from any form that contains a link to their account.

For example:

• Click the link icon on the Full Name field of the View Request form.

• Click the link icon on theOwner field of the View Device form.

2. Click the Approve Person option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
You can approve or unapprove people only if they have the PIV Applicant role.

Note: If you have the optional Adjudication module installed, you cannot approve a
person who has outstanding adjudications. Process the adjudications before you attempt
to approve the person's user data.

The Approve Person screen appears.
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3. Type any Notes to describe why you are approving the person.
This information is added to the audit, and is visible on the HISTORY tab of the View
Person screen.

4. Optionally, use the calendar control to set the Vetting Date.
If you do not specify a date, the current date is used.

5. Click SAVE.

4.12.3 Unapproving a person
To unapprove a person:

1. Search for a person in the MyID database, and view their details.

See section 4.1, Searching for a person for details.

You can also view a person's details from any form that contains a link to their account.

For example:

• Click the link icon on the Full Name field of the View Request form.

• Click the link icon on theOwner field of the View Device form.

2. Click the Unapprove Person option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
You can approve or unapprove people only if they have the PIV Applicant role.

The Unapprove Person screen appears.
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3. Type any Notes to describe why you are unapproving the person.
This information is added to the audit, and is visible on the HISTORY tab of the View
Person screen.

4. Click SAVE.
The person's User Data Approved option is set to No, and their Vetting Date is
removed.

4.13 Working with administrative groups
You can set up your MyID system to allow administrative groups; these are extra groups for
which an operator has administrative access.

You must set the Allow Administrative Groups option on the Process tab of the Security
Settings workflow; see the Administrative groups section in the Administration Guide for
details.

4.13.1 Selecting an administrative group
Any administrative groups you have available are displayed in the group selection dialog at
the bottom of the list:
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Expand the Administrative Groups option, select the administrative group you want to use,
then click Confirm.

Note: If you are selecting a group as part of your search criteria, if the administrative group is
linked to an OU in your directory, MyID searches that OU as well as any sub-OUs, even if
those sub-OUs are not themselves mapped in MyID.

4.13.2 Assigning administrative groups
If your system is set up for administrative groups, you can assign administrative groups when
you are editing a person.

To assign administrative groups:

1. On the Edit Person screen, click the Administrative Groups field.
A dialog appears listing any existing administrative groups, and allowing you to add new
administrative groups.

2. To add a group:

a. Click the add icon next to Add additional administrative group.

A dialog appears that allows you to select a group.
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b. Select the group you want to add as an administrative group.

You can select any group for which you have scope, or any group for which you have
administrative access.

c. Click SELECT.
The group is added to the list.

3. To add more groups, click the add icon again.

4. To remove an administrative group, click the delete icon for the group.

Note: You can remove an administrative group only if you have permission to that group
yourself; that is, it is within your scope, or in your own list of administrative groups.

5. When you have completed the list of administrative groups, click CONFIRM.
The list of groups is displayed in the Administrative Groups field.
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4.14 Removing a person
You can remove a person from the system, revoking any certificates and canceling any
devices that have been issued to them. All information about the person is removed from the
system, with the exception of audit information.

You can configure MyID so that any people that are removed are archived in a separate table
on the database, allowing you to keep track of all the users that have existed in the system;
see the Archiving deleted users section in the Administration Guide for details.
To remove a person's user record:

1. Search for a person in the MyID database, and view their details.

See section 4.1, Searching for a person for details.

You can also view a person's details from any form that contains a link to their account.

For example:

• Click the link icon on the Full Name field of the View Request form.

• Click the link icon on theOwner field of the View Device form.

2. Click the Remove Person option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
The Remove Person screen appears.

3. From the Reason drop-down list, select the reason that you are removing the person's
user record.
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The reason you select determines what happens to any devices and certificates already
issued to the person. See the Certificate reasons section in theOperator's Guide for
details.

4. Type any additional Notes in the provided box.

5. Click SAVE.
The person is removed from the MyID system. Removing a person from MyID does not
remove the user from the directory.

4.15 Authenticating a person
You can authenticate a person's identity in the following ways:

• By authenticating a person using their stored fingerprints, using the Verify Fingerprint
dialog within the MyID Operator Client.

See section 4.15.1, Authenticating a person by their stored fingerprints.

• By authenticating a person using stored fingerprints, identity documents, security
phrases, or by operator approval, using the Authenticate Person workflow in MyID
Desktop.

See section 4.15.2, Authenticating a person using MyID Desktop.
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4.15.1 Authenticating a person by their stored fingerprints
If a person has fingerprints stored in their user record, you can use the Authenticate option to
verify that the person is present. When you have authenticated a person using their
fingerprints, the same information as the View Person screen appears, and an entry is added
to the audit to indicate that the person was authenticated.

To authenticate a person:

1. Search for a person in the MyID database, and view their details.

See section 4.1, Searching for a person for details.

You can also view a person's details from any form that contains a link to their account.

For example:

• Click the link icon on the Full Name field of the View Request form.

• Click the link icon on theOwner field of the View Device form.

2. Click the Authenticate option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
The Verify Fingerprint dialog appears.

Note: The MyID Operator Client remembers the Verification Device you select the next
time you try to verify fingerprints, and automatically opens the Fingerprint Capture dialog
without you having to click Verify. If you need to change the verification device, close the
Fingerprint Capture dialog.

3. Select the Verification Device you want to use from the drop-down list.

4. Click Verify.
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The Fingerprint Capture dialog appears.

5. Follow the instructions on screen.

If the fingerprint does not match, an error similar to the following appears:
OA10051: No match was found for the fingerprint

You can click Verify to attempt to match again. If you exceed the number of match
attempts (configured by the Number of fingerprint validation attempts option on the
Biometrics tab of theOperation Settings workflow), an error similar to the following
appears:
OA10050: Number of fingerprint attempts has been exceeded

Once the fingerprint has been authenticated, the Person Authenticated screen appears;
this contains the same information as the View Person screen; however, you cannot
carry out any further operations from this screen. Click the Back button to return to the
View Person screen:

The authentication is also recorded in the audit.

4.15.2 Authenticating a person using MyID Desktop
You can authenticate a person using their stored fingerprints, identity documents, security
phrases, or by operator approval, using the Authenticate Person workflow in MyID Desktop.

For more information about using MyID Desktop and Self-Service App workflows from within
the MyID Operator Client, see section 3.3.2, Launching MyID Desktop or Self-Service App
workflows.

To authenticate a person:



MyID Operator Client Page 129 of 411

1. Search for a person in the MyID database, and view their details.

See section 4.1, Searching for a person for details.

You can also view a person's details from any form that contains a link to their account.

For example:

• Click the link icon on the Full Name field of the View Request form.

• Click the link icon on theOwner field of the View Device form.

2. Click the Authenticate Person option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
The Authenticate Person workflow appears in a MyID Desktop window with the person
already selected.

See the Authenticating users section in theOperator's Guide.

4.16 Sending an authentication code to a person
As an operator, you can send an authentication code to a person that allows them to
authenticate to the MyID server and log on to the MyID Operator Client.

For more information on setting up MyID for authentication code logon, see the Configuring
authentication codes for the MyID authentication server section in the Administration
Guide.
To send an authentication code to a person:

1. Search for a person in the MyID database, and view their details.

See section 4.1, Searching for a person for details.

You can also view a person's details from any form that contains a link to their account.

For example:

• Click the link icon on the Full Name field of the View Request form.

• Click the link icon on theOwner field of the View Device form.

2. Click the Send Auth Code option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
You must make sure that you have the Send Auth Code for Logon option selected for
your role in the Edit Roles workflow.
The Send Authentication Code screen appears.
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3. Type any Notes you want to store in the audit trail about the operation.

4. From the Delivery Mechanism drop-down list, select how you want to send the code.

You can choose from:

• Authentication Code Email – sends the code as an email to the person's
configured email address. This option is available if the Authentication Code Email
template is enabled in the Email Templates workflow.

• Authentication Code SMS – sends the code as a text message to the person's
configured cell phone number. This option is available if the Authentication Code
SMS template is enabled in the Email Templates workflow.

Note: The complexity of the code is determined by the Complexity option configured in
the email template. See the Changing email messages section in the Administration
Guide for details.

5. From the Lifetime drop-down list, select how long you want the code to be valid.

The options here are determined by the values saved in the Auth Code Lifetime for
Immediate Use and Auth Code Lifetime configuration options; by default, the options
are:

• Expires 30 days from request – based on the default Auth Code Lifetime setting
of 720 hours.

• Expires 2 minutes from request – based on the default Auth Code Lifetime for
Immediate Use setting of 120 seconds.

6. Click Save.
MyID sends the authentication code to the person, who can then use it to authenticate to
MyID; see section 3.2.5, Signing in using single-use authentication codes.
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4.17 Viewing an authentication code for a person
As an operator, you can request an authentication code for a person that allows them to
authenticate to the MyID server and log on to the MyID Operator Client. The code is
displayed on your screen, and you can then provide it to the person who needs to log on; for
example, by reading the code out over the phone.

For details of using an authentication code to log on to MyID, see section 3.2.5, Signing in
using single-use authentication codes.

For more information on setting up MyID for authentication code logon, see the Configuring
authentication codes for the MyID authentication server section in the Administration
Guide.
To view an authentication code for a person:

1. Search for a person in the MyID database, and view their details.

See section 4.1, Searching for a person for details.

You can also view a person's details from any form that contains a link to their account.

For example:

• Click the link icon on the Full Name field of the View Request form.

• Click the link icon on theOwner field of the View Device form.

2. Click the View Auth Code option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
You must make sure that you have the View Auth Code for Logon option selected for
your role in the Edit Roles workflow.
The View Authentication Code screen appears.
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3. Type any Notes you want to store in the audit trail about the operation.

4. From the Lifetime drop-down list, select how long you want the code to be valid.

The options here are determined by the values saved in the Auth Code Lifetime for
Immediate Use and Auth Code Lifetime configuration options; by default, the options
are:

• Expires 30 days from request – based on the default Auth Code Lifetime setting
of 720 hours.

• Expires 2 minutes from request – based on the default Auth Code Lifetime for
Immediate Use setting of 120 seconds.

Note: The complexity of the code is determined by the Auth Code Complexity
configuration option.

5. Click Save.
MyID displays the authentication code on screen. You can now provide this to the person
who needs to authenticate to MyID; for example, you can read the code out over the
phone, or send it by a secure chat channel.

4.18 Working with security phrases
You can launch the Change Security Phrases and Unlock Security Phrases workflows in
MyID Desktop from the View Person screen.

For more information about using MyID Desktop and Self-Service App workflows from within
the MyID Operator Client, see section 3.3.2, Launching MyID Desktop or Self-Service App
workflows.
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4.18.1 Changing a person's security phrases
If a person needs to change their security phrases, you can do it for them using the Change
Security Phrases workflow.
To change a person's security phrases:

1. Search for a person in the MyID database, and view their details.

See section 4.1, Searching for a person for details.

You can also view a person's details from any form that contains a link to their account.

For example:

• Click the link icon on the Full Name field of the View Request form.

• Click the link icon on theOwner field of the View Device form.

2. Click the Change Security Phrases option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
The Change Security Phrases workflow appears in a MyID Desktop window with the
person already selected.

See the Changing security phrases for a user section in theOperator's Guide.

4.18.2 Unlocking a person's security phrases
If a user has locked their account by entering their security phrases incorrectly too many
times, you can unlock their account and allow them to attempt to log on again.

To unlock a person's security phrases:

1. Search for a person in the MyID database, and view their details.

See section 4.1, Searching for a person for details.

You can also view a person's details from any form that contains a link to their account.

For example:

• Click the link icon on the Full Name field of the View Request form.

• Click the link icon on theOwner field of the View Device form.

2. Click the Unlock Security Phrases option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
The Unlock Security Phrases workflow appears in a MyID Desktop window with the
person already selected.

See the Unlocking security phrases section in the Administration Guide.
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4.19 Printing a badge
You can use the Print Badge workflow to print a card layout for a specific person onto a card
that does not have a chip.

For more information about using MyID Desktop and Self-Service App workflows from within
the MyID Operator Client, see section 3.3.2, Launching MyID Desktop or Self-Service App
workflows.

To print a badge for a person:

1. Search for a person in the MyID database, and view their details.

See section 4.1, Searching for a person for details.

You can also view a person's details from any form that contains a link to their account.

For example:

• Click the link icon on the Full Name field of the View Request form.

• Click the link icon on theOwner field of the View Device form.

2. Click the Print Badge option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
The Print Badge workflow appears in a MyID Desktop window with the person already
selected.

See the Printing badges section in theOperator's Guide.
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5 Working with devices
A device is an item such as a smart card, USB token, virtual smart card, or mobile device
(cellphone or tablet) that can hold information about the person who has been issued the
device, such as certificates and applets.

The MyID Operator Client allows you to work with devices in the following ways:

• You can create a request for a new device.

See section 4.8, Requesting a device for a person.

• You can search for a device.

See section 5.1, Searching for a device.

• You can search, view, and report on categories of devices.

See section 5.3,Working with device categories.

• You can read a device attached to the PC.

See section 5.2, Reading a device.

• You can request a replacement device.

See section 5.4, Requesting a replacement device.

• You can request a replacement mobile device.

See section 5.5, Requesting a replacement mobile device.

• You can request a renewal for a device that is near expiry.

See section 5.6, Renewing a device.

• You can cancel a device.

See section 5.7, Canceling a device.

• Reset the PIN for the device using the Reset Card PIN workflow in MyID Desktop.

See section 5.8, Resetting a device's PIN.

• Change the PIN for the device using the Change PIN workflow in MyID Desktop.

See section 5.9, Changing a device PIN.

• Carry out an assisted activation using the Assisted Activation workflow in
MyID Desktop.

See section 5.10, Activating a device.

• Erase a device using the Erase Card workflow in MyID Desktop.

See section 5.11, Erasing a device.

• Unlock the device using the Unlock Credential workflow in MyID Desktop.

See section 5.12, Unlocking a device.

• You can send an authentication code to a person so they can activate their device.

See section 5.13, Sending an authentication code to activate a device.

• You can send a code to a person so they can unlock their device.

See section 5.14, Sending a code to unlock a device.
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• Update a device using the Collect My Updates feature in the Self-Service App or the
Collect Updates workflow in MyID Desktop.

See section 5.15, Updating a device.

• Completely re-encode a card using the Reprovision Card workflow in MyID Desktop.

See section 5.16, Reprovisioning a device.

• Request an update or full reprovision for a device.

See section 5.17, Requesting an update for a device.

• Manage access for a VSC using theManage VSC Access and Unlock VSC
Temporary Access workflows in MyID Desktop.

See section 5.18,Managing VSCs.

• Reinstate a device that has been mistakenly canceled or erased.

See section 5.19, Reinstating a device.

• Disposing of a device using the Card Disposal workflow in MyID Desktop.

See section 5.20, Disposing of a device.

• Printing a mailing document using the Print Mailing Document workflow in
MyID Desktop.

See section 5.21, Printing a mailing document.

• Enable or disable a device.

See section 5.22, Enabling and disabling devices.

• Viewing extended device information using the Identify Device (Administrator)
workflow in MyID Desktop.

See section 5.23, Viewing extended information about a device.

• Import a range of devices by providing details of their serial numbers.

See section 5.24, Importing a range of devices.

• Import a range of devices by providing their serial numbers in a manifest file.

See section 5.25, Importing devices from a manifest file.

• Search for imported devices and view their details.

See section 5.26, Viewing imported devices.

• Accept delivery for a single device or a batch of devices.

See section 5.27, Accepting delivery for a device.

• Viewing the initial server-generated PIN for a device.

See section 5.28, Viewing the initial PIN for a device.

5.1 Searching for a device
To search for a device:

1. Click the Devices category.

2. Select the search to use from the drop-down list.

The following searches are available:
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• Assigned Devices – searches only devices that are currently assigned to a person.
This is the default search.

• Mobile Devices – searches only mobile devices.
See section 7.3.11,Mobile Devices report.

• Unassigned Devices – searches only devices that are not currently assigned to a
person.

See section 7.3.13, Unassigned Devices report.

• Available Device Stock – provides a list of each device in the system available for
stock transfer.

See section 7.3.14, Available Device Stock report.

• Assign Device Search – a limited search that is designed primarily to search for
devices that you can assign to a request.

See section 6.5, Assigning a device to a request and section 7.3.16, Assign Device
Search report.

• Devices – searches all devices.
See section 7.3.17, Devices report.

• Awaiting Delivery – returns only devices that are awaiting delivery.
See section 7.3.18, Awaiting Delivery report.

• Device Disposal – displays devices and their disposal status.
See section 7.3.25, Device Disposal report.

However, your system may have additional custom device searches that you use for
reporting.

3. Enter some or all of the search criteria for the target of the request.

If you are using the default Assigned Devices search, the following search criteria are
available:

• Owner Name (contains) – type part of the device owner's name. You do not have to
use wildcards; the search will match any part of the text you enter with the device
owner's name.

• Group – click the open icon to select the group to which the device owner
belongs.

See section 3.3.8, Selecting a group.

If you want to view devices for people from the groups below the selected group in
the hierarchy, select the Include Subgroups option.

• Credential Profile – select the credential profile that was used to issue the device
from the drop-down list.

• Device Type – select the type of device from the drop-down list.

• Process Status – select the status of the device from the drop-down list; for
example, Active or Erased.

• Enabled – select whether or not the device is enabled from the drop-down list.



MyID Operator Client Page 138 of 411

• Serial Number – type the serial number for the device. You can use wildcards.

• Expires After – select the date after which the device will expire.

• Expires Before – select the date before which the device will expire.

You can also select the following Additional search criteria:

• Valid After – select the date after which the device became valid.

• Valid Before – select the date before which the device became valid.

• Chip – type the chip type for the device; for example, Oberthur ID-One PIV. You can
use wildcards.

• Device Category – select the category of device.
See section 5.3,Working with device categories.

If you are using other searches, the criteria may be different.

4. Click SEARCH.
The list of matching results appears.

Search results are displayed in pages. Scroll to retrieve the next page of results
automatically.

Note: The results are restricted to devices that have owners who fall within your scope,
plus any unassigned devices.

5. Click a record to display the details of the device.

You can view information on the following tabs:

• DETAILS – view the basic details of the device, including device type, serial number,
and owner.

• CERTIFICATES – view the list of certificates stored on the device.

See section 13.1.3, Viewing a device's certificates.

• REQUESTS – view any open requests for the device; for example, reprovision card
tasks. You can click on the request in the list to view the full details of the request,
and carry out actions such as approving, rejecting, or canceling the request.

For more information, see section 6,Working with requests.

• DEVICE HISTORY – view the audit history for the device.

See section 5.1.1, Viewing a device's history.

From this screen, you can:

• Request a replacement device. See section 5.4, Requesting a replacement device.

• Request a replacement mobile device. See section 5.5, Requesting a replacement
mobile device.

• Renew a device. See section 5.6, Renewing a device.

• Cancel a device. See section 5.7, Canceling a device.

• Reset the PIN for the device. See section 5.8, Resetting a device's PIN.

• Change the PIN for the device. See section 5.9, Changing a device PIN.

• Carry out an assisted activation. See section 5.10, Activating a device.
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• Erase a device. See section 5.11, Erasing a device.

• Unlock a device. See section 5.12, Unlocking a device.

• Send or view an activation code for the device. See section 5.13, Sending an
authentication code to activate a device.

• Send or view and unlock code for a device. See section 5.14, Sending a code to
unlock a device.

• Collect any updates available for a device. See section 5.15, Updating a device.

• Completely re-encode a card using the Reprovision Card workflow in MyID
Desktop. See section 5.16, Reprovisioning a device.

• Request an update or full reprovision for a device.

See section 5.17, Requesting an update for a device.

• Manage access for a VSC using theManage VSC Access and Unlock VSC
Temporary Access workflows in MyID Desktop. See section 5.18,Managing VSCs.

• Reinstate a device that has been mistakenly canceled using the Reinstate Card
workflow in MyID Desktop. See section 5.19, Reinstating a device.

• Disposing of a device using the Card Disposal workflow in MyID Desktop. See
section 5.20, Disposing of a device.

• Printing a mailing document using the Print Mailing Document workflow in
MyID Desktop. See section 5.21, Printing a mailing document.

• Enable or disable a device. See section 5.22, Enabling and disabling devices.

• View extended device information using the Identify Device (Administrator)
workflow in MyID Desktop. See section 5.23, Viewing extended information about a
device.

You can also view a device from any form that contains a link to the device.

For example:

• Click the item in the list on the DEVICES tab of the View Person form.

• Click the link icon on the Device Serial Number field of the View Request form.

5.1.1 Viewing a device's history
The DEVICE HISTORY tab displays the audit for the device.
Note: You must have a role that has access to the View User Audit or View Full Audit feature
to view this tab; see section 3.4, Roles and groups. The View User Audit feature is in the
People category of the Edit Roles workflow, while the View Full Audit feature is in the
Reports category, under Audit Reporting.

If you have role permissions to the View Full Audit feature, you can click on an entry in the list
to display the View Audit screen. See section 15.1, Viewing audit details for more information.

If the device has been canceled or erased, and you have role permissions to the View Full
Audit feature, the MyID Operator Client displays the entire history of the device for all
previous owners. However, if the device is currently issued to a person, it displays only the
history of the device relating to that person.
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For example, if you issue a device to Susan Smith, then erase it and issue it to Janet Jones,
then erase it again and issue it to Susan Smith, the history of the device shows only the audit
events that occurred during either of the times it was issued to Susan Smith, and does not
include any events relating to Janet Jones. If you want to view the audit history for the time
the device was issued to Janet Jones, you can use the HISTORY tab on the View Person
screen for Janet Jones (see section 4.1.1, Viewing a person's history) or the Unrestricted
Audit Report (see section 7.3.7, Unrestricted Audit Report).

5.1.2 Wildcards
For fields where you can use wildcards, you can use the following:

• * for multiple characters.

For example, Sa*matches Sam, Samuel, and Samantha.

• ? for single characters.

For example, Sa?matches Sam, but not Samuel or Samantha.

Note:When searching for people, you cannot use ? for a single-character wildcard if you
are searching an LDAP directory. The ? wildcard is supported only when searching in the
MyID database.

5.2 Reading a device
If you have a device present, you can read it directly instead of searching for it in the MyID
database.

To read a device:

1. Click the Devices category.

2. Click READ CARD.
The Select Security Device dialog appears.
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If there is a Device Friendly Name specified in the credential profile that was used to
issue the device, this is displayed next to the smart card.

If you have scope or administrative group permissions that allow you to manage the
owner of the device, you can also see the cardholder's user image and full name along
with to the device serial number.

In addition, you can set the Show Full Name at Logon and Show Photo at Logon
options (on the Logon page of the Security Settings workflow) to configure this screen
to display the associated user image and full name of the cardholder, even if you do not
have scope or administrative group permissions that allow you to manage the owner of
the device.

Note: If you enable this feature, it is possible to obtain user photos and cardholder names
without authentication; the default behavior is to display the user image and full name
only for devices where the operator has the appropriate permissions to manage the
cardholder's account.

3. Insert the smart card you want to read, or select a VSC that is stored on the PC.

Note: The device must have been issued by the current MyID system. You cannot read
devices issued by other systems.

The View Device screen appears. See section 5.1, Searching for a device for details of
the actions you can carry out on this screen.
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5.3 Working with device categories
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Each device that you work with in MyID belongs to a device category.
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When you select the Card Encoding for a credential profile, you specify the category:

This Device Category groups the various card encoding options into logical categories; for
example, contact chip cards, contactless cards, and magnetic stripe cards are all treated as
part of the Card category. Note that Derived Credential does not have a category, as a
derived credential always has another device type; for example, a VSC derived credential, or
a contact card derived credential.

See theWorking with credential profiles section in the Administration Guide for details.
The Device Category for an individual device is displayed on the View Device screen.

You can use the device category to search for individual devices; most device search reports
contain Device Category in the Additional Search Criteria section.
You can also produce a report that displays the total number of issued devices by device
type, including details of their category:

Administration Guide.pdf
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See section 7.3.26, Issued devices by category report for details of running this report.

Note: A single mobile device may contain multiple logical devices (in the above example, the
three MyIDIdentityAgent devices and three Android PKCS devices relate to three mobile
devices) but only one logical device for each mobile device counts towards the license total;
this is shown by the Consumes device licenses column.

5.4 Requesting a replacement device
You can request a replacement card for another person.

Note: To request a replacement mobile device for a person, that is, a device using a
credential profile where the Card Encoding is Identity Agent, you must use the Request
Replacement Mobile or Request Replacement Mobile (View Auth Code) options
instead. See section 5.5, Requesting a replacement mobile device.

To request a replacement card:

1. Search for a device, and view its details.

See section 5.1, Searching for a device.

Alternatively, insert the device into a reader.

See section 5.2, Reading a device.

You can also view a device from any form that contains a link to the device.

For example:

• Click the item in the list on the DEVICES tab of the View Person form.

• Click the link icon on the Device Serial Number field of the View Request form.
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2. Click the Request Replacement Device option in the button bar at the bottom of the
screen.

You may have to click the ... option to see any additional available actions.
The Request Replacement Device screen appears.

3. The Credential Profile for the device being replaced is displayed.
Note: If you are requesting a temporary replacement device, and there is a
corresponding _temp credential profile, this is used automatically for the replacement
device. The _temp credential profile is displayed in the resulting request. See the
Temporary replacement credential profiles section in theOperator's Guide for details of
_temp credential profiles.

4. Select the Reason for the replacement from the drop-down list.

The reason you select determines what happens to your original device and its
certificates. including what happens to the recovery of archived certificates. See the
Certificate reasons section in theOperator's Guide for details.
Note: If the Delayed Cancellation Period configuration option (on the Devices page of
theOperation Settings workflow) is set to a value greater than 0, there is an additional
reason available: Device Replacement (Delayed Cancellation). If you select this
option, the device and its certificates are not canceled immediately, but are canceled
after the number of hours specified in the configuration option.

5. Type any Notes.

Operator's Guide.pdf
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6. If the Set expiry date at request option (on the Issuance Processes page of the
Operation Settings workflow) is set, you can set or amend theMaximum Expiry Date
for the request. The expiry date cannot exceed the expiry date of the device being
replaced. Within this limit, you can select any date up to theMaximum credential expiry
date specified for the person (see section 4.4.1, Setting the person's status). Note,
however, that you cannot exceed the Lifetime setting for the credential profile; if the
request is made for a credential to expire on a date six months from now, but the
credential profile has a lifetime of 30 days, the device will be issued with a lifetime of 30
days.

The credential profile can override theMaximum credential expiry date set for the
person if the Ignore User Expiry Date option on the credential profile is set.

7. Click SAVE.

5.5 Requesting a replacement mobile device
When you request a replacement mobile device, the original device is canceled and its
certificates revoked.

To request a replacement mobile device:

1. Search for a device, and view its details.

See section 5.1, Searching for a device.

You can use theMobile Devices search to restrict your search to mobile devices only;
see section 7.3.11,Mobile Devices report.

You can also view a device from any form that contains a link to the device.

For example:

• Click the item in the list on the DEVICES tab of the View Person form.

• Click the link icon on the Device Serial Number field of the View Request form.

2. Click one of the following options in the button bar at the bottom of the screen:

• Request Replacement Mobile – requests a replacement mobile device for the
person.

• Request Replacement Mobile (View Auth Code) – requests a replacement mobile
device for the person, and displays the collection URL and authentication code for
the device on the View Request screen at the end of the process.

You may have to click the ... option to see any additional available actions.
The Request Replacement Mobile screen appears.
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3. The Credential Profile for the device being replaced is displayed.
You cannot change the credential profile.

4. Select the Reason for the replacement from the drop-down list.

The reason you select determines what happens to your original device and its
certificates. including what happens to the recovery of archived certificates. See the
Certificate reasons section in theOperator's Guide for details.

5. Type any Notes.

6. Optionally, set theMaximum Expiry Date.
This option is available only if the Set expiry date at request option (on the Issuance
Processes page of theOperation Settings workflow) is set to Yes.
The maximum expiry date is the requested date on which the device will expire. You can
select any date up to theMaximum credential expiry date specified for the person (see
section 4.4.1, Setting the person's status). Note, however, that you cannot exceed the
Lifetime setting for the credential profile; if the request is made for a credential to expire
on a date six months from now, but the credential profile has a lifetime of 30 days, the
device will be issued with a lifetime of 30 days.

The credential profile can override theMaximum credential expiry date set for the
person if the Ignore User Expiry Date option on the credential profile is set.
Note: If the Expire cards at end of day configuration option (on the Issuance
Processes page of theOperation Settings workflow) is set to Yes, the requested date
will be 23:59 UTC on the date selected. See the Issuance Processes page (Operation
Settings) section in the Administration Guide.

7. Click SAVE.

Operator's Guide.pdf
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The old mobile device is canceled, and a request is created for the replacement; once the
request is created, the View Request screen appears. From this screen, you can cancel the
device request. If the credential profile requires validation, another operator must approve the
request; the operator who makes a request cannot validate it. See section 6.2, Approving,
rejecting, and canceling requests.

Once the request is ready for collection (after approval, if necessary), MyID sends the
collection URL and an authentication code to the person for whom the device was requested;
see the Configuring SMS and email notifications for the MyID Operator Client section in the
Mobile Identity Management guide for details.
As an alternative to sending the collection URL and authentication code as notifications, you
can use the Request Replacement Mobile (View Auth Code) option instead; when you
use this option, the following additional information is provided on the View Request screen:

• Collection URL – The URL that the person must access on their mobile device to collect
the mobile device.

• Authentication Code – The authentication code that the person must provide to collect
the mobile device.

You can provide these details to the person manually; this is an alternative to using email and
SMS notifications to provide this information. If the request requires validation, make sure
that the request has been validated before you provide the information to the person; if you
use email and SMS notifications, then these are not sent until the request has been validated.

Note: These fields are displayed only once, at the end of the Request Replacement Mobile
(View Auth Code) operation; if you view the request again, you will not be able to view this
information.

Mobile Identity Management.pdf
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5.6 Renewing a device
You can request a renewal for a device that is near its expiry. By default, the renewal window
is 42 days; this is configured by the Card Renewal Period option on the Devices page of the
Operation Settings workflow. You can renew a card if its expiry date is within this window.

To renew a device:

1. Search for a device, and view its details.

See section 5.1, Searching for a device.

Alternatively, insert the device into a reader.

See section 5.2, Reading a device.

You can also view a device from any form that contains a link to the device.

For example:

• Click the item in the list on the DEVICES tab of the View Person form.

• Click the link icon on the Device Serial Number field of the View Request form.

2. Click the Request Device Renewal option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
If the device is not within the renewal window, or if you do not have permission to request
a device for the selected person, the Request Device Renewal button is not available.
The Request Device Renewal screen appears.

3. If the Set Credential Profile On Renewal option (on the Issuance Processes page of
theOperation Settings workflow) is set, you can select a different Credential Profile
from the drop-down list.
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4. Select the Reason for the replacement from the drop-down list.

By default, the only option available is Request device Renewal.
The reason determines what happens to your original device and its certificates.
including what happens to the recovery of archived certificates. See the Certificate
reasons section in theOperator's Guide for details.

5. Type any Notes.

6. If the Set expiry date at request option (on the Issuance Processes page of the
Operation Settings workflow) is set, you can set or amend theMaximum Expiry Date
for the request. You can select any date up to theMaximum credential expiry date
specified for the person (see section 4.4.1, Setting the person's status). Note, however,
that you cannot exceed the Lifetime setting for the credential profile; if the request is
made for a credential to expire on a date six months from now, but the credential profile
has a lifetime of 30 days, the device will be issued with a lifetime of 30 days.

The credential profile can override theMaximum credential expiry date set for the
person if the Ignore User Expiry Date option on the credential profile is set.

7. Click SAVE.

For mobile devices, MyID sends notifications to the device owner when the request is
awaiting issue; see the Configuring SMS and email notifications for the MyID Operator Client
section in theMobile Identity Management guide for details.

5.7 Canceling a device
You can cancel a device, whether or not it is present. This process does not change the
contents of the device itself, but cancels the holder's access to MyID and revokes any
certificates.

If you want to remove all content from a device, use the Erase Card workflow; see section
5.11, Erasing a device.

Note: You cannot cancel your own device if you used it to authenticate to MyID; either
authenticate using a different method or ask another operator to cancel the device.

5.7.1 Canceling a device
To cancel a device:

1. Search for a device, and view its details.

See section 5.1, Searching for a device.

Alternatively, insert the device into a reader.

See section 5.2, Reading a device.

You can also view a device from any form that contains a link to the device.

For example:

• Click the item in the list on the DEVICES tab of the View Person form.

• Click the link icon on the Device Serial Number field of the View Request form.

Operator's Guide.pdf
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2. Click the Cancel Device option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
Note: You cannot use this feature to cancel a device that was issued using a credential
profile that had the Validate Cancellation option selected. Instead, you must use the
Request Cancel option; see section 5.7.3, Requesting a cancellation for a device.
The Cancel Device screen appears.

3. Select the Reason for the cancellation from the drop-down list.

This reason affects how MyID treats the certificates on the credential.

See the Certificate reasons section in theOperator's Guide for details of how each
reason affects the device's certificates.

4. Type any Notes on the cancellation.
You can provide further information on your reasons for canceling the device. This
information is stored in the audit record.

5. Select the Disposal Status for the device.
This creates an audit trail of the date and time of the disposal along with the identity of the
operator who disposed of the card.

Select one of the following statuses:

• Collected

• Disposed

• Legacy

• Lost

Operator's Guide.pdf
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• None

• Not Collected

Note:When you mark a card with the status Disposed or Lost, MyID prevents it from
ever being issued again. If you select any of the other disposal statuses, you can issue
the card again.

See section 5.20, Disposing of a device for more information.

6. Click SAVE.

Note: If you cancel a mobile device, all devices on the same mobile are canceled. For
example, if the mobile device contains both a software store and a system store, and you
cancel the software store, the system store is also canceled.

5.7.2 Canceling multiple devices
If you want to cancel multiple devices, you can cancel them in a batch instead of canceling
them one by one.

To cancel multiple devices:

1. Search for the devices you want to cancel.

See section 5.1, Searching for a device.

2. On the search results page, use the checkboxes to the left of the records to select one or
more devices.

Note: If you select one device, the process is the same as clicking the Cancel Device
option in the button bar at the bottom of the View Device screen; MyID uses the batch
process only if you select more than one device. See section 5.7.1, Canceling a device
for details of canceling a single device.

3. From the Toolsmenu, select Cancel Device.

The Cancel Device screen appears.

Complete the details as for canceling a single device; see section 5.7.1, Canceling a
device.

4. Click Save.
The confirmation screen appears.
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5. Click Yes to proceed with the cancellation, or No to go back to the list of devices.
When you click Yes, the Batch Processing screen appears.

6. The cancellations are processed. The table shows the status of each cancellation:

The cancellation succeeded.

The cancellation failed. The Message column displays the reason for the
failure; for example, you may have selected a reason (status mapping) that is
appropriate only for temporary devices (for example, Found Original) but the
device is not a temporary device.

7. Click Close.
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5.7.3 Requesting a cancellation for a device
If the credential profile used to issue a device had the Validate Cancellation option set, you
cannot cancel a device directly; you must request the cancellation of the device, and have
another operator approve the cancellation.

Note: The device remains active and available for use until the cancellation request is
approved. If the request is rejected, no cancellation takes place.

To request the cancellation of a device:

1. Search for a device, and view its details.

See section 5.1, Searching for a device.

Alternatively, insert the device into a reader.

See section 5.2, Reading a device.

You can also view a device from any form that contains a link to the device.

For example:

• Click the item in the list on the DEVICES tab of the View Person form.

• Click the link icon on the Device Serial Number field of the View Request form.

2. Click the Request Cancel option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
The Request Cancel screen appears.

3. Select the Reason for the cancellation from the drop-down list.

This reason affects how MyID treats the certificates on the credential.

See the Certificate reasons section in theOperator's Guide for details of how each
reason affects the device's certificates.

Operator's Guide.pdf
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4. Type any Notes on the cancellation.
You can provide further information on your reasons for canceling the device. This
information is stored in the audit record.

5. Select the Disposal Status for the device.
This creates an audit trail of the date and time of the disposal along with the identity of the
operator who disposed of the card.

Select one of the following statuses:

• Collected

• Disposed

• Legacy

• Lost

• None

• Not Collected

Note:When you mark a card with the status Disposed or Lost, MyID prevents it from
ever being issued again. If you select any of the other disposal statuses, you can issue
the card again.

See section 5.20, Disposing of a device for more information.

6. Click Save.
MyID creates a request for the cancellation. You can view the details of the request, and
cancel it if it was created in error, but you cannot approve or reject it yourself; you must
ask another operator to approve the request. If necessary, you can send the URL of the
View Request screen to the other operator; for example:
https://myid.example.com/MyID/OperatorClient/#/requests/1F0859A9-0B33-

4188-B423-5A5BB2088CFB

The other operator can then approve, reject, or cancel the request.

See section 6.2, Approving, rejecting, and canceling requests for details.

5.8 Resetting a device's PIN
From the View Device screen, you can launch the Reset Card PIN workflow in MyID Desktop
to reset the PIN of a device.

For more information about using MyID Desktop workflows from within the MyID Operator
Client, see section 3.3.2, Launching MyID Desktop or Self-Service App workflows.

If the device is not present, you can use the Unlock Credential workflow in conjunction with
the MyID Card Utility (if supported by the card). See section 5.12, Unlocking a device.

If you know the current PIN, and want to change it, you can use the Change PIN workflow
instead; see section 5.9, Changing a device PIN.

To reset a device's PIN:

1. Search for a device, and view its details.

See section 5.1, Searching for a device.

Alternatively, insert the device into a reader.
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See section 5.2, Reading a device.

You can also view a device from any form that contains a link to the device.

For example:

• Click the item in the list on the DEVICES tab of the View Person form.

• Click the link icon on the Device Serial Number field of the View Request form.

2. Click the Reset PIN option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
The Reset Card PIN workflow appears in a MyID Desktop window with the device
already selected.

For information on using the Reset Card PIN workflow, see the Resetting a card's PIN
section in theOperator's Guide.

5.9 Changing a device PIN
From the View Device screen, you can launch the Change PIN workflow in MyID Desktop to
change the PIN of a device. You must know the current PIN for the device.

If you need to reset the device PIN, see section 5.8, Resetting a device's PIN.

For more information about using MyID Desktop workflows from within the MyID Operator
Client, see section 3.3.2, Launching MyID Desktop or Self-Service App workflows.

To change a device's PIN:

1. Search for a device, and view its details.

See section 5.1, Searching for a device.

Alternatively, insert the device into a reader.

See section 5.2, Reading a device.

You can also view a device from any form that contains a link to the device.

For example:

• Click the item in the list on the DEVICES tab of the View Person form.

• Click the link icon on the Device Serial Number field of the View Request form.

2. Click the Change PIN option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
The Change PIN workflow appears in a MyID Desktop window with the device already
selected.

For information on using the Change PIN workflow, see the Changing a card's PIN
section in theOperator's Guide.

5.10 Activating a device
From the View Device screen, you can launch the Assisted Activation workflow in MyID
Desktop to carry out an operator-assisted activation of a device.

For information on setting up card activation, see the Activating cards section in the
Administration Guide.
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For more information about using MyID Desktop workflows from within the MyID Operator
Client, see section 3.3.2, Launching MyID Desktop or Self-Service App workflows.

To activate a device:

1. Search for a device, and view its details.

See section 5.1, Searching for a device.

Alternatively, insert the device into a reader.

See section 5.2, Reading a device.

You can also view a device from any form that contains a link to the device.

For example:

• Click the item in the list on the DEVICES tab of the View Person form.

• Click the link icon on the Device Serial Number field of the View Request form.

2. Click the Assisted Activation option in the button bar at the bottom of the screen.

The option appears only if the selected device requires activation.

You may have to click the ... option to see any additional available actions.
The Assisted Activation workflow appears in a MyID Desktop window with the device
already selected.

For information on using the Assisted Activation workflow, see the Assisted activation
section in theOperator's Guide.

3. Once you have completed the activation, remove the device from the reader.

If you leave the device in the reader and try to perform other operations, the MyID
Operator Client may report the device as locked.
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5.11 Erasing a device
From the View Device screen, you can launch the Erase Card workflow in MyID Desktop to
erase the content on the selected device.

For more information about using MyID Desktop workflows from within the MyID Operator
Client, see section 3.3.2, Launching MyID Desktop or Self-Service App workflows.

To erase a device:

1. Search for a device, and view its details.

See section 5.1, Searching for a device.

Alternatively, insert the device into a reader.

See section 5.2, Reading a device.

You can also view a device from any form that contains a link to the device.

For example:

• Click the item in the list on the DEVICES tab of the View Person form.

• Click the link icon on the Device Serial Number field of the View Request form.

2. Click the Erase option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
The Erase Card workflow appears in a MyID Desktop window.

See the Erasing a card section in theOperator's Guide.

5.12 Unlocking a device
From the View Device screen, you can launch the Unlock Credential workflow in MyID
Desktop to obtain a code that the cardholder can use to unlock a device PIN. This uses a
challenge-response process available to many device types, such as smart cards, USB
Tokens, Virtual Smart Cards and Mobile credentials issued by MyID

For example, you can use the MyID Card Utility; this is a utility that allows you to carry out a
remote unlock or change the PIN on cards that support PIV applets.

For information on using the MyID Card Utility, see the Remote PIN Management utility for
PIV cards section in theOperator's Guide.
For more information about using MyID Desktop workflows from within the MyID Operator
Client, see section 3.3.2, Launching MyID Desktop or Self-Service App workflows.

If the card is present, you can use the Reset PIN workflow instead; this does not require a
challenge-response process. See section 5.8, Resetting a device's PIN.

To obtain an unlock code:

1. Search for a device, and view its details.

See section 5.1, Searching for a device.

Alternatively, insert the device into a reader.

See section 5.2, Reading a device.
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You can also view a device from any form that contains a link to the device.

For example:

• Click the item in the list on the DEVICES tab of the View Person form.

• Click the link icon on the Device Serial Number field of the View Request form.

2. Click the Unlock option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
The Unlock Credential workflow appears in a MyID Desktop window with the device
already selected.

See the Unlocking a credential remotely section in theOperator's Guide.

5.13 Sending an authentication code to activate a device
If the credential profile for a device has been configured for activation, and has the
Activation Authentication option set to use an authentication code, once the device is
ready for activation (that is, the Status is PendingActivation) you can send an
authentication code to the person so they can activate their device.

For information on setting up a credential profile for activation, see the Activating cards
section in the Administration Guide.
You can send an authentication code to the person through email or as an SMS message to
their cell phone.

Alternatively you can allow an operator to view an authentication code on their screen, which
they can then read out over the phone or paste into a secure chat channel to allow the person
to activate their device.

You can also choose whether to send a short use authentication code for immediate use
(which is valid for two minutes by default) or a long use authentication code (which is valid for
30 days by default).
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5.13.1 Configuring authentication codes for activation
1. Set the configuration options:

a. From the Configuration category, select Security Settings.

b. On the Auth Code tab, set the following:

• Auth Code Complexity – set this to the complexity you want to use for requests
where the complexity is not specified in the email template. Select one of the
following:

• Complex – uses the complexity determined by the Complex Logon Code
Complexity configuration option. This is the default.

• Simple – uses the complexity determined by the Simple Logon Code
Complexity configuration option.

• Auth Code Lifetime for Immediate Use – set this to the number of seconds for
which a short lifetime authentication code is valid. To set short lifetime
authentication codes for no expiry, set this value to 0. The default is 120
seconds.

• Auth Code Lifetime – set this to the number of seconds for which a long lifetime
authentication code is valid. To set long lifetime authentication codes for no
expiry, set this value to 0. The default is 720 hours.

c. Click Save changes.

2. In the Edit Roles workflow, make sure the operator has the Send Auth Code for
Activation or View Auth Code for Activation option selected for their role.

3. From the Configuration category, select Email Templates.
The methods of delivery for the authentication code are determined by the enabled status
of the following email templates:

• Activation Code Email – used to send an authentication code in an email message
to the person's configured email address. By default, this delivery method is enabled.

• Activation Code SMS – used to send an authentication code in an SMSmessage to
the person's configured cell phone number. By default, this delivery method is
disabled.

Make sure the delivery methods you want to use are enabled. If you disable both email
templates, the operator cannot send an authentication code, but may still be able to view
an authentication code on screen using the View Auth Code feature.

Note: The complexity of the code is determined by the Complexity option configured in
the email template. See the Changing email messages section in the Administration
Guide for details. If you are displaying the code on screen instead, the complexity of the
code is determined by the Auth Code Complexity configuration option.
Important: You can edit the content of the email templates, and enable or disable them,
but do not change the Transport option, or the notifications will no longer work correctly.

4. Set up an SMTP server.
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Note: If your business process requires operators to view codes on their screens, and
you do not intend to send any codes from the MyID server through email or SMS, you do
not have to set up an SMTP server.

See the Setting up email section in the Advanced Configuration Guide for details.

5. If you are using SMS to send the authentication codes, configure your system for SMS
notifications:

a. From the Configuration category, selectOperation Settings.

b. On theGeneral tab, set the following:

• SMS email notifications – set to Yes.

• SMS gateway URL for notifications – set to the URL of your SMS gateway.

By default, SMSmessages are sent to through an email to SMS gateway, in the
format <cellnumber>@<gateway>, where:

• <cellnumber> – the cell phone number from the person's record.

• <gateway> – the URL from the SMS gateway URL for notifications option.

For example: 00447700900123@smsgateway.com

If this is not suitable, you can customize the sp_CustomPrepareSMS stored
procedure in the MyID database.

c. Click Save changes.

6. Recycle the web service app pools:

a. On the MyID web server, in Internet Information Services (IIS) Manager, select
Application Pools.

b. Right-click themyid.web.oauth2.pool application pool, then from the pop-up menu
click Recycle.

c. Right-click themyid.rest.core.pool application pool, then from the pop-up menu
click Recycle.

This ensures that the MyID Operator Client picks up the configuration changes.

Note: You must recycle the app pools whenever you make a change to these settings;
for example, when changing the availability of email templates or changing the value of a
configuration option.
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5.13.2 Sending an authentication code for activation
To send an authentication code for activation:

1. Search for a device, and view its details.

See section 5.1, Searching for a device.

Alternatively, insert the device into a reader.

See section 5.2, Reading a device.

You can also view a device from any form that contains a link to the device.

For example:

• Click the item in the list on the DEVICES tab of the View Person form.

• Click the link icon on the Device Serial Number field of the View Request form.

2. Click the Send Auth Code option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
The Send Auth Code option appears only if the device is in a suitable state for
activation; that is, it has been issued with a credential profile configured to use
authentication codes for activation, and is at a Status of PendingActivation. You must
also make sure that you have the Send Auth Code for Activation option selected for
your role in the Edit Roles workflow.
Note: The Send Auth Code option may also appear if the card has been fully issued; in
this case, it sends an unlock code rather than an authentication code. See section 5.14,
Sending a code to unlock a device for details.

The Send Activation Code screen appears.
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3. Type any Notes you want to store in the audit trail about the operation.

4. From the Delivery Mechanism drop-down list, select how you want to send the code.

You can choose from:

• Activation Code Email – sends the code as an email to the person's configured
email address. This option is available if the Activation Code Email template is
enabled in the Email Templates workflow.

• Activation Code SMS – sends the code as a text message to the person's
configured cell phone number. This option is available if the Activation Code
SMS template is enabled in the Email Templates workflow.

Note: The complexity of the code is determined by the Complexity option configured in
the email template. See the Changing email messages section in the Administration
Guide for details.

5. From the Lifetime drop-down list, select how long you want the code to be valid.

The options here are determined by the values saved in the Auth Code Lifetime for
Immediate Use and Auth Code Lifetime configuration options; by default, the options
are:

• Expires 30 days from request – based on the default Auth Code Lifetime setting
of 720 hours.

• Expires 2 minutes from request – based on the default Auth Code Lifetime for
Immediate Use setting of 120 seconds.

6. Click Save.
MyID sends the authentication code to the person, who can then use it to activate their
device.

Administration Guide.pdf
Administration Guide.pdf


MyID Operator Client Page 165 of 411

5.13.3 Viewing an authentication code for activation
To view an authentication code for activation on screen:

1. Search for a device, and view its details.

See section 5.1, Searching for a device.

Alternatively, insert the device into a reader.

See section 5.2, Reading a device.

You can also view a device from any form that contains a link to the device.

For example:

• Click the item in the list on the DEVICES tab of the View Person form.

• Click the link icon on the Device Serial Number field of the View Request form.

2. Click the View Auth Code option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
The View Auth Code option appears only if the device is in a suitable state for activation;
that is, it has been issued with a credential profile configured to use authentication codes
for activation, and is at a Status of PendingActivation. You must also make sure that
you have the View Auth Code for Activation option selected for your role in the Edit
Roles workflow.
Note: The View Auth Code option may also appear if the card has been fully issued; in
this case, it generates an unlock code rather than an authentication code. See section
5.14, Sending a code to unlock a device for details.

The View Activation Code screen appears.
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3. Type any Notes you want to store in the audit trail about the operation.

4. From the Lifetime drop-down list, select how long you want the code to be valid.

The options here are determined by the values saved in the Auth Code Lifetime for
Immediate Use and Auth Code Lifetime configuration options; by default, the options
are:

• Expires 30 days from request – based on the default Auth Code Lifetime setting
of 720 hours.

• Expires 2 minutes from request – based on the default Auth Code Lifetime for
Immediate Use setting of 120 seconds.

Note: The complexity of the code is determined by the Auth Code Complexity
configuration option.

5. Click Save.
MyID displays the authentication code on screen. You can now provide this to the person
who needs to activate their device; for example, you can read the code out over the
phone, or send it by a secure chat channel.

5.14 Sending a code to unlock a device
If a cardholder has locked their device, you can send an authentication code that can be used
for unlocking the device and resetting the PIN.

You can send an unlock code to the person through email or as an SMS message to their cell
phone.

Alternatively you can allow an operator to view an unlock code on their screen, which they
can then read out over the phone or paste into a secure chat channel to allow the person to
unlock their device.
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You can also choose whether to send a short use unlock code for immediate use (which is
valid for two minutes by default) or a long use unlock code (which is valid for 30 days by
default).
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The cardholder can provide the authentication code when using the Reset PIN option in the
Self-Service App or the I want to reset my PIN option in the Self-Service Kiosk, or an
operator can unlock the device using the Authentication Code tab of the Reset Card PIN or
Unlock Credential workflows; see section 5.8, Resetting a device's PIN and section 5.12,
Unlocking a device.
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5.14.1 Configuring authentication codes for unlocking
1. Set the configuration options:

a. From the Configuration category, select Security Settings.

b. On the Auth Code tab, set the following:

• Auth Code Complexity – set this to the complexity you want to use for requests
where the complexity is not specified in the email template. Select one of the
following:

• Complex – uses the complexity determined by the Complex Logon Code
Complexity configuration option. This is the default.

• Simple – uses the complexity determined by the Simple Logon Code
Complexity configuration option.

• Auth Code Lifetime for Immediate Use – set this to the number of seconds for
which a short lifetime authentication code is valid. To set short lifetime
authentication codes for no expiry, set this value to 0. The default is 120
seconds.

• Auth Code Lifetime – set this to the number of seconds for which a long lifetime
authentication code is valid. To set long lifetime authentication codes for no
expiry, set this value to 0. The default is 720 hours.

c. Click Save changes.

2. In the Edit Roles workflow, make sure the operator has the Send Auth Code for PIN
Unlock or View Auth Code for PIN Unlock option selected for their role.

3. From the Configuration category, select Email Templates.
The methods of delivery for the unlock code are determined by the enabled status of the
following email templates:

• Unlock Credential Code Email – used to send an authentication code in an email
message to the person's configured email address. By default, this delivery method
is enabled.

• Unlock Credential Code SMS – used to send an authentication code in an SMS
message to the person's configured cell phone number. By default, this delivery
method is disabled.

Make sure the delivery methods you want to use are enabled. If you disable both email
templates, the operator cannot send an unlock code, but may still be able to view an
unlock code on screen using the View Auth Code feature.

Note: The complexity of the code is determined by the Complexity option configured in
the email template. See the Changing email messages section in the Administration
Guide for details. If you are displaying the code on screen instead, the complexity of the
code is determined by the Auth Code Complexity configuration option.
Important: You can edit the content of the email templates, and enable or disable them,
but do not change the Transport option, or the notifications will no longer work correctly.

4. Set up an SMTP server.
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Note: If your business process requires operators to view codes on their screens, and
you do not intend to send any codes from the MyID server through email or SMS, you do
not have to set up an SMTP server.

See the Setting up email section in the Advanced Configuration Guide for details.

5. If you are using SMS to send the authentication codes, configure your system for SMS
notifications:

a. From the Configuration category, selectOperation Settings.

b. On theGeneral tab, set the following:

• SMS email notifications – set to Yes.

• SMS gateway URL for notifications – set to the URL of your SMS gateway.

By default, SMSmessages are sent to through an email to SMS gateway, in the
format <cellnumber>@<gateway>, where:

• <cellnumber> – the cell phone number from the person's record.

• <gateway> – the URL from the SMS gateway URL for notifications option.

For example: 00447700900123@smsgateway.com

If this is not suitable, you can customize the sp_CustomPrepareSMS stored
procedure in the MyID database.

c. Click Save changes.

6. Recycle the web service app pools:

a. On the MyID web server, in Internet Information Services (IIS) Manager, select
Application Pools.

b. Right-click themyid.web.oauth2.pool application pool, then from the pop-up menu
click Recycle.

c. Right-click themyid.rest.core.pool application pool, then from the pop-up menu
click Recycle.

This ensures that the MyID Operator Client picks up the configuration changes.

Note: You must recycle the app pools whenever you make a change to these settings;
for example, when changing the availability of email templates or changing the value of a
configuration option.
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5.14.2 Sending an unlock code
To send an unlock code for a device:

1. Search for a device, and view its details.

See section 5.1, Searching for a device.

Alternatively, insert the device into a reader.

See section 5.2, Reading a device.

You can also view a device from any form that contains a link to the device.

For example:

• Click the item in the list on the DEVICES tab of the View Person form.

• Click the link icon on the Device Serial Number field of the View Request form.

2. Click the Send Auth Code option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
The Send Auth Code option appears only if the device is in a suitable state for
unlocking; it must be active and issued, and a contact card, Identity Agent, or Microsoft
VSC. If the device requires activation, this option sends an authentication code instead
(see section 5.13, Sending an authentication code to activate a device). You must also
make sure that you have the Send Auth Code for PIN Unlock option selected for your
role in the Edit Roles workflow.
The Send Unlock Code screen appears.

3. Type any Notes you want to store in the audit trail about the operation.
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4. From the Delivery Mechanism drop-down list, select how you want to send the code.

You can choose from:

• Unlock Code Email – sends the code as an email to the person's configured email
address. This option is available if the Unlock Credential Code Email template is
enabled in the Email Templates workflow.

• Unlock Code SMS – sends the code as a text message to the person's configured
cell phone number. This option is available if the Unlock Credential Code
SMS template is enabled in the Email Templates workflow.

Note: The complexity of the code is determined by the Complexity option configured in
the email template. See the Changing email messages section in the Administration
Guide for details.

5. From the Lifetime drop-down list, select how long you want the code to be valid.

The options here are determined by the values saved in the Auth Code Lifetime for
Immediate Use and Auth Code Lifetime configuration options; by default, the options
are:

• Expires 30 days from request – based on the default Auth Code Lifetime setting
of 720 hours.

• Expires 2 minutes from request – based on the default Auth Code Lifetime for
Immediate Use setting of 120 seconds.

6. Click Save.
MyID sends the authentication code to the person, who can then use it to reset their
device PIN, either using the Reset PIN option in the Self-Service App or the I want to
reset my PIN option in the Self-Service Kiosk, or with the assistance of an operator using
the Reset Card PIN or Unlock Credential workflow; see section 5.8, Resetting a
device's PIN and section 5.12, Unlocking a device.
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5.14.3 Viewing an unlock code
To view an unlock code for a device:

1. Search for a device, and view its details.

See section 5.1, Searching for a device.

Alternatively, insert the device into a reader.

See section 5.2, Reading a device.

You can also view a device from any form that contains a link to the device.

For example:

• Click the item in the list on the DEVICES tab of the View Person form.

• Click the link icon on the Device Serial Number field of the View Request form.

2. Click the View Auth Code option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
The View Auth Code option appears only if the device is in a suitable state for unlocking;
it must be active and issued, and a contact card, Identity Agent, or Microsoft VSC. If the
device requires activation, this option sends an authentication code instead (see section
5.13, Sending an authentication code to activate a device). You must also make sure that
you have the View Auth Code for PIN Unlock option selected for your role in the Edit
Roles workflow.
The View Unlock Code screen appears.

3. Type any Notes you want to store in the audit trail about the operation.
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4. From the Lifetime drop-down list, select how long you want the code to be valid.

The options here are determined by the values saved in the Auth Code Lifetime for
Immediate Use and Auth Code Lifetime configuration options; by default, the options
are:

• Expires 30 days from request – based on the default Auth Code Lifetime setting
of 720 hours.

• Expires 2 minutes from request – based on the default Auth Code Lifetime for
Immediate Use setting of 120 seconds.

Note: The complexity of the code is determined by the Auth Code Complexity
configuration option.

5. Click Save.
MyID displays the unlock code on screen. You can now provide this to the person who
needs to unlock their device; for example, you can read the code out over the phone, or
send it by a secure chat channel.

The person can then use it to reset their device PIN, either using the Reset PIN option in
the Self-Service App or the I want to reset my PIN option in the Self-Service Kiosk, or
with the assistance of an operator using the Reset Card PIN or Unlock Credential
workflow; see section 5.8, Resetting a device's PIN and section 5.12, Unlocking a device.
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5.15 Updating a device
From the View Device screen, you can:

• Check for updates for your own device, and launch the Collect My Updates feature in
the Self-Service App to carry out the updates on your device.

• Check for updates for another person's device, and launch the Collect Updates
workflow in MyID Desktop to carry out the updates for the device.

For more information about using MyID Desktop and Self-Service App workflows from within
the MyID Operator Client, see section 3.3.2, Launching MyID Desktop or Self-Service App
workflows.

You can request updates for a device using the Request Update option on the View Device
screen. See section 5.17, Requesting an update for a device.

5.15.1 Collecting updates for your own device
To check for updates to your own device:

1. Search for your device, and view its details.

See section 5.1, Searching for a device.

Alternatively, insert your device into a reader.

See section 5.2, Reading a device.

You can also view a device from any form that contains a link to the device.

For example:

• Click the item in the list on the DEVICES tab of the View Person form.

• Click the link icon on the Device Serial Number field of the View Request form.

2. Click the Collect Updates option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
The MyID Operator Client checks whether there are any update jobs available. If no jobs
are available, it displays the message:
OA10059: There are no update jobs to collect for this device

If there is an update job available for the device, the Collect My Updates feature
appears in a Self-Service App window with the device update task already selected.

See the Self-Service App features section in the Self-Service App guide.
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5.15.2 Collecting updates for another person's device
To check for updates to another person's device:

1. Search for the device, and view its details.

See section 5.1, Searching for a device.

Alternatively, insert the device into a reader.

See section 5.2, Reading a device.

You can also view a device from any form that contains a link to the device.

For example:

• Click the item in the list on the DEVICES tab of the View Person form.

• Click the link icon on the Device Serial Number field of the View Request form.

2. Click the Collect Updates option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
The MyID Operator Client checks whether there are any update jobs available. If no jobs
are available, it displays the message:
OA10059: There are no update jobs to collect for this device

If there is an update job available for the device, the Collect Updates workflow appears
in a MyID Desktop window with the device already selected.

See the Collect Updates workflow section in theOperator's Guide.
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5.16 Reprovisioning a device
From the View Device screen, you can launch the Reprovision Card workflow in MyID
Desktop to re-encode a another person's device completely, based on the data in the MyID
database, using the latest version of the credential profile used during issuance.

For more information about using MyID Desktop workflows from within the MyID Operator
Client, see section 3.3.2, Launching MyID Desktop or Self-Service App workflows.

To reprovision a device:

1. Search for a device, and view its details.

See section 5.1, Searching for a device.

Alternatively, insert the device into a reader.

See section 5.2, Reading a device.

You can also view a device from any form that contains a link to the device.

For example:

• Click the item in the list on the DEVICES tab of the View Person form.

• Click the link icon on the Device Serial Number field of the View Request form.

2. Click the Reprovision option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
If the Reprovision option does not appear, the device may not be suitable for
reprovision; for example, you cannot carry out a reprovision on your own device.

The Reprovision Card workflow appears in a MyID Desktop window with the card
already selected. If you have not already done so, insert the device you want to
reprovision; you cannot select a different device within the workflow. Further checks on
the device are carried out in the workflow.

See the Reprovisioning cards section in theOperator's Guide.

5.17 Requesting an update for a device
You can request an update for a device, either to update the device to the latest version of the
credential profile used to issue it, or to reprovision it completely, using either the same
credential profile or a different credential profile.

You can requests updates for issued contact smart cards, VSCs, mobile devices, and
Windows Hello devices. You cannot request updates for your own device.

5.17.1 Requesting an update
To request an update for a device:

1. Search for the device, and view its details.

See section 5.1, Searching for a device.

Alternatively, insert the device into a reader.

See section 5.2, Reading a device.
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You can also view a device from any form that contains a link to the device.

For example:

• Click the item in the list on the DEVICES tab of the View Person form.

• Click the link icon on the Device Serial Number field of the View Request form.

2. Click the Request Update option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
The Request Update screen appears:

3. From the Credential Profile drop-down list, select the credential profile you want to use.
The list defaults to the credential profile used to issue the device. You can update the
device to the latest version of the credential profile, or re-issue the device using a
different credential profile.

Note: If you are using the current credential profile, you must have the Can Collect
permission set up in the credential profile. If you are using a different credential profile,
you must have the Can Request permission set up in the credential profile.
Make sure you select a credential profile that matches the capabilities of the device you
want to update; for example, if your device is a contact smart card, you cannot update to
a credential profile that is both contact and contactless.

4. From the Reason drop-down list, select one of the following options:

• Reprovision all content on the device – this option erases and then writes the
device content, re-encoding the device completely.

• Apply latest updates – this option updates the device to the latest version of the
specified credential profile; for example, you can add new certificates to an existing
device using this option.
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5. Type any Notes on the request.
You can provide further information on your reasons for requesting an update for the
device. This information is stored in the audit record.

6. Click SAVE.

Note: Creating a request cancels any previous requests of the same type; that is, creating an
update request cancels any previous update requests, and creating a reprovision request
cancels any previous reprovision requests.

If you have selected the same credential profile for an update, you do not need to approve the
request, even if the credential profile has the Validate Issuance option set. However, if you
change the credential profile to one that has the Validate Issuance option set, you must
approve the request before you can collect it. See section 6.2, Approving, rejecting, and
canceling requests.

You can collect the updates (both simple updates and reprovisions) using the Collect
Updates option on the View Device screen. See section 5.15, Updating a device.

For mobile devices, MyID sends notifications to the device owner when the request is
awaiting issue; see the Configuring SMS and email notifications for the MyID Operator Client
section in theMobile Identity Management guide for details.

5.17.2 Requesting updates for multiple devices
If you want to request updates for multiple devices, you can request the updates in a batch
instead of requesting them one by one.

To request updates for multiple devices:

1. Search for the devices you want to update.

See section 5.1, Searching for a device.

2. On the search results page, use the checkboxes to the left of the records to select one or
more devices.

Note: If you select one device, the process is the same as clicking the Request Update
option in the button bar at the bottom of the View Device screen; MyID uses the batch
process only if you select more than one device. See section 5.17.1, Requesting an
update for details of requesting an update for a single device.

3. From the Toolsmenu, select Request Update.

The Request Update screen appears.

Complete the details as for requesting an update for a single device; see section 5.17.1,
Requesting an update.

4. Click Save.
The confirmation screen appears.

Mobile Identity Management.pdf


MyID Operator Client Page 180 of 411

5. Click Yes to proceed with the request, or No to go back to the list of devices.
When you click Yes, the Batch Processing screen appears.

6. The requests are processed. The table shows the status of each request:

The request succeeded.

The request failed. The Message column displays the reason for the failure; for
example, the device may not be in the correct state to be updated.

7. Click Close.
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5.17.3 Known issues
• IKB-376 – Failure when collecting a request to reprovision a device
A problem has been identified that affects the ability to collect a request to reprovision a
device with new credentials. This issue can be seen in the following operation (both in
MyID Desktop or launched from the MyID Operator Client):

• Collect Updates

The issue also occurs in the Self-Service App:

• Collecting a reprovision request.

• Update My Device when configured to cause reprovision of the device credentials.

When the problem occurs, error code 890493 is displayed.

To workaround this issue, cancel the device and repeat the issuance process.

An update to MyID 12.8 will be provided to resolve this issue.

5.18 Managing VSCs
If you view a VSC on the View Device screen, you can launch theManage VSC Access or
Unlock VSC Temporary Access workflows to manage access to the VSCs. TheManage
VSC Access workflow allows you to request, update, and cancel VSC locks; the Unlock
VSC Temporary Access workflow allows you to provide time-limited VSC access.

For more information about using MyID Desktop and Self-Service App workflows from within
the MyID Operator Client, see section 3.3.2, Launching MyID Desktop or Self-Service App
workflows.
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5.18.1 Requesting, updating, and canceling VSC locks
To request, update, or cancel a VSC lock:

1. Search for a device, and view its details.

See section 5.1, Searching for a device.

From the Device Type drop-down list, selectMicrosoft VSC.
Alternatively, read the VSC from the current PC.

See section 5.2, Reading a device.

You can also view a device from any form that contains a link to the device.

For example:

• Click the item in the list on the DEVICES tab of the View Person form.

• Click the link icon on the Device Serial Number field of the View Request form.

2. Click theManage VSC Access option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
If theManage VSC Access option does not appear, the device may not be suitable for
reprovision; for example, it may not be a VSC.

TheManage VSC Access workflow appears in a MyID Desktop window with the VSC
already selected.

See theManaging VSC access section in theMicrosoft VSC Integration Guide.
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5.18.2 Providing time-limited VSC access
To provide temporary access to a VSC:

1. Search for a device, and view its details.

See section 5.1, Searching for a device.

From the Device Type drop-down list, selectMicrosoft VSC.
Alternatively, read the VSC from the current PC.

See section 5.2, Reading a device.

You can also view a device from any form that contains a link to the device.

For example:

• Click the item in the list on the DEVICES tab of the View Person form.

• Click the link icon on the Device Serial Number field of the View Request form.

2. Click the Unlock VSC Temporary Access option in the button bar at the bottom of the
screen.

You may have to click the ... option to see any additional available actions.
If the Unlock VSC Temporary Access option does not appear, the device may not be
suitable for reprovision; for example, it may not be a VSC.

The Unlock VSC Temporary Access workflow appears in a MyID Desktop window with
the VSC already selected.

See the Providing time-limited VSC access section in theMicrosoft VSC Integration
Guide.

Microsoft VSC Integration Guide.pdf
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5.19 Reinstating a device
From the View Device screen, you can use the Reinstate option to reissue a canceled or
erased smart card to its original user. This may be useful if you cancel a device that does not
need to be canceled; for example, if a cardholder reports their device as missing, then
subsequently finds it before the replacement device has been issued.

When you reinstate a device, MyID creates a request for a new device, linked to the original
device's serial number; you must collect this request onto the original device. You must carry
out the same issuance process as defined in the credential profile; for example, the credential
profile may require activation, or require authentication codes.

If there is a request for a replacement device that has not yet been collected, this request is
canceled automatically. If a replacement device has already been collected, you cannot
reinstate the original.

You cannot reinstate a device if:

• The device is not a smart card.

You cannot reinstate VSCs or mobile devices, for example.

• The device has been assigned to a different person.

If Person A had a device, it was erased, then assigned to Person B, you can no longer
reinstate the card for Person A, even if it is subsequently erased and no longer assigned
to Person B.

• The device has been disposed of.

See section 5.20, Disposing of a device for details of setting the disposal status of a
device.

• The original device expiry date has passed.

• A replacement for the original device has been collected.

• The cardholder or operator no longer has permissions to receive or request the credential
profile.

• The cardholder no longer has any user data required by the credential profile.

Note: This feature is more flexible than the Reinstate Card workflow in MyID Desktop, as it
does not require the credential profile to be configured for activation, and works with any
smart card, not just PIV cards. For more information about the Reinstate Card workflow, see
the Reinstating cards section in theOperator's Guide.
To reinstate a device:

1. Search for a device, and view its details.

See section 5.1, Searching for a device.

Use the Devices search report, rather than the default Assigned Devices search report,
which does not return any canceled or erased devices.

Alternatively, insert the device into a reader.

See section 5.2, Reading a device.

You can also view the device by selecting an item from the list in the Previous Devices
tab of the View Person screen. This lists each device that the person has previous been
issued, unless the device has subsequently been assigned to a different person.
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2. Click the Reinstate option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
If the Reinstate option does not appear, the device may not be suitable for being
reinstated; for example, it may not be in a canceled state.

The Reinstate Device screen appears.

This screen displays the Previous Card Profile Name and Previous Enabled Until
values for the device; you cannot change these values, and they are used for the
reinstated device.

3. Type any Notes on the operation.
You can provide further information on your reasons for reinstating the device. This
information is stored in the audit record.

4. Click Save.
MyID creates a request for the device, assigned to the previous owner, with the same
expiry date. You can now collect this request using the issuance process defined in the
credential profile.

Note: If the original issuance process required 2-step activation using an authentication
code that was sent automatically, MyID does not send another authentication code
automatically when you reinstate the device; instead, you must request an authentication
code manually to complete the activation.
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5.20 Disposing of a device
From the View Device screen, you can mark a card as disposed within MyID. This creates an
audit trail of the date and time of the disposal along with the identity of the operator who
disposed of the card. When you cancel a device and disassociate it from its user, you can set
the disposal status; see section 5.7, Canceling a device.

You can use the Change Disposal Status option to change the disposal status of a canceled
device. In addition, if the card has expired, and the Allow disposal of expired devices
configuration option is set to Yes, you can set the disposal status of the device without
canceling it.

Note: You can also use the Erase Card workflow to set the disposal status of cards. See
section 5.11, Erasing a device.
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5.20.1 Setting the disposal status of a device
To set the disposal status of a device:

1. Search for a device, and view its details.

See section 5.1, Searching for a device.

Alternatively, insert the device into a reader.

See section 5.2, Reading a device.

You can also view a device from any form that contains a link to the device.

For example:

• Click the item in the list on the DEVICES tab of the View Person form.

• Click the link icon on the Device Serial Number field of the View Request form.

2. Click the Change Disposal Status option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
If the Change Disposal Status option does not appear, the device may not be suitable
for being disposed; for example, it may not be in a canceled state.

The Change Disposal Status screen appears.

3. Select the Disposal Status for the device.
This creates an audit trail of the date and time of the disposal along with the identity of the
operator who disposed of the card.

Select one of the following statuses:

• Collected

• Disposed
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• Legacy

• Lost

• None

• Not Collected

Note:When you mark a card with the status Disposed or Lost, MyID prevents it from
ever being issued again. If you select any of the other disposal statuses, you can issue
the card again.

4. Type any Notes about the reason you are disposing of the card.

5. Click Save.
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5.20.2 Setting the disposal status of multiple devices
If you want to set the disposal status of multiple devices, you can set the disposal status in a
batch instead of setting the status one by one.

To set the disposal status of multiple devices:

1. Search for the devices for which you want to set the disposal status.

See section 5.1, Searching for a device.

You can use the Device Disposal search to find devices with a particular disposal status
or revocation reason.

2. On the search results page, use the checkboxes to the left of the records to select one or
more devices.

Note: If you select one device, the process is the same as clicking the Change Disposal
Status option in the button bar at the bottom of the View Device screen; MyID uses the
batch process only if you select more than one device. See section 5.20.1, Setting the
disposal status of a device for details of setting the disposal status of a single device.

3. From the Toolsmenu, select Change Disposal Status.

The Change Disposal Status screen appears.

Complete the details as for setting the disposal status of a single device; see section
5.20.1, Setting the disposal status of a device.

4. Click Save.
The confirmation screen appears.
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5. Click Yes to proceed with the disposal, or No to go back to the list of devices.
When you click Yes, the Batch Processing screen appears.

6. The disposals are processed. The table shows the status of each disposal:

The disposal succeeded.

The disposal failed. The Message column displays the reason for the failure; for
example, you may have selected a device that is still active and has not yet
been canceled.

7. Click Close.
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5.21 Printing a mailing document
From the View Device screen, you can launch the Print Mailing Document workflow in
MyID Desktop to print the mail merge document associated with a card.

For more information about using MyID Desktop and Self-Service App workflows from within
the MyID Operator Client, see section 3.3.2, Launching MyID Desktop or Self-Service App
workflows.

To print a mailing document:

1. Search for a device, and view its details.

See section 5.1, Searching for a device.

Alternatively, insert the device into a reader.

See section 5.2, Reading a device.

You can also view a device from any form that contains a link to the device.

For example:

• Click the item in the list on the DEVICES tab of the View Person form.

• Click the link icon on the Device Serial Number field of the View Request form.

2. Click the Print Mailing Document option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
The Print Mailing Document workflow appears in a MyID Desktop window with the
device already selected. If you have not already done so, insert the device you want to
print; you cannot select a different device within the workflow.

See the Printing mailing documents section in theOperator's Guide.

5.22 Enabling and disabling devices
You can enable or disable an issued device. When you disable a device, the device is
disabled in the MyID database so that it cannot be used to authenticate to MyID, and its
certificates are suspended.

Note: If you enable or disable a mobile device, all devices on the same mobile are affected.
For example, if the mobile device contains both a software store and a system store, and you
disable the software store, the system store is also disabled.
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5.22.1 Disabling a device
To disable a device:

1. Search for a device, and view its details.

See section 5.1, Searching for a device.

Alternatively, insert the device into a reader.

See section 5.2, Reading a device.

You can also view a device from any form that contains a link to the device.

For example:

• Click the item in the list on the DEVICES tab of the View Person form.

• Click the link icon on the Device Serial Number field of the View Request form.

2. Click the Disable Device option in the button bar at the bottom of the screen.

The option appears only if the selected device is fully issued and currently enabled.

You may have to click the ... option to see any additional available actions.
The Disable Device screen appears.

3. Select the Reason for disabling the device from the drop-down list.

This reason affects how MyID treats the certificates on the credential.

See the Certificate reasons section in theOperator's Guide for details of how each
reason affects the device's certificates.

4. Type any Notes on the operation.
You can provide further information on your reasons for disabling the device. This
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information is stored in the audit record.

5. Click SAVE.
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5.22.2 Enabling a device
If you have previously disabled a device, you can re-enable it. The device is re-enabled in the
MyID database so that it can be used to sign on to MyID again, and any suspended
certificated are re-enabled.

To enable a device:

1. Search for a device, and view its details.

See section 5.1, Searching for a device.

Alternatively, insert the device into a reader.

See section 5.2, Reading a device.

You can also view a device from any form that contains a link to the device.

For example:

• Click the item in the list on the DEVICES tab of the View Person form.

• Click the link icon on the Device Serial Number field of the View Request form.

2. Click the Enable Device option in the button bar at the bottom of the screen.

The option appears only if the selected device is currently disabled.

You may have to click the ... option to see any additional available actions.
The Enable Device screen appears.

3. Type any Notes on the operation.
You can provide further information on your reasons for enabling the device. This
information is stored in the audit record.

4. Click SAVE.
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5.23 Viewing extended information about a device
The View Device screen displays information about the selected device; the Identify Device
(Administrator) workflow in MyID Desktop provides additional information about the device,
including the initial server-generated PIN, if available.

You can also view the server-generated PIN on the View Device screen in the MyID Operator
Client; see section 5.28, Viewing the initial PIN for a device.

For more information about using MyID Desktop and Self-Service App workflows from within
the MyID Operator Client, see section 3.3.2, Launching MyID Desktop or Self-Service App
workflows.

To view extended device information:

1. Search for a device, and view its details.

See section 5.1, Searching for a device.

Alternatively, insert the device into a reader.

See section 5.2, Reading a device.

You can also view a device from any form that contains a link to the device.

For example:

• Click the item in the list on the DEVICES tab of the View Person form.

• Click the link icon on the Device Serial Number field of the View Request form.

2. Click the Identify Device (Administrator) option in the button bar at the bottom of the
screen.

You may have to click the ... option to see any additional available actions.
Note: The Identify Device (Administrator) option is available only if the device has
been issued.

The Identify Device (Administrator) workflow appears in a MyID Desktop window with
the device already selected. If you have not already done so, insert the device you want
to print; you cannot select a different device within the workflow.

See the Using the Identify Device (Administrator) workflow section in theOperator's
Guide.
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5.24 Importing a range of devices
You can import a range of devices by specifying the format of the serial numbers you want to
import; for example, you may have taken receipt of a box of devices with sequential serial
numbers.

Note: By default, you can import a maximum of 10,000 devices at one time. To change this
limit, in theOperation Settings workflow, on the Import & Export tab, set the Import
Devices Sequential Range Limit option to the number of devices you want to be able to
import at one time.

Alternatively, you can import a manifest file; see section 5.25, Importing devices from a
manifest file.

To import a range of devices:

1. Select the Devices category.

2. Click Import.
The Import Devices screen appears.
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3. Complete the following fields:

• Serial Number Prefix – provide the prefix for the serial number.

• Start Serial Number – provide the first serial number to be imported. This is the
numeric (either decimal or hexadecimal) part of the serial number that changes for
each device.

• End Serial Number – provide the last serial number to be imported.

• Serial Number Suffix – provide the suffix for the serial number.

• Number Base – select whether the serial numbers are in decimal or hexadecimal
format.

• Device Type – select the type of device from the drop-down list.

• Chip Type – optionally, provide the chip type for the device; for example, IDEMIA
ID-One PIV v81.

• Location ID – select the initial location for the devices from the drop-down list.

See section 9,Working with locations.

• Stock Code – select the stock code for the devices.
See section 8.2, Editing inventory lists for details of setting up the list of stock codes.

• Import Label – type a label to be associated with the imported devices. You can use
this in the Available Device Stock search criteria to find these devices; see section
5.26, Viewing imported devices.

4. Click Save.

5.24.1 Example serial number import
If you provide the following:

• Serial Number Prefix – ABC

• Start Serial Number – 100100

• End Serial Number – 100200

• Serial Number Suffix – XYZ

• Number Base – Dec (0-9)

MyID imports the following range of serial numbers:
ABC100100XYZ

ABC100101XYZ

ABC100102XYZ

...

ABC100199XYZ

ABC100200XYZ
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5.25 Importing devices from a manifest file
Important: Before you can import devices from a manifest file, you must customize your
MyID installation with a hook that converts the import file into a format that MyID can use. For
more information, contact Intercede quoting reference SUP-372.

If you are importing a batch of devices with sequential serial numbers, you can specify the
range in the Import Devices screen; see section 5.24, Importing a range of devices. However,
if your devices do not fit into a neatly sequential range, you can import their serial numbers
using a manifest file.

1. Select the Devices category.

2. Click Import.
The Import Devices screen appears.

3. Click File and select the manifest file containing the serial numbers you want to import.

4. Complete the following fields:

• Device Type – select the type of device from the drop-down list.

• Chip Type – optionally, provide the chip type for the device; for example, IDEMIA
ID-One PIV v81.

• Location ID – select the initial location for the devices from the drop-down list.

See section 9,Working with locations.

• Stock Code – select the stock code for the devices.
See section 8.2, Editing inventory lists for details of setting up the list of stock codes.

• Import Label – type a label to be associated with the imported devices. You can use
this in the Available Device Stock search criteria to find these devices; see section
5.26, Viewing imported devices.

5. Click Save.



MyID Operator Client Page 199 of 411

5.26 Viewing imported devices
You can search for imported devices and view their details, including the location, stock code,
import label, and any stock transfers to which they are currently assigned.

To view imported devices:

1. Select the Devices category.

2. From the Reports drop-down list, select the search report you want to use.

• The Devices search provides extensive search options and can return all devices in
your system.

See the Searching for a device section in theMyID Operator Client guide for details.

• The Available Device Stock search provides a list of each device in the system
available for stock transfer; that is, not currently issued and not currently assigned to
a stock transfer. You can use the Import Label, Location, or Stock Code in the
search criteria to search for particular imported devices.

See section 7.3.14, Available Device Stock report.

3. Click Search.
MyID returns a list of devices.

From this list, you can transfer devices; see section 11,Working with stock transfers.

4. Click a record to display the details of the device.

The View Device screen appears.

See the Searching for a device section in theMyID Operator Client guide for details of the
standard information available on this screen.
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The following additional fields are available on the Details tab when you have the
inventory control module installed:

• Location ID – The name of the location where the device is kept.

• Stock Code – The stock code assigned to the device.

• Stock Transfer Name – If the device is currently assigned to a stock transfer, the
name of the transfer appears here.

• Import Label – The label specified when you imported the device.

You can also click Transfer to allocate this single device to a stock transfer; see section
11.4.2, Adding a single device to a stock transfer.

5.26.1 Viewing device import requests
You can also search for device import requests. These requests are excluded from the
standard Requests search.

To view device import requests:

1. Select the Requests category.

2. From the Reports drop-down list, select Device Import Requests.

3. Provide any search criteria,.

See section 7.3.6, Device Import Requests report for details of the search criteria you can
use.

4. Click Search.
MyID returns a list of device import requests.

5. Click a record to display the details of the request.
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5.27 Accepting delivery for a device
If your system is set up for a delivery stage within the device issuance process that allows you
to confirm that the device has been delivered to the applicant, you must mark a device as
delivered before it can be activated. The request job remains at the Awaiting Delivery status
until you have confirmed that the device has been delivered.

5.27.1 Configuring the card delivery process for a delivery stage
To make sure that all card issuances that require activation must go through a delivery stage
before the card can be activated, you must set the Deliver Card Before Activation
configuration option to Yes.

This setting affects all issuances carried out using the MyID system.

To set the option:

1. Open theOperation Settings workflow:

• In MyID Desktop, from the Configuration category, selectOperation Settings.

• In the MyID Operator Client, from theMore category, select Configuration Settings
> Operation Settings.

2. On the Devices tab, set the Deliver Card Before Activation configuration option to Yes.

3. Click Save changes.

5.27.2 Issuing a card that requires a delivery stage
You can issue cards that require a delivery stage either through a bureau or directly through
MyID. You must make sure that the card profile is set up to require activation; you can include
a delivery stage only as a precursor to card activation.

For bureau issuance, when the bureau returns the manifest file, MyID updates the card
request to Completed status, and creates a card activation job with the status Awaiting
Delivery. An operator must then mark the card as delivered before the applicant can
activate the card.

For direct issuance, when the issuer uses MyID to issue the card (optionally including printing
the surface of the card), MyID creates a card activation job with the status Awaiting
Delivery. An operator must then mark the card as delivered before the applicant can
activate the card.

5.27.3 Marking a device as delivered
To mark a device as delivered:

1. Search for a device.

You can use the Awaiting Delivery search report.
See section 5.1, Searching for a device.

You can also view a device from any form that contains a link to the device.

For example:

• Click the item in the list on the DEVICES tab of the View Person form.

• Click the link icon on the Device Serial Number field of the View Request form.
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2. On the View Device screen, click the Accept Delivery option in the button bar at the
bottom of the screen.

Note: You cannot mark a card as delivered if you were the operator who requested the
job, or if the card is intended for you.

You may have to click the ... option to see any additional available actions.
The confirmation dialog appears.

3. Click Confirm to mark the card as delivered.

Note: Unlike in the Deliver Card workflow in MyID Desktop, you work with the device, not the
job. Also, you cannot reject a delivery; if you do not want to accept the delivery, click Cancel
Device on the View Device screen, which cancels both the device and the job.

5.27.4 Marking multiple devices as delivered
If you have several devices to mark as delivered at the same time, you can accept delivery in
a batch instead of accepting them one by one.

To accept multiple device deliveries:

1. Search for the devices you want to accept.

You can use the Awaiting Delivery search report.
See section 5.1, Searching for a device.

2. Use the checkboxes to the left of the devices to select one or more device.
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3. From the Toolsmenu, select Accept Delivery.

The confirmation screen appears.

4. Click Yes to proceed with the delivery, or No to go back to the list of devices.
When you click Yes, the Batch Processing screen appears.

The deliveries are processed. The table shows the status of each delivery:

The delivery succeeded.

The delivery failed. The Message column displays the reason for the failure; for
example, you may not have permissions to accept delivery (you cannot accept
delivery for a device if you requested it, or if the device is for you) or the device
may not be in the correct state to be accepted for delivery.
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5. Click Close.

5.28 Viewing the initial PIN for a device
If you have configured your credential profile to generate an initial PIN for the device using
the EdeficePinGenerator or EdeficePolicyPinGenerator algorithm, MyID can regenerate
the PIN that was used when the device was issued using the same secure method, and
display it on the View Device screen.

As this is sensitive information, the field that displays the initial PIN on the View Device
screen is protected by a special role named View Device Initial PIN. Only operators who have
this role can see the field that contains the initial PIN.

See the PIN generation section of the Administration Guide for details of configuring your
system to generate initial PINs on the MyID server.

5.28.1 Configuring the View Device Initial PIN role
When installing or upgrading MyID, the View Device Initial PIN role is added to your system,
unless it exists already. The role is defined with no access to any operations; it acts as an
additional permission that allows you to view the field that contains the initial PIN for a device
only if you already have access to the View Device screen.

In addition, the role is configured with Smart Card as its only logon method; this means that if
you log on to the MyID Operator Client using any other logon mechanism (for example,
passwords) you cannot see the initial PIN field on the View Device screen. If you want to be
able to view the initial PINs when logging in to MyID using any other method, you must
configure the logon methods for the View Device Initial PIN role; see the Assigning logon
mechanisms section of the Administration Guide for details.
If you delete the View Device Initial PIN role from your system, you can no longer view the
initial PINs on the View Device screen. If you subsequently want to re-enable this feature, you
can create a new role with the same name.

You are recommended to restrict access to this role by allowing only specified roles to assign
it to other operators. To do this, you can set theManaged By option for the role; see the
Controlling the assigning of roles section of the Administration Guide for details.

Administration Guide.pdf
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5.28.2 Viewing the initial PIN on the View Device screen
If the following conditions are met:

• Your user account has the View Device Initial PIN role assigned.

• You have the required permissions to access the View Device screen.

• You have logged on to the MyID Operator Client using a logon mechanism allowed by the
View Device Initial PIN role.

then the Transport PIN field is displayed on the Details tab of the View Device screen.

If the device was issued with a server-generated PIN using the EdeficePinGenerator or
EdeficePolicyPinGenerator algorithm, the PIN is displayed in this field; otherwise, the field
is left blank.
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6 Working with requests
A request is a task in the MyID system that was created by an operator to carry out an action
for a person; for example, to request a new device, or to update an existing device.

The MyID Operator Client allows you to work with requests in the following ways:

• You can create a request for a new device.

See section 4.8, Requesting a device for a person.

• You can create a request for a replacement device.

See section 5.4, Requesting a replacement device.

• You can view requests.

See section 6.1, Searching for a request.

• You can approve a request.

See section 6.2.1, Approving requests.

• You can reject a request.

See section 6.2.2, Rejecting requests.

• You can cancel a request.

See section 6.2.3, Canceling requests.

• You can cancel multiple requests at the same time.

See section 6.2.6, Canceling multiple requests.

• You can collect a request using the Collect Card workflow in MyID Desktop or Collect
My Card in the Self-Service App.
See section 6.3, Collecting a device request.

• You can send a code to a person to allow them to collect a request.

See section 6.4, Sending a collection code.

• You can assign a specific device to a request.

See section 6.5, Assigning a device to a request.

6.1 Searching for a request
To search for a request:

1. Click the Requests category.

2. Select the search to use from the drop-down list.

By default, only the Requests search is available; however, your systemmay have
additional custom requests searches that you use for reporting.

3. Enter some or all of the search criteria for the target of the request:
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• Name (contains) – type some characters from the person's name.

You cannot use wildcards in this field; it automatically uses fuzzy matching.

For example, if you search for Sam, the search results contain records where the Full
Name or Logon Name fields contain the following:

• Sam Smith

• Jane Samson

• Samuel Johnson

• Samantha Samuels

However, as the fuzzy matching searches only the start of the word, the following
would not appear:

• Alice Balsam

If you specify more than one word in this field, the search results contain records that
match all the words. For example, if you search for Sam John, the results include:

• Sam Johnson

• John Samson

• Samantha Johnson

• John Samuels

However, the following do not appear:

• Sam Smith (no match for "John")

• John Smith (no match for "Sam")

• Sam Littlejohn (no match for "John" – it does not occur at the start of a word)

• Group – click the open icon to select the group to which the person belongs.

See section 3.3.8, Selecting a group.

If you want to view requests for people from the groups below the selected group in
the hierarchy, select the Include Subgroups option.

• Credential Profile – from the drop-down list, select the credential profile that was
used in the request.

• Status – from the drop-down list, select the status of the request.

For example, select Awaiting Issue to search for requests for devices that are
available but have not yet been collected.

You can also select the following Additional search criteria:

• Logon – type the logon name of the person.

• Type – from the drop-down list, select the type of request; for example, IssueCard or
CancelCard.

• ID – type the specific internal ID of the request, if you know it. The ID is displayed in
the list of search results and on the View Request form.

• Label – type the label applied to the request.
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• Requested After – select a date. Only requests made after this date are returned.

• Requested Before – select a date. Only requests made before this date are
returned.

• Validated After – select a date. Only requests validated after this date are returned.

• Validated Before – select a date. Only requests validated before this date are
returned.

• Device Type – from the drop-down list, select the manufacturer and model of device;
for example, Oberthur ID-One PIV.

• Device Serial Number – type the serial number of the device.

Select the additional criteria to add them to the search form. Click the close x buttons on
the additional criteria to remove them from the search form.

4. Click SEARCH.
The list of matching results appears.

Records are sorted most recent first; currently, you cannot change the sort order.

5. To carry out actions on multiple requests, select the checkbox to the left of the requests,
then from the Toolsmenu select the batch operation.
From this menu, you can:

• Cancel multiple requests. See section 6.2.6, Canceling multiple requests.

6. To work on a single request, click a record to display the details of the request.

You can view information about the request, including its status, and the dates it was
requested, validated, or actioned.

From this screen, you can:

• Approve, reject, or cancel a request. See section 6.2, Approving, rejecting, and
canceling requests.

• Collect a request. See section 6.3, Collecting a device request.

• Send a collection code for the request. See section 6.4, Sending a collection code.

• Assign a specific device to the request. See section 6.5, Assigning a device to a
request.

• Click the link icon on the Full Name field to view the person's details.

You can also view a request from any form that displays a link to the request.

For example:

• Click the entry in the list of requests in the REQUESTS tab of the View Person form.

• Click the entry in the list of requests in the DEVICE REQUESTS tab of the View Device
form.

• View the screen that appears automatically after you have requested a device.
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6.2 Approving, rejecting, and canceling requests
You can approve, reject, or cancel an outstanding request for a person; for example a
request to issue a device.

Whether or not a request requires approval depends on the Validate Issuance setting in the
credential profile; see theWorking with credential profiles section in the Administration
Guide for details.
To approve or reject a request, you must have permission to validate the credential profile;
see the Constrain credential profile validator section in the Administration Guide for details.
You also cannot be the operator who made the request, or the person who will receive the
requested device.

6.2.1 Approving requests
To approve a request:

1. Search for a request, and view its details.

See section 6.1, Searching for a request.

You can use the alternative Requests for review report to display all requests that are
awaiting validation.

You can also view a request from any form that displays a link to the request.

For example:

• Click the entry in the list of requests in the REQUESTS tab of the View Person form.

• Click the entry in the list of requests in the DEVICE REQUESTS tab of the View
Device form.

• View the screen that appears automatically after you have requested a device.

2. Click the Approve Request option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
If this option is not available, the request does not require validation.

The Approve Request screen appears.

Administration Guide.pdf
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3. Review the details of the request.

If the Change Credential Profile At Approval configuration option (on the Issuance
Processes page of theOperation Settings workflow) is set, you can select a different
credential profile from the drop-down list. You must have the appropriate permission to
request the credential profile, and the target must have the appropriate permission to
receive it.

You can provide any additional Notes to state why you are approving the request.
If the Set expiry date at request option (on the Issuance Processes page of the
Operation Settings workflow) is set, you can set or amend theMaximum Expiry Date
for the request. You can select any date up to theMaximum credential expiry date
specified for the person (see section 4.4.1, Setting the person's status). Note, however,
that you cannot exceed the Lifetime setting for the credential profile; if the request is
made for a credential to expire on a date six months from now, but the credential profile
has a lifetime of 30 days, the device will be issued with a lifetime of 30 days.

The credential profile can override theMaximum credential expiry date set for the
person if the Ignore User Expiry Date option on the credential profile is set.
If maximum expiry date set in the request exceeds theMaximum credential expiry
date set for the person, at approval, if the operator does not have permission to modify
they date (that is, it is not shown on screen) the maximum expiry date for the request is
reset to be the same as the date set for the person. This happens automatically; the
updated date is also recorded in the audit, and the correct date is shown when
subsequently viewing the request. In this scenario, if the operator does have permission
to change the date in the request, the date validation highlights that it needs to be
changed, and the operator cannot proceed until they have amended the date. The
calendar control is constrained to the date set for the person.
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If you do not want to approve the request, click the Close button:

4. To approve the request, click SAVE.

6.2.2 Rejecting requests
To reject a request:

1. Search for a request, and view its details.

See section 6.1, Searching for a request.

You can use the alternative Requests for review report to display all requests that are
awaiting validation.

You can also view a request from any form that displays a link to the request.

For example:

• Click the entry in the list of requests in the REQUESTS tab of the View Person form.

• Click the entry in the list of requests in the DEVICE REQUESTS tab of the View
Device form.

• View the screen that appears automatically after you have requested a device.

2. Click the Reject Request option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
If this option is not available, the request does not require validation. You can still cancel
the request; see section 6.2.3, Canceling requests.

The Reject Request screen appears.
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3. Review the details of the request, and provide any additional Notes to state why you are
rejecting the request.

The Notes are mandatory.
If you do not want to reject the request, click the Close button:

4. To reject the request, click SAVE.

6.2.3 Canceling requests
To cancel a request:

1. Search for a request, and view its details.

See section 6.1, Searching for a request.

You can use the alternative Requests for review report to display all requests that are
awaiting validation.

You can also view a request from any form that displays a link to the request.

For example:

• Click the entry in the list of requests in the REQUESTS tab of the View Person form.

• Click the entry in the list of requests in the DEVICE REQUESTS tab of the View
Device form.

• View the screen that appears automatically after you have requested a device.

2. Click the Cancel Request option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
The Cancel Request screen appears.
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3. Review the details of the request, and provide any additional Notes to state why you are
canceling the request.

The Notes are mandatory.
If you do not want to cancel the request, click the Close button:

4. To cancel the request, click SAVE.

6.2.4 Approving multiple requests
If you have several requests to approve at the same time, you can approve them in a batch
instead of approving them one by one.

To approve multiple requests:

1. Search for the requests you want to approve.

See section 6.1, Searching for a request.

You can use the alternative Requests for review report to display all requests that are
awaiting validation.

2. Use the checkboxes to the left of the requests to select one or more requests.

Note: If you select one request, the process is the same as clicking the Approve
Request option in the button bar at the bottom of the View Request screen; MyID uses
the batch process only if you select more than one request. See section 6.2.1, Approving
requests for details of approving a single request.
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3. From the Toolsmenu, select Approve Request.

The Approve Request screen appears.

If the Change Credential Profile At Approval configuration option (on the Issuance
Processes page of theOperation Settings workflow) is set, you can select a different
credential profile from the drop-down list.

Note: The list of credential profiles is constrained by the roles of the operator, not the
potential recipients; this means that you can attempt to approve requests for devices
using credential profiles that are not available to an individual recipient. If a credential
profile is not available for a recipient, the request approval fails at the batch processing
stage; however, the requests for other recipients who do have permission to receive the
credential profile succeed.
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If the Set expiry date at request option (on the Issuance Processes page of the
Operation Settings workflow) is set, you can set or amend theMaximum Expiry Date
for the request; see section 6.2.1, Approving requests.

4. Provide any additional Notes to state why you are approving the requests.
The Notes are optional.
If you do not want to approve the requests, click the Close button:

5. Click Save.
The confirmation screen appears.
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6. Click Yes to proceed with the batch approval, or No to go back to the Approve Request
screen.

When you click Yes, the Batch Processing screen appears.

The request approvals are processed. The table shows the status of each request:

The approval succeeded.

The approval failed. The Message column displays the reason for the failure;
for example, you may have attempted to approve a request that was already in
a Completed, Canceled, or Failed state.

7. Click Close.

6.2.5 Rejecting multiple requests
If you have several requests to reject at the same time, you can reject them in a batch instead
of rejecting them one by one.

To reject multiple requests:

1. Search for the requests you want to reject.

See section 6.1, Searching for a request.

You can use the alternative Requests for review report to display all requests that are
awaiting validation.

2. Use the checkboxes to the left of the requests to select one or more requests.

Note: If you select one request, the process is the same as clicking the Reject Request
option in the button bar at the bottom of the View Request screen; MyID uses the batch
process only if you select more than one request. See section 6.2.2, Rejecting requests
for details of rejecting a single request.
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3. From the Toolsmenu, select Reject Request.

The Reject Request screen appears.

4. Provide any additional Notes to state why you are rejecting the requests.
The Notes are mandatory.
If you do not want to reject the requests, click the Close button:
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5. Click Save.
The confirmation screen appears.

6. Click Yes to proceed with the batch rejection, or No to go back to the Reject Request
screen.

When you click Yes, the Batch Processing screen appears.

The request rejections are processed. The table shows the status of each request:

The rejection succeeded.

The rejection failed. The Message column displays the reason for the failure;
for example, you may have attempted to reject a request that was already in a
Completed, Canceled, or Failed state.

7. Click Close.
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6.2.6 Canceling multiple requests
If you have several requests to cancel at the same time, you can cancel them in a batch
instead of canceling them one by one.

To cancel multiple requests:

1. Search for the requests you want to cancel.

See section 6.1, Searching for a request.

You can use the alternative Requests for review report to display all requests that are
awaiting validation.

2. Use the checkboxes to the left of the requests to select one or more requests.

Note: If you select one request, the process is the same as clicking the Cancel Request
option in the button bar at the bottom of the View Request screen; MyID uses the batch
process only if you select more than one request. See section 6.2.3, Canceling requests
for details of canceling a single request.

3. From the Toolsmenu, select Cancel Request.

The Cancel Request screen appears.
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4. Provide any additional Notes to state why you are canceling the requests.
The Notes are mandatory.
If you do not want to cancel the requests, click the Close button:

5. Click Save.
The confirmation screen appears.

6. Click Yes to proceed with the batch cancellation, or No to go back to the Cancel Request
screen.

When you click Yes, the Batch Processing screen appears.

The request cancellations are processed. The table shows the status of each request:

The cancellation succeeded.



MyID Operator Client Page 221 of 411

The cancellation failed. The Message column displays the reason for the
failure; for example, you may have attempted to cancel a request that was
already in a Completed, Canceled, or Failed state.

7. Click Close.

6.3 Collecting a device request
From the View Request screen, you can launch the Collect Card workflow in MyID Desktop
to collect a request for a device, or the Collect My Card feature in the MyID Self-Service App
to collect a request for a device for yourself. You can also launch the MyID Client Service to
collect a soft certificate request.

For more information about using MyID Desktop and Self-Service App workflows from within
the MyID Operator Client, see section 3.3.2, Launching MyID Desktop or Self-Service App
workflows.

To collect a device request:

1. Search for a request, and view its details.

See section 6.1, Searching for a request.

You can also view a request from any form that displays a link to the request.

For example:

• Click the entry in the list of requests in the REQUESTS tab of the View Person form.

• Click the entry in the list of requests in the DEVICE REQUESTS tab of the View
Device form.

• View the screen that appears automatically after you have requested a device.

2. Click the Collect option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
If this option is not available, the request cannot be collected; for example, it may require
validation.

• If the request is for another person:

The Collect Card workflow appears in a MyID Desktop window with the request
already selected.

See the Collecting a card section in theOperator's Guide.

• If the request is for yourself:

The Collect My Card feature appears in a Self-Service App window with the request
already selected.

See the Self-Service App features section in the Self-Service App guide.

• If the request is for a soft certificate:

The Collect Soft Certificates screen appears, which allows you to download the
certificates and print a transport document.

See section 14.1, Collecting a soft certificate.

Operator's Guide.pdf
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6.4 Sending a collection code
If the credential profile for a device has been set up with Issuance Settings > Generate
Code on Request set to Simple Logon Code or Complex Logon Code, when the device
is requested, MyID sends an email message with a single-use code that the person can use
to log on to MyID for the single purpose of collecting their device.

If necessary (for example, if the original code has expired) you can use the Send Auth Code
feature on the View Request screen of the MyID Operator Client to send another code to the
person; you can choose to send the code in an email or in an SMS text message to their cell
phone.

Alternatively you can allow an operator to view a job collection code on their screen, which
they can then read out over the phone or paste into a secure chat channel to allow the person
to collect their device.

When you send a code, it replaces any previously-issued code.

You can send a code even if the credential profile has not been set up to send a code
automatically on issuance (Issuance Settings > Generate Code on Request set to None);
for example, you can create a request for a device, then when the cardholder contacts the
helpline to indicate they are ready to collect their device, you can issue a short lifetime code
for immediate use.

For information about configuring MyID and using these codes, see the Setting up logon
codes and Using logon codes sections of the Administration Guide.

Administration Guide.pdf
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6.4.1 Sending a collection code by email or SMS
To request a collection code:

1. Search for a request, and view its details.

See section 6.1, Searching for a request.

You can also view a request from any form that displays a link to the request.

For example:

• Click the entry in the list of requests in the REQUESTS tab of the View Person form.

• Click the entry in the list of requests in the DEVICE REQUESTS tab of the View
Device form.

• View the screen that appears automatically after you have requested a device.

2. Click the Send Auth Code option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
If this option is not available, the request is not suitable to be collected using a code; for
example, it may be already collected, require activation, or be a bureau request. You can
send codes for contact cards, soft certificate packages, Windows Hello, or Microsoft
VSCs. You must also make sure that you have the Send Auth Code for Job Collection
option selected for your role in the Edit Roles workflow.
The Send Collection Code screen appears:

3. Type any Notes you want to store in the audit trail about the operation.
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4. From the Delivery Mechanism drop-down list, select how you want to send the code.

You can choose from:

• Collection Code Email – sends the code as an email to the person's configured
email address. This option is available if the Job Collection Auth Code Email
template is enabled in the Email Templates workflow.

• Collection Code SMS – sends the code as a text message to the person's
configured cell phone number. This option is available if the Job Collection Auth
Code SMS template is enabled in the Email Templates workflow.

Note: The complexity of the code is determined by theGenerate Code on Request
setting in the credential profile, or if the credential profile does not contain a complexity
setting, by the Auth Code Complexity configuration option.

5. From the Lifetime drop-down list, select how long you want the code to be valid.

The options here are determined by the values saved in the Auth Code Lifetime for
Immediate Use and Logon Code Lifetime configuration options; by default, the options
are:

• Expires 30 days from request – based on the default Logon Code Lifetime
setting of 720 hours.

• Expires 2 minutes from request – based on the default Auth Code Lifetime for
Immediate Use setting of 120 seconds.

6. Click Save.
MyID sends the code to the person, who can then use it to collect their device. See the
Using logon codes section of the Administration Guide for details of collecting devices
using codes In the Self-Service Kiosk, the Self-Service App, and MyID Desktop.

Administration Guide.pdf
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6.4.2 Viewing a collection code on screen
To view a collection code:

1. Search for a request, and view its details.

See section 6.1, Searching for a request.

You can also view a request from any form that displays a link to the request.

For example:

• Click the entry in the list of requests in the REQUESTS tab of the View Person form.

• Click the entry in the list of requests in the DEVICE REQUESTS tab of the View
Device form.

• View the screen that appears automatically after you have requested a device.

2. Click the View Auth Code option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
If this option is not available, the request is not suitable to be collected using a code; for
example, it may be already collected, require activation, or be a bureau request. You can
send codes for contact cards, soft certificate packages, Windows Hello, or Microsoft
VSCs. You must also make sure that you have the View Auth Code for Job Collection
option selected for your role in the Edit Roles workflow.
The View Collection Code screen appears:

3. Type any Notes you want to store in the audit trail about the operation.
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4. From the Lifetime drop-down list, select how long you want the code to be valid.

The options here are determined by the values saved in the Auth Code Lifetime for
Immediate Use and Logon Code Lifetime configuration options; by default, the options
are:

• Expires 30 days from request – based on the default Logon Code Lifetime
setting of 720 hours.

• Expires 2 minutes from request – based on the default Auth Code Lifetime for
Immediate Use setting of 120 seconds.

Note: The complexity of the code is determined by theGenerate Code on Request
setting in the credential profile, or if the credential profile does not contain a complexity
setting, by the Auth Code Complexity configuration option.

5. Click Save.
MyID displays the collection code on screen. You can now provide this to the person who
needs to collect their device; for example, you can read the code out over the phone, or
send it by a secure chat channel.

The person can then use it to collect their device. See the Using logon codes section of
the Administration Guide for details of collecting devices using codes In the Self-
Service Kiosk, the Self-Service App, and MyID Desktop.

Administration Guide.pdf
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6.5 Assigning a device to a request
You can assign a specific device to an issuance or replacement issuance request. This
ensures that the request can be collected using the specified device only.

You can insert the device to assign it to the request, or you can search for the device from the
list of devices already known to MyID.

If you no longer want to associate a specific device with a request, you can unassign it.

The device you select must be suitable for collection; it cannot be at a status of Lost or
Disposed, and it must be of the correct type (for example, Contact Chip or Contactless) for
the credential profile. You can assign devices that have already been assigned only if the
Unrestricted Cancellation option is set in the credential profile; in this case, when you
assign the device to the current request, any previous request that had the same device
assigned is canceled. Similarly, if the device has already been issued, when you assign the
device to the current request, the previously-issued device is canceled.

You can restrict MyID to assign only devices that are known to MyID; that is, they have
previously been issued in MyID or had their serial numbers imported. In the credential profile,
set theOnly Issue to Known Serial Numbers option. This affects only assigning devices
directly; when you search for a device to assign, MyID returns only those devices already in
its database anyway. See the Importing serial numbers section in the Administration Guide
for more information.

Administration Guide.pdf
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6.5.1 Assigning a device directly
You can assign a device to a request by inserting the device.

To assign a device directly:

1. Search for a request, and view its details.

See section 6.1, Searching for a request.

You can also view a request from any form that displays a link to the request.

For example:

• Click the entry in the list of requests in the REQUESTS tab of the View Person form.

• Click the entry in the list of requests in the DEVICE REQUESTS tab of the View
Device form.

• View the screen that appears automatically after you have requested a device.

2. Click the Assign Device (Connect) option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
If this option is not available, the request cannot have a device assigned; for example, it
may already have a device assigned.

The Select Security Device dialog appears.

3. Select the device you want to assign.

The device is assigned to the request, and its serial number appears in the Device Serial
Number field on the View Request screen. You can now collect the request only using
the specified device.
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6.5.2 Searching for a device to assign
Instead of inserting a device to be assigned to a request, you can search for a device that is
already known to MyID. To enable this option, you must set the following configuration option:

• Allow card serial number to be entered during Request Card workflow – on the
Devices page of theOperation Settings workflow.

To search for a device to assign:

1. Search for a request, and view its details.

See section 6.1, Searching for a request.

You can also view a request from any form that displays a link to the request.

For example:

• Click the entry in the list of requests in the REQUESTS tab of the View Person form.

• Click the entry in the list of requests in the DEVICE REQUESTS tab of the View
Device form.

• View the screen that appears automatically after you have requested a device.

2. Click the Assign Device (Search) option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
If this option is not available, the request cannot have a device assigned; for example, it
may already have a device assigned.

The device search form appears:

3. Provide your search criteria:

• Serial Number – Type the serial number for the device you want to assign.
You can use wildcards in this field; use * to indicate multiple characters or ? to
indicate a single character.

• Device Type – Select the type of device from the drop-down list.

• PROX Serial Number – Type the PROX serial number for the device.
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• Assigned – Select No from the drop-down list to restrict the results to devices that
are not already assigned.

4. Click Search.
The list of available devices appears.

5. Select the device from the list, then click SELECT.
The device is assigned to the request, and its serial number appears in the Device Serial
Number field on the View Request screen. You can now collect the request only using
the specified device.



MyID Operator Client Page 231 of 411

6.5.3 Unassigning a device
If you no longer want to associate a device with a request, you can unassign the device.

To unassign a device:

1. Search for a request, and view its details.

See section 6.1, Searching for a request.

You can also view a request from any form that displays a link to the request.

For example:

• Click the entry in the list of requests in the REQUESTS tab of the View Person form.

• Click the entry in the list of requests in the DEVICE REQUESTS tab of the View
Device form.

• View the screen that appears automatically after you have requested a device.

2. Click the Unassign Device option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
If this option is not available, the request cannot have a device assigned; for example, it
may already have a device assigned.

The confirmation dialog appears.

3. Click CONFIRM.
The device is no longer associated with the request. You can now assign a different
device, or collect the request without restrictions on the particular device to use.

6.5.4 Auditing for device assignment
The underlying mechanism for assigning a device to a request is the same whether you
search for a device or insert a device. Accordingly, all audit entries for assigning a device
(whether through search or directly) use the same operation name "Assign Device
(Connect)" in the Audit Reporting workflow.
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7 Working with reports
The MyID Operator Client provides a series of reports that you can use to interrogate the data
held in your MyID system. Some reports act as search options for the main categories; for
example, the Devices, Assigned Devices, and Unassigned Devices reports each provide a
different way of searching for a device in the Devices category; you can click on the report to
open the View Device screen for that device. Other reports are simple lists of information
from the MyID database; for example, the Unrestricted Audit Report provides a list of audit
entries.

You can download the results of a report as a CSV (comma separated value) file that you can
import into a spreadsheet for further sorting and analysis.

The MyID Operator Client allows you to work with reports in the following ways:

• You can control who has access to individual reports.

See section 7.1,Granting access to reports.

• You can run reports and download results.

See section 7.2, Running reports.

• You can view the details of each report.

See section 7.3, Available reports.
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7.1 Granting access to reports
The main category reports are used as the default search options for each category; if you
have access to that category, you have access to the report:

• People

• Devices

• Requests

The Assign Device Search report is available if you have access to the Assign Device
feature, which is controlled by the Assign Card option in the Edit Roles workflow.
All other reports are controlled through the Reports category within the Edit Roles workflow.

In addition, access to the Download results feature is controlled by the Download Reports
option.

See the Roles section in the Administration Guide for details of using the Edit Roles
workflow.

Administration Guide.pdf
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7.2 Running reports
To run a report:

1. Click the Reports category.

2. From the drop-down list, select the report you want to run.

See section 7.3, Available reports for information on each report, including details of what
search criteria are available, what results are returned, the limit on the number of records
returned.

3. Complete the search criteria.

4. Click SEARCH.
The results are displayed. If the report allows it, you can click on a row to display the
details of that item; for example, you can click on a record in the Unassigned Devices
report to open the View Device screen for that device.

Click the Download results button to download all results (up to the data limit, not
restricted by what is currently on screen) to a CSV file in your browser's configured
download folder:

Access to the Download results feature is controlled by the Download Reports option
in the Reports section of the Edit Roles workflow.
There is a default limit of 20,000 results for downloaded reports. Systems that have been
customized with Project Designer may have different limits.

Note: You cannot download the results of an LDAP directory search.

7.2.1 Paging of results
Search results are displayed in pages. Scroll to retrieve the next page of results
automatically. The number of displayed results is shown at the top of the form.

If more results are available, the text (scroll for more) appears; for example:
2008 results - 50 displayed (scroll for more) - 0 selected

2008 results - 2008 displayed - 0 selected

Note: LDAP searches have a default limit of 1000 items; for example:
250 displayed (scroll for more) - 0 selected

1000 displayed - 0 selected
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7.2.2 Running reports through the MyID Core API
Instead of running reports through the MyID Operator Client, you can run the reports through
the reportsmethod of the MyID Core API.

To run the report through the API, you need the ID of the report, and the parameters used for
the search criteria. These are listed along with the details of each report in this document.

For example, if you want to call the Available Device Stock report for a particular stock code
and location, you need the ID of the report and the parameters used for stock code and
location. In this case, the ID is 290009, and the parameters are stockCode and
location.name.

For example:
https://myserver/rest.core/api/reports/290009?stockCode=Card&location.name

=Headquarters

To run the report with no search parameters, use the q=* parameter; for example:
https://myserver/rest.core/api/reports/290009?q=*

Results are returned in JSON format, and are paged as they are when running reports within
the MyID Operator Client. The JSON results provides a link you can use to obtain the next
page of results, if necessary; for example:

{
"op":"nextPage",
"cat":"page",
"desc":"Next Page of Results",
"verb":"GET",
"href":"reports/290009?stockCode=Card&location.name=Headquarters&page=2"

},            

To obtain a count of the total number of records, use the count endpoint for the report; for
example:
https://myserver/rest.core/api/reports/290009/count?q=*

This returns a count of the total number of records, and indicates whether this total has
reached the report data limit (by default, 20,000 records). For example:

{
"recordCount":9520,
"maxReached":false

}

See the Server-to-server authentication and End-user authentication sections in theMyID
Core API guide for details of authenticating to the API and calling its methods.

MyID Core API.pdf
MyID Core API.pdf
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7.3 Available reports
This section lists the available reports. Some reports are associated with particular
categories, and are available in both their own category and the Reports category, while
other reports are available only in the Reports category.

See:

• section 7.3.1, People report.

• section 7.3.2, Requests report.

• section 7.3.3, Locations report.

• section 7.3.4, Stock Limits report.

• section 7.3.5, Assigned Devices report.

• section 7.3.6, Device Import Requests report.

• section 7.3.7, Unrestricted Audit Report.

• section 7.3.8, Requests for review report.

• section 7.3.9, Print PIN Mailer report.

• section 7.3.10, Reprint PIN Mailer report.

• section 7.3.11,Mobile Devices report.

• section 7.3.12, Archived Requests report.

• section 7.3.13, Unassigned Devices report.

• section 7.3.14, Available Device Stock report.

• section 7.3.15, All Requests report.

• section 7.3.16, Assign Device Search report.

• section 7.3.17, Devices report.

• section 7.3.18, Awaiting Delivery report.

• section 7.3.19, People with Biometrics report.

• section 7.3.20, People Without Biometrics report.

• section 7.3.21, Certificates report.

• section 7.3.22, Stock Transfers report.

• section 7.3.23, Stock Per Location report.

• section 7.3.24, Additional Identities (AID) report.

• section 7.3.25, Device Disposal report.

• section 7.3.27, Assigned Devices by Group report.
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7.3.1 People report
This is the default search for the People category. It returns all people that match the search
criteria.

This report is available automatically if you have access to the People category.

7.3.1.1 Search criteria
You can use the following search criteria:

Field Description
Name (contains) Type some characters from the person's name.

You cannot use wildcards in this field; it automatically
uses fuzzy matching.

Group Select the group to which the person belongs.
Logon Type the person's logon name. You can use wildcards.
Employee ID Type the person's employee ID. You can use wildcards.
Email Type the person's email address. You can use wildcards.
User Data Approved Select whether the person has their User Data

Approved flag set.
For more information on this option, see the Identity
checks section in the Administration Guide.

Note:When searching a directory, you can use only the Logon andGroup fields.
You can also select the following Additional search criteria:

Field Description
First Name Type the person's first name. You can use wildcards.
Last Name Type the person's last name. You can use wildcards.

When searching a directory, this field is labeled
Surname.

Affiliation Select the person's affiliation.
Agency Association Select the person's association.
Department Type the person's department. You can use wildcards.
Agency Type the person's agency. You can use wildcards.
Position Type the person's position. You can use wildcards.
Rank Select the person's rank.
Emergency Role Select the person's emergency role.
Sponsor Name Type the person's sponsor's name. You can use

wildcards.
Sponsor Position Type the person's sponsor's position You can use

wildcards.
Sponsor Agency Type the person's sponsor's agency. You can use

wildcards.

Administration Guide.pdf
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Field Description
Application ID Type the person's application ID, which appears on the

Application tab of the View Person screen. You can use
wildcards.

Role Select the person's role from the drop-down list.
SAM Account Name Type the person's SAM Account Name, which appears

on the Account tab of the View Person screen. You can
use wildcards.

User Principal Name Type the person's User Principal Name, which appears
on the Account tab of the View Person screen. You can
use wildcards.

User SID Present Whether the person has a User Security Identifier.

See the Including user security identifiers in certificates
section in the Administration Guide for details.

Enabled Whether the person's account is enabled.

Note:When searching a directory, you can use only the First Name and Surname fields.

7.3.1.2 Report fields
The report contains the following fields:

Field Description
Logon The person's logon name.
First Name The person's first name.
Last Name The person's last name.

When searching a directory, this field is labeled
Surname.

Group The group to which the person belongs.
Enabled Whether the person's account is enabled.

You can click on an item in the list of results to open the View Person screen.

7.3.1.3 Data limit
When searching an LDAP, the report has a default limit of 1000 items; see section 7.2.1,
Paging of results.

7.3.1.4 Further information
See section 4.1, Searching for a person for more information.

Administration Guide.pdf
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7.3.2 Requests report
This is the default search for the Requests category. It returns all live requests, and excludes
any archived requests.

This report is available automatically if you have access to the Requests category.

7.3.2.1 Search criteria
You can use the following search criteria:

Field Description
Group Select the group to which the person belongs.
Credential Profile From the drop-down list, select the credential profile that

was used in the request.
Name (contains) Type some characters from the person's name.
Status From the drop-down list, select the status of the request.

For example, select Awaiting Issue to search for
requests for devices that are available but have not yet
been collected.

You can also select the following Additional search criteria:

Field Description
Logon Type the logon name of the person.
Type From the drop-down list, select the type of request; for

example, Issue card task or Cancel card task.
Device Category From the drop-down list, select the category of device; for

example, Card.
See section 5.3,Working with device categories for more
information.

ID Type the specific internal ID of the request, if you know it.
The ID is displayed in the list of search results and on the
View Request form.

Label Type the label applied to the request.
Requested After Select a date. Only requests made after this date are

returned.
Requested Before Select a date. Only requests made before this date are

returned.
Validated After Select a date. Only requests validated after this date are

returned.
Validated Before Select a date. Only requests validated before this date

are returned.
Device Type From the drop-down list, select the manufacturer and

model of device; for example, Oberthur ID-One PIV.
Device Serial Number Type the serial number for the associated device. You

can use wildcards.
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7.3.2.2 Report fields
The report contains the following fields:

Field Description
ID The internal ID of the job.
Full Name The full name of the person for whom the request was

made.
Type The type of request; for example, Issue card task or

Apply update.
Credential Profile The credential profile associated with the request.
Status The status of the request; for example, Awaiting

Validation or Completed.
Request Date The date the request was made.
Label The label applied to the request, if any.

You can click on an item in the list of results to open the View Request screen.

7.3.2.3 Further information
See section 6.1, Searching for a request for more information.
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7.3.3 Locations report
The Locations report provides a list of each location in the system.

This report is available in the Reports category, and is the primary search in the Locations
category.

7.3.3.1 Search criteria
You can use the following search criteria:

Field Description
Name Type the name of the location. You can use wildcards.
Enabled Select the enabled status of the location from the drop-

down list.
Kind Select the kind of location from the drop-down list.

7.3.3.2 Report fields
The report contains the following fields:

Field Description
Name The name of the location.
Enabled Whether the location is enabled.
Kind The kind of location.

You can click on an item in the list of results to open the View Location screen.

7.3.3.3 Running the report through the API
The Locations report has the report ID 100702, and has the following search parameters:

Parameter Field
name Name
enabled Enabled
kind Kind

See section 7.2.2, Running reports through the MyID Core API for more details of running
reports through the MyID Core API.

7.3.3.4 Further information
See section 9,Working with locations for more information.
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7.3.4 Stock Limits report
The Stock Limits report provides a list of the limits set up for stock for each location and stock
type.

This report is available in the Reports category, and is the primary search in the Stock
Limits category.

7.3.4.1 Search criteria
You can use the following search criteria:

Field Description
Location Name Type the location for the stock limit. You can use

wildcards.
Stock Code Type the stock code for the devices. You can use

wildcards.

7.3.4.2 Report fields
The report contains the following fields:

Field Description
Location Name The location specified for the stock limit.
Stock Code The stock code specified for the stock limit.
Minimum Quantity The minimum number of devices with the specified stock

code at the specified location.
Reorder Quantity The number of devices to reorder when the available

stock drops below the minimum quantity.

You can click on an item in the list of results to open the View Stock Limit screen.

7.3.4.3 Running the report through the API
The Stock Limits report has the report ID 100802, and has the following search parameters:

Parameter Field
LocationName Location Name
stockCode Stock Code

See section 7.2.2, Running reports through the MyID Core API for more details of running
reports through the MyID Core API.

7.3.4.4 Further information
See section 10,Working with stock limits for more information.



MyID Operator Client Page 243 of 411

7.3.5 Assigned Devices report
This search is an alternative search for the Devices category that returns only assigned
devices in the MyID database. Unassigned devices are excluded.

This report is available only if you have been granted access. See section 7.1,Granting
access to reports for details.

7.3.5.1 Search criteria
You can use the following search criteria:

Field Description
Owner Name (contains) Type part of the device owner's name. You do not have to

use wildcards; the search will match any part of the text
you enter with the device owner's name.

Group Select the group to which the device owner belongs.
Credential Profile Select the credential profile that was used to issue the

device from the drop-down list.
Device Type Select the type of device from the drop-down list.
Process Status Select the status of the device from the drop-down list; for

example, Active or Erased.
Enabled Select whether or not the device is enabled from the

drop-down list.
Serial Number Type the serial number for the device. You can use

wildcards.
Expires After Select the date after which the device will expire.
Expires Before Select the date before which the device will expire.

You can also select the following Additional search criteria:

Field Description
Valid After Select the date after which the device became valid.
Valid Before Select the date before which the device became valid.
Chip Type the chip type for the device; for example, Oberthur

ID-One PIV. You can use wildcards.
Device Category From the drop-down list, select the category of device; for

example, Card.
See section 5.3,Working with device categories for more
information.

7.3.5.2 Report fields
The report contains the following fields:

Field Description
Owner The person who owns the device.
Credential Profile The credential profile used to issue the device.
Device Type The type of the device.
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Field Description
Process Status The status of the device; for example, Active or

PendingActivation.
Valid From The validity start date.
Expires The date the device expires.
Enabled Whether or not the device is currently enabled.
Serial Number The serial number of the device.

You can click on an item in the list of results to open the View Device screen.

7.3.5.3 Further information
See section 5.1, Searching for a device for more information.
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7.3.6 Device Import Requests report
The Device Import Requests report provides a list of device import requests.

This report is available in the Reports category, and as an alternative search in the
Requests category.

7.3.6.1 Search criteria
You can use the following search criteria:

Field Description
Status Select the status of the request from the drop-down list.
Label Type the label you specified when importing the devices.

You can use wildcards.
Requested After Select a start date for the range of dates you want to

view.
Requested Before Select an end date for the range of dates you want to

view.
Initiator Type the logon name for the operator who initiated the

import. You can use wildcards.

You can also select the following Additional search criteria:

Field Description
ID The unique numeric ID of the request.

7.3.6.2 Report fields
The report contains the following fields:

Field Description
ID The unique numeric ID of the request.
Initiator The logon name for the operator who initiated the import.
Status The status of the request.
Request Date The date the import was requested.
Label The label provided when importing the devices.

You can click on an item in the list of results to open the View Request screen.
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7.3.6.3 Running the report through the API
The Available Device Stock report has the report ID 290014, and has the following search
parameters:

Parameter Field
status Status
label Label
initiatedAfter Requested After
initiatedBefore Requested Before
initiator Initiator
number ID

See section 7.2.2, Running reports through the MyID Core API for more details of running
reports through the MyID Core API.

7.3.6.4 Further information
See section 5.26.1, Viewing device import requests for more information.
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7.3.7 Unrestricted Audit Report
This report is available in the Reports category, and provides a list of all audit actions stored
in the MyID audit trail. No scope is enforced; you can view a list of the actions carried out by
all operators for all target people.

This report is available only if you have been granted access. See section 7.1,Granting
access to reports for details.

7.3.7.1 Search criteria
You can use the following search criteria:

Field Description
After Select a date. Only audited actions after this date are

returned.
Before Select a date. Only audited actions before this date are

returned.
Operation Select the MyID operation from the drop-down list.
Operator (Logon Name) Type the name of the operator who carried out the action.

You can use wildcards.
Person (Logon Name) Type the name of the person who was the target of the

action. You can use wildcards.
Audit Status Select the status of the audit; for example, you can

search for only failures.
Audit Type Select the type of audit; for example, Audit, Error, or

Trace.

By default, the report displays all types of audit. As Trace
entries are listed on the Audit Trace tab of the View
Audit screen for their parent Audit entry, you are
recommended to select Audit in the Audit Type search
criterion, and drill down into the detailed traces from the
View Audit screen as required.

Audit ID Type the ID of the audit entry. You can use wildcards.

You can also select the following Additional search criteria:

Field Description
Client Identifier The client identifier may have been captured for the

operator, depending on your system configuration. You
can use wildcards.

See the Logging the client IP address and identifier
section in the Administration Guide for details.

IP Address The IP address (like the client identifier) may have been
captured for the operator, depending on your system
configuration. You can use wildcards.

7.3.7.2 Report fields
The report contains the following fields:

Administration Guide.pdf
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Field Description
Timestamp The date and time of the action.
Operation The MyID operation that was carried out.
Operator The logon name of the operator who carried out the

action.
Person The logon name of the person who was the target of the

action.
Message The message stored in the audit trail for the action.
Audit Status The status of the action; for example, Success or Failure.
Audit Type The type of audit; for example, Audit, Error, or Trace.

If you have role permissions to the View Full Audit feature, you can click on an entry in the
report to display the View Audit screen. See section 15.1, Viewing audit details for more
information.

7.3.7.3 Further information
See section 15,Working with the audit trail and the The audit trail section in the
Administration Guide.

Administration Guide.pdf
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7.3.8 Requests for review report
The Requests for review report provides a list of requests that are awaiting validation.

This report is available in the Reports category, and as an alternative search in the
Requests category.

7.3.8.1 Search criteria
You can use the following search criteria:

Field Description
Name (contains) Type some characters from the person's name.
Group Select the group to which the person belongs.
Credential Profile From the drop-down list, select the credential profile that

was used in the request.

You can also select the following Additional search criteria:

Field Description
Logon Type the logon name of the person.
Type From the drop-down list, select the type of request; for

example, IssueCard or CancelCard.
ID Type the specific internal ID of the request, if you know it.

The ID is displayed in the list of search results and on the
View Request form.

Label Type the label applied to the request.
Requested After Select a date. Only requests made after this date are

returned.
Requested Before Select a date. Only requests made before this date are

returned.
Device Type From the drop-down list, select the manufacturer and

model of device; for example, Oberthur ID-One PIV.
Device Serial Number Type the serial number of the device.

7.3.8.2 Report fields
The report contains the following fields:

Field Description
ID The internal ID of the job.
Full Name The full name of the person for whom the request was

made.
Type The type of request; for example, Issue card task or

Apply update.
Credential Profile The credential profile associated with the request.
Status The status of the request; for example, Awaiting

Validation or Completed.
Request Date The date the request was made.
Label The label applied to the request, if any.
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You can click on an item in the list of results to open the View Request screen.

7.3.8.3 Further information
See section 6.2, Approving, rejecting, and canceling requests for more information.

7.3.9 Print PIN Mailer report
The Print PIN Mailer report provides a list of all requests for PIN mailer documents that have
not yet been printed. These requests are created when you collect a request for a soft
certificate package. You can use this report to print PIN mailer documents individually or as a
batch.

Once a PIN mailer document has been printed for a soft certificate package, you cannot use
the Print PIN Mailer Document option again; reprinting PIN mailers is restricted to operators
who have permissions to the Reprint PIN Mailer Document option.
This report is available in the Reports category, and as an alternative search in the
Requests category.

7.3.9.1 Search criteria
You can use the following search criteria:

Field Description
Name (contains) Type some characters from the person's name.
Group Select the group to which the person belongs.
Credential Profile From the drop-down list, select the credential profile that

was used in the request.
Requested After Select a date. Only requests made after this date are

returned.
Requested Before Select a date. Only requests made before this date are

returned.
Device Serial Number Type the serial number of the device.

7.3.9.2 Report fields
The report contains the following fields:

Field Description
ID The internal ID of the job.
Full Name The full name of the person for whom the request was

made.
Credential Profile The credential profile associated with the request.
Status The status of the request; for example, Created.
Request Date The date the request was made.
Serial Number The serial number of the device.

You can click on an item in the list of results to open the View Request screen, from which
you can select the Print Mailer Document option; alternatively, you can select multiple items
from the list, then from the Toolsmenu select Print Mailer Document to print a batch of PIN
documents.
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7.3.9.3 Further information
See section 14.2, Printing mailing documents for a soft certificate package for more
information.

7.3.10 Reprint PIN Mailer report
The Reprint PIN Mailer report provides a list of all requests for PIN mailer documents,
whether or not they have already been printed. These requests are created when you collect
a request for a soft certificate package. You can use this report to reprint PIN mailer
documents individually or as a batch.

Once a PIN mailer document has been printed for a soft certificate package, you cannot use
the Print PIN Mailer Document option again; reprinting PIN mailers is restricted to operators
who have permissions to the Reprint PIN Mailer Document option.
This report is available in the Reports category, and as an alternative search in the
Requests category.

7.3.10.1 Search criteria
You can use the following search criteria:

Field Description
Name (contains) Type some characters from the person's name.
Group Select the group to which the person belongs.
Credential Profile From the drop-down list, select the credential profile that

was used in the request.
Requested After Select a date. Only requests made after this date are

returned.
Requested Before Select a date. Only requests made before this date are

returned.
Status The status of the request; for example, Created (for new

PIN mailer request) or Completed (for PIN mailer
requests that have already been printed, and can be
reprinted only using the Reprint PIN Mailer Document
option).

Device Serial Number Type the serial number of the device.

7.3.10.2 Report fields
The report contains the following fields:

Field Description
ID The internal ID of the job.
Full Name The full name of the person for whom the request was

made.
Credential Profile The credential profile associated with the request.
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Field Description
Status The status of the request; for example, Created or

Completed.
Request Date The date the request was made.
Serial Number The serial number of the device.

You can click on an item in the list of results to open the View Request screen, from which
you can select the Reprint Mailer Document option; alternatively, you can select multiple
items from the list, then from the Toolsmenu select Reprint Mailer Document to reprint a
batch of PIN documents.

7.3.10.3 Further information
See section 14.2, Printing mailing documents for a soft certificate package for more
information.
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7.3.11 Mobile Devices report
This search is an alternative search for the Devices category that returns details of issued
mobile devices.

This report is available only if you have been granted access. See section 7.1,Granting
access to reports for details.

7.3.11.1 Search criteria
You can use the following search criteria:

Field Description
Owner Name Type part of the device owner's name. You do not have to

use wildcards; the search will match any part of the text
you enter with the device owner's name.

Group Select the group to which the device owner belongs.
Credential Profile Select the credential profile that was used to issue the

device from the drop-down list.
Process Status Select the status of the mobile device element that holds

the certificates. from the drop-down list; for example,
Active or Erased.

Enabled Select whether or not the mobile device element is
enabled from the drop-down list.

You can also select the following Additional search criteria:

Field Description
Valid After Select the date after which the device became valid.
Valid Before Select the date before which the device became valid.
Expires After Select the date after which the device will expire.
Expires Before Select the date before which the device will expire.
Device Category From the drop-down list, select the category of device; for

example, Card.
See section 5.3,Working with device categories for more
information.

Mobile ID The External MDM identifier for the mobile device. You
can use wildcards.

Model The reported mobile device model. You can use
wildcards.

OS The reported mobile OS and version. You can use
wildcards.

App Name The reported app name. You can use wildcards.
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7.3.11.2 Report fields
The report contains the following fields:

Field Description
Process Status The device status for the mobile device element that

holds the certificates.
Owner The full name of the device owner.
Credential Profile The credential profile used to issue the mobile device.
Enabled Whether the mobile device element is enabled.
Valid From The validity start date.
Expires The date the device expires.
Mobile ID The External MDM identifier for the mobile device.
Model The reported mobile device model.
OS The reported mobile OS and version.

You can click on an item in the list of results to open the View Device screen for the mobile
device element that holds the issued certificates.

7.3.11.3 Further information
See section 5.1, Searching for a device for more information.
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7.3.12 Archived Requests report
This report is available in the Reports category, and returns only requests that have been
archived. No scope is enforced; you can view a list of the requests made by all operators for
all target people.

Note: This report provides only a list of the requests. You cannot click on a record to view
more details of the request.

This report is available only if you have been granted access. See section 7.1,Granting
access to reports for details.

7.3.12.1 Search criteria
You can use the following search criteria:

Field Description
Group Select the group to which the person belongs.
Logon Type the logon name of the person.
Credential Profile From the drop-down list, select the credential profile that

was used in the request.
Status From the drop-down list, select the status of the request.

For example, select Awaiting Issue to search for
requests for devices that are available but have not yet
been collected.

You can also select the following Additional search criteria:

Field Description
Type From the drop-down list, select the type of request; for

example, IssueCard or CancelCard.
ID Type the specific internal ID of the request, if you know it.

The ID is displayed in the list of search results and on the
View Request form.

Label Type the label applied to the request.
Requested After Select a date. Only requests made after this date are

returned.
Requested Before Select a date. Only requests made before this date are

returned.
Validated After Select a date. Only requests validated after this date are

returned.
Validated Before Select a date. Only requests validated before this date

are returned.
Device Type From the drop-down list, select the manufacturer and

model of device; for example, Oberthur ID-One PIV.
Device Serial Number Type the serial number of the device.

7.3.12.2 Report fields
The report contains the following fields:
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Field Description
ID The internal ID of the job.
Full Name The full name of the person for whom the request was

made.
Type The type of request; for example, Issue card task or

Apply update.
Credential Profile The credential profile associated with the request.
Status The status of the request; for example, Completed.
Request Date The date the request was made.
Label The label applied to the request, if any.

7.3.12.3 Further information
See the Archiving jobs section in the Advanced Configuration Guide.
If you are using a separate archive database, and you do not see archived information in this
report, make sure you have updated the ArchiveDatabaseLocation function and the mis_
PIVArchivedRequests and mis_PIVAllRequests views; see the Setting up a separate
database for the jobs archive section in the Advanced Configuration Guidefor details.

Advanced Configuration Guide.pdf
Advanced Configuration Guide.pdf
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7.3.13 Unassigned Devices report
This search is an alternative search for the Devices category that returns only unassigned
devices in the MyID database. Assigned devices are excluded.

This report is available only if you have been granted access. See section 7.1,Granting
access to reports for details.

7.3.13.1 Search criteria
You can use the following search criteria:

Field Description
Serial Number Type the serial number for the device. You can use

wildcards.
Device Type Select the type of device from the drop-down list.
Revocation Reason Select the reason the device is no longer assigned to a

person from the drop-down list; for example, Lost or
Damaged.

Import Label The label assigned to the device at import.

See section 5.24, Importing a range of devices.

You can also select the following Additional search criteria:

Field Description
Device Category From the drop-down list, select the category of device; for

example, Card.
See section 5.3,Working with device categories for more
information.

Is Assigned to Transfer Select whether the device has been assigned to a
transfer.

See section 11.4, Adding devices to a stock transfer.

7.3.13.2 Report fields
The report contains the following fields:

Field Description
Serial Number The serial number of the device.
Device Type The type of the device.
Previously Assigned Whether the device was previously assigned to a person.
Revocation Reason The reason the device is no longer assigned to a person.
Import Label The label assigned to the device at import.

You can click on an item in the list of results to open the View Device screen.

7.3.13.3 Further information
See section 5.1, Searching for a device for more information.
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7.3.14 Available Device Stock report
The Available Device Stock report provides a list of each device in the system available for
stock transfer; that is, not currently issued and not currently assigned to a stock transfer.

This report is available in the Reports category, and as an alternative search in the Devices
category.

7.3.14.1 Search criteria
You can use the following search criteria:

Field Description
Import Label Type the label assigned when the devices were

imported. You can use wildcards.
Stock Code Type the stock code for the devices. You can use

wildcards.
Location Type the location where the device is located. You can

use wildcards.

You can also select the following Additional search criteria:

Field Description
Device Type Select the type of device from the drop-down list.
From Serial Number Type the first serial number you want to return.
To Serial Number Type the last serial number you want to return.

7.3.14.2 Report fields
The report contains the following fields:

Field Description
Serial Number The serial number of the device.
Device Type The type of the device.
Import Label The import label added when the device was imported.
Stock Code The stock code assigned to the device.
Location The location where the device is located.

You can click on an item in the list of results to open the View Device screen.

Select one or more items in the list, then select Transfer from the Toolsmenu to allocate the
selected devices to a stock transfer.
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7.3.14.3 Running the report through the API
The Available Device Stock report has the report ID 290009, and has the following search
parameters:

Parameter Field
importLabel Import Label
stockCode Stock Code
location.name Location
dt Device Type
sn.from From Serial Number
sn.to To Serial Number

See section 7.2.2, Running reports through the MyID Core API for more details of running
reports through the MyID Core API.

7.3.14.4 Further information
See section 11.4, Adding devices to a stock transfer for more information.
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7.3.15 All Requests report
This report is available in the Reports category, and returns all live and archived requests. No
scope is enforced; you can view a list of the requests made by all operators for all target
people.

Note: This report provides only a list of the requests. You cannot click on a record to view
more details of the request.

This report is available only if you have been granted access. See section 7.1,Granting
access to reports for details.

7.3.15.1 Search criteria
You can use the following search criteria:

Field Description
Group Select the group to which the person belongs.
Logon Type the logon name of the person.
Credential Profile From the drop-down list, select the credential profile that

was used in the request.
Status From the drop-down list, select the status of the request.

For example, select Awaiting Issue to search for
requests for devices that are available but have not yet
been collected.

You can also select the following Additional search criteria:

Field Description
Type From the drop-down list, select the type of request; for

example, IssueCard or CancelCard.
ID Type the specific internal ID of the request, if you know it.

The ID is displayed in the list of search results and on the
View Request form.

Label Type the label applied to the request.
Requested After Select a date. Only requests made after this date are

returned.
Requested Before Select a date. Only requests made before this date are

returned.
Validated After Select a date. Only requests validated after this date are

returned.
Validated Before Select a date. Only requests validated before this date

are returned.
Device Type From the drop-down list, select the manufacturer and

model of device; for example, Oberthur ID-One PIV.
Device Serial Number Type the serial number of the device.

7.3.15.2 Report fields
The report contains the following fields:
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Field Description
ID The internal ID of the job.
Full Name The full name of the person for whom the request was

made.
Type The type of request; for example, Issue card task or

Apply update.
Credential Profile The credential profile associated with the request.
Status The status of the request; for example, Awaiting

Validation or Completed.
Request Date The date the request was made.
Label The label applied to the request, if any.

7.3.15.3 Further information
See the Archiving jobs section in the Advanced Configuration Guide for information on
archiving request jobs, and section 6.1, Searching for a request for more information about
requests.

If you are using a separate archive database, and you do not see archived information in this
report, make sure you have updated the ArchiveDatabaseLocation function and the mis_
PIVArchivedRequests and mis_PIVAllRequests views; see the Setting up a separate
database for the jobs archive section in the Advanced Configuration Guidefor details.

Advanced Configuration Guide.pdf
Advanced Configuration Guide.pdf
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7.3.16 Assign Device Search report
This search is an alternative search for the Devices category that is designed primarily to
search for devices that you can assign to a request.

This report is available if you have access to the Assign Device feature.

7.3.16.1 Search criteria
You can use the following search criteria:

Field Description
Serial Number Type the serial number for the device. You can use

wildcards.
Device Type Select the type of device from the drop-down list.
PROX Serial Number Type the PROX serial number for the device.
Assigned Select whether the devices are already assigned.

You can also select the following Additional search criteria:

Field Description
Device Category From the drop-down list, select the category of device; for

example, Card.
See section 5.3,Working with device categories for more
information.

7.3.16.2 Report fields
The report contains the following fields:

Field Description
Serial Number The serial number of the device.
Device Type The type of the device.
Chip The device chip type.
Assigned Whether the device is already assigned.
Device Version The device version number.
PROX Serial Number The PROX serial number of the device, if any.

You can click on an item in the list of results to open the View Device screen.

7.3.16.3 Further information
See section 5.1, Searching for a device and section 6.5, Assigning a device to a request for
more information.
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7.3.17 Devices report
This report returns all devices in the MyID database, both assigned and unassigned.

This report is available automatically if you have access to the Devices category.

7.3.17.1 Search criteria
You can use the following search criteria:

Field Description
Owner Name (contains) Type part of the device owner's name. You do not have to

use wildcards; the search will match any part of the text
you enter with the device owner's name.

Group Select the group to which the device owner belongs.
Credential Profile Select the credential profile that was used to issue the

device from the drop-down list.
Device Type Select the type of device from the drop-down list.
Process Status Select the status of the device from the drop-down list; for

example, Active or Erased.
Enabled Select whether or not the device is enabled from the

drop-down list.
Serial Number Type the serial number for the device. You can use

wildcards.

You can also select the following Additional search criteria:

Field Description
Chip Type the chip type for the device; for example, Oberthur

ID-One PIV. You can use wildcards.
Valid After Select the date after which the device became valid.
Valid Before Select the date before which the device became valid.
Expires After Select the date after which the device will expire.
Expires Before Select the date before which the device will expire.
Device Category From the drop-down list, select the category of device; for

example, Card.
See section 5.3,Working with device categories for more
information.

HID Serial Number Type the HID serial number for the device.

7.3.17.2 Report fields
The report contains the following fields:

Field Description
Serial Number The serial number of the device.
Device Type The type of the device.
Process Status The status of the device; for example, Active or

PendingActivation.
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Field Description
Owner The person who owns the device.
Credential Profile The credential profile used to issue the device.
Enabled Whether or not the device is currently enabled.
Valid From The validity start date.
Expires The date the device expires.
HID Serial Number The HID serial number for the device.

You can click on an item in the list of results to open the View Device screen.

7.3.17.3 Further information
See section 5.1, Searching for a device for more information.
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7.3.18 Awaiting Delivery report
This search is an alternative search for the Devices category that returns only devices that
are awaiting delivery.

This report is available only if you have been granted access. See section 7.1,Granting
access to reports for details.

7.3.18.1 Search criteria
You can use the following search criteria:

Field Description
Owner Name (contains) Type part of the device owner's name. You do not have to

use wildcards; the search will match any part of the text
you enter with the device owner's name.

Group Select the group to which the device owner belongs.
Credential Profile Select the credential profile that was used to issue the

device from the drop-down list.
Device Type Select the type of device from the drop-down list.
Process Status Select the status of the device from the drop-down list; for

example, Active or Erased.
Enabled Select whether or not the device is enabled from the

drop-down list.
Serial Number Type the serial number for the device. You can use

wildcards.

You can also select the following Additional search criteria:

Field Description
Chip Type the chip type for the device; for example, Oberthur

ID-One PIV. You can use wildcards.
Valid After Select the date after which the device became valid.
Valid Before Select the date before which the device became valid.
Expires After Select the date after which the device will expire.
Expires Before Select the date before which the device will expire.
Device Category From the drop-down list, select the category of device; for

example, Card.
See section 5.3,Working with device categories for more
information.

7.3.18.2 Report fields
The report contains the following fields:

Field Description
Serial Number The serial number of the device.
Device Type The type of the device.
Credential Profile The credential profile used to issue the device.
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Field Description
Owner The person who owns the device.
status The status of the device; for example, Awaiting

Delivery.
Request Date The date the device was requested.
Label The label applied to the activation job for the device.

You can click on an item in the list of results to open the View Device screen.

7.3.18.3 Further information
See section 5.27, Accepting delivery for a device for more information.

7.3.19 People with Biometrics report
This search is an alternative search for the People category that returns only people who
already have biometrics captured for them and have a live WSQ fingerprint biometric sample
or EFT.

This report is available only if you have been granted access. See section 7.1,Granting
access to reports for details.

7.3.19.1 Search criteria
You can use the following search criteria:

Field Description
Name (contains) Type some characters from the person's name.

You cannot use wildcards in this field; it automatically
uses fuzzy matching.

Group Select the group to which the person belongs.
Logon Type the person's logon name. You can use wildcards.
SSN Type the person's social security number.
Date of Birth Enter the person's date of birth.
Employee ID Type the person's employee ID. You can use wildcards.
Email Type the person's email address. You can use wildcards.
User Data Approved Select whether the person has their User Data

Approved flag set.
For more information on this option, see the Identity
checks section in the Administration Guide.

Note: You can search only the MyID database using this report; you cannot search a
directory.

You can also select the following Additional search criteria:

Field Description
First Name Type the person's first name. You can use wildcards.
Last Name Type the person's last name. You can use wildcards.
Affiliation Select the person's affiliation.

Administration Guide.pdf
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Field Description
Agency Association Select the person's association.
Department Type the person's department. You can use wildcards.
Agency Type the person's agency. You can use wildcards.
Position Type the person's position. You can use wildcards.
Rank Select the person's rank.
Emergency Role Select the person's emergency role.
Sponsor Name Type the person's sponsor's name. You can use

wildcards.
Sponsor Position Type the person's sponsor's position You can use

wildcards.
Sponsor Agency Type the person's sponsor's agency. You can use

wildcards.
Application ID Type the person's application ID, which appears on the

Application tab of the View Person screen. You can use
wildcards.

Role Select the person's role from the drop-down list.
SAM Account Name Type the person's SAM Account Name, which appears

on the Account tab of the View Person screen. You can
use wildcards.

User Principal Name Type the person's User Principal Name, which appears
on the Account tab of the View Person screen. You can
use wildcards.

7.3.19.2 Report fields
The report contains the following fields:

Field Description
Logon The person's logon name.
First Name The person's first name.
Last Name The person's last name.
Group The group to which the person belongs.

You can click on an item in the list of results to open the View Person screen.

7.3.19.3 Further information
See section 4.1, Searching for a person for more information.

7.3.20 People Without Biometrics report
This search is an alternative search for the People category that returns only people who do
not have biometrics captured for them that include a live WSQ fingerprint biometric sample or
EFT.

This report is available only if you have been granted access. See section 7.1,Granting
access to reports for details.
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7.3.20.1 Search criteria
You can use the following search criteria:

Field Description
Name (contains) Type some characters from the person's name.

You cannot use wildcards in this field; it automatically
uses fuzzy matching.

Group Select the group to which the person belongs.
Logon Type the person's logon name. You can use wildcards.
SSN Type the person's social security number.
Date of Birth Enter the person's date of birth.
Employee ID Type the person's employee ID. You can use wildcards.
Email Type the person's email address. You can use wildcards.
User Data Approved Select whether the person has their User Data

Approved flag set.
For more information on this option, see the Identity
checks section in the Administration Guide.

Note: You can search only the MyID database using this report; you cannot search a
directory.

You can also select the following Additional search criteria:

Field Description
First Name Type the person's first name. You can use wildcards.
Last Name Type the person's last name. You can use wildcards.
Affiliation Select the person's affiliation.
Agency Association Select the person's association.
Department Type the person's department. You can use wildcards.
Agency Type the person's agency. You can use wildcards.
Position Type the person's position. You can use wildcards.
Rank Select the person's rank.
Emergency Role Select the person's emergency role.
Sponsor Name Type the person's sponsor's name. You can use

wildcards.
Sponsor Position Type the person's sponsor's position You can use

wildcards.
Sponsor Agency Type the person's sponsor's agency. You can use

wildcards.
Application ID Type the person's application ID, which appears on the

Application tab of the View Person screen. You can use
wildcards.

Administration Guide.pdf
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Field Description
Role Select the person's role from the drop-down list.
SAM Account Name Type the person's SAM Account Name, which appears

on the Account tab of the View Person screen. You can
use wildcards.

User Principal Name Type the person's User Principal Name, which appears
on the Account tab of the View Person screen. You can
use wildcards.

7.3.20.2 Report fields
The report contains the following fields:

Field Description
Logon The person's logon name.
First Name The person's first name.
Last Name The person's last name.
Group The group to which the person belongs.

You can click on an item in the list of results to open the View Person screen.

7.3.20.3 Further information
See section 4.1, Searching for a person for more information.

7.3.21 Certificates report
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This is the default search for the Certificates category. It returns all certificates in the MyID
database.

This report is available automatically if you have access to the Certificates category.

7.3.21.1 Search criteria
You can use the following search criteria:

Field Description
Issued To Type the logon name of the person to whom the

certificate was issued.
Certificate Policy Select the certificate policy that was used to issue the

certificate.
Certificate Authority Select the certificate authority that was used to issue the

certificate.
Certificate Status Select the status of the certificate.
Certificate Serial Number Type the serial number of the certificate. You can use

wildcards.
Issued After Select the date after which the certificate was issued.
Issued Before Select the date before which the certificate was issued.
Expiry Date After Select the date after which the certificate expires.
Expiry Date Before Select the date before which the certificate expires.
Maximum Days to Expiry Type the maximum number of days before the certificate

expires; for example, type 30 to search for certificates
that expire in the next 30 days.

User DN Type the user DN associated with the certificate. You can
use wildcards.

7.3.21.2 Report fields
The report contains the following fields:

Field Description
ID The MyID internal unique ID of the certificate.
Issued To The logon name of the person to whom the certificate

was issued.
Certificate Policy The certificate policy that was used to issue the

certificate.
Serial Number The certificate's serial number.
Date Issued The date the certificate was issued.
Expiry Date The certificate expiry date.
Status The status of the certificate; for example, Issued or

Revoked.
User DN The user DN associated with the certificate.
Certificate Authority The certificate authority that was used to issue the

certificate.
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You can click on an item in the list of results to open the View Certificate screen.

7.3.21.3 Further information
See section 13.1, Viewing a certificate for more information.
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7.3.22 Stock Transfers report
The Stock Transfers report provides a list of the stock transfers in the system.

This report is available in the Reports category, and is the primary search in the Stock
Transfers category.

7.3.22.1 Search criteria
You can use the following search criteria:

Field Description
From Location Type the location from which stock is being transferred.

You can use wildcards.
To Location Type the location to which stock is being transferred. You

can use wildcards.
Stock Code Type the stock code for the devices being transferred.

You can use wildcards.

You can also select the following Additional search criteria:

Field Description
Quantity Type the quantity of the stock transfer.
Date Created After Select a creation date to filter the list of stock transfers.
Date Created Before Select a creation date to filter the list of stock transfers.
Date Updated After Select an update date to filter the list of stock transfers.
Date Updated Before Select an update date to filter the list of stock transfers.

7.3.22.2 Report fields
The report contains the following fields:

Field Description
From Location The location from which stock is being transferred.
To Location The location to which stock is being transferred.
Stock Code The stock code for the devices being transferred.
Quantity The quantity of stock being transferred.
Status The status of the stock transfer.
Date Created The date the stock transfer was created.
Date Updated The date the stock transfer was updated.

You can click on an item in the list of results to open the View Transfer screen.
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7.3.22.3 Running the report through the API
The Stock Transfers report has the report ID 101202, and has the following search
parameters:

Parameter Field
origin From Location
destination To Location
stockCode Stock Code
status Status
qty Quantity
dateCreatedAfter Date Created After
dateCreatedBefore Date Created Before
dateUpdatedAfter Date Updated After
dateUpdatedBefore Date Updated Before

Note: Date and time formats are as follows:
YYYY-MM-DDTHH:MM:SS

For example:
2023-02-28T17:14:00

See section 7.2.2, Running reports through the MyID Core API for more details of running
reports through the MyID Core API.

7.3.22.4 Further information
See section 11,Working with stock transfers for more information.
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7.3.23 Stock Per Location report
The Stock Per Location report provides a list of the available stock for each location and stock
type (that is, devices not currently issued and not currently assigned to a stock transfer),
along with the stock limits set up.

This report is available in the Reports category.

7.3.23.1 Search criteria
You can use the following search criteria:

Field Description
Location Name Type the location for the available stock. You can use

wildcards.
Stock Code Type the stock code for the devices. You can use

wildcards.

7.3.23.2 Report fields
The report contains the following fields:

Field Description
Location Name The location specified for the stock limit.
Stock Code The stock code specified for the stock limit.
Unallocated Devices The number of unallocated devices; that is, devices not

currently issued and not currently assigned to a stock
transfer.

Minimum Quantity The minimum number of devices with the specified stock
code at the specified location.

Reorder Quantity The number of devices to reorder when the available
stock drops below the minimum quantity.

7.3.23.3 Running the report through the API
The Stock Per Location report has the report ID 290010, and has the following search
parameters:

Parameter Field
locationName Location
stockCode Stock Code

See section 7.2.2, Running reports through the MyID Core API for more details of running
reports through the MyID Core API.

7.3.23.4 Further information
See section 10.5, Checking stock limits for more information.

7.3.24 Additional Identities (AID) report
This search is an alternative search for the People category that returns a list of additional
identities.
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This report is available only if you have been granted access. See section 7.1,Granting
access to reports for details.

7.3.24.1 Search criteria
You can use the following search criteria:

Field Description
Name (contains) Type some characters from the person's name.

You cannot use wildcards in this field; it automatically
uses fuzzy matching.

Group Select the group to which the person belongs.
Logon Type the person's logon name. You can use wildcards.
AID UPN Type the additional identity User Principal Name. You

can use wildcards.
AID Email Type the additional identity email. You can use wildcards.
Certificate Policy Select the certificate policy from the drop-down list. Only

certificate policies that support additional identity
mapping are available for selection. Leave blank for any
certificate policy.

Note: You can search only the MyID database using this report; you cannot search a
directory.

You can also select the following Additional search criteria:

Field Description
First Name Type the person's first name. You can use wildcards.

This field (along with Last Name and Full Name) is the
name of the person who has the additional identity, not
the name of the additional identity.

Last Name Type the person's last name. You can use wildcards.
Full Name Type the person's full name. You can use wildcards.
AID SID Present Controls whether additional identities with or without a

user security identifier are displayed.

• Yes – display only additional identities with a user
security identifier.

• No – display only additional identities that do not
have a user security identifier.

AID DN Type the additional identity distinguished name. You can
use wildcards.

AID User SID Type the additional identity user security identifier (user
SID). You can use wildcards.
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7.3.24.2 Report fields
The report contains the following fields:

Field Description
Logon The person's logon name.
AID UPN The additional identity User Principal Name.
AID Email The additional identity email.
Certificate Policy The certificate policy used to issue the additional identity

certificate.
AID DN The additional identity distinguished name.
AID User SID The additional identity user security identifier (user SID).

You can click on an item in the list of results to open the View Person screen for the owner of
the additional identity. From there, you can use the Additional Identities tab to work with
that person's additional identities.

7.3.24.3 Further information
See section 4.1, Searching for a person for more information.

For information about additional identities, see section 12,Working with additional identities.
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7.3.25 Device Disposal report
This search is an alternative search for the Devices category that displays devices and their
disposal status.

This report is available only if you have been granted access. See section 7.1,Granting
access to reports for details.

7.3.25.1 Search criteria
You can use the following search criteria:

Field Description
Device Disposal Select the status of the device disposal.
Revocation Reason Select the revocation reason that was selected when the

device was canceled or erased.

You can also select the following Additional search criteria:

Field Description
Group Name Select the group to which the device owner belongs.
Include Subgroups For use with the Group Name field. Select this option to

search subgroups as well as the selected group.
Owner Logon Name Type the logon name of the device owner. You can use

wildcards.
Serial Number Type the serial number for the device. You can use

wildcards.
Device Type Select the device type.
Expires After Select a date to filter the expiry dates for the devices.
Expires Before Select a date to filter the expiry dates for the devices.

7.3.25.2 Report fields
The report contains the following fields:

Field Description
Owner The person who owns the device.
Serial Number The serial number of the device.
Device Type The type of the device.
Expires The date the device expires.
Disposal Status The disposal status of the device.
Revocation Reason The reason provided when canceling or erasing the

device.

You can click on an item in the list of results to open the View Device screen.

7.3.25.3 Further information
See section 5.20, Disposing of a device for more information about device disposal.
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7.3.26 Issued devices by category report
The Issued devices by category report allows you to display totals of issued types of devices,
detailing their categories.

This report is available only if you have been granted access. See section 7.1,Granting
access to reports for details.

7.3.26.1 Search criteria
You can use the following search criteria:

Field Description
Device Category Select the category you want to view from the drop-down

list, or select All to view all categories.

7.3.26.2 Report fields
The report contains the following fields:

Field Description
Device Category The category of device.
Device Type The type of device.
Count The number of issued devices for the device type.
Consumes device licenses Whether the type of device consumes licenses.

A single mobile device may contain multiple logical
devices (for example, a MyIDIdentityAgent device type
and a Android PKCS device type) but only one logical
device for each mobile device counts towards the license
total; in this case, the MyIDIdentityAgent device type
consumes a license, but the Android PKCS device type
does not.

7.3.26.3 Further information
See section 5.3,Working with device categories for more information about device
categories.
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7.3.27 Assigned Devices by Group report
The Assigned Devices by Group report allows you to manage groups that have limited
license settings.

This report is available only if you have been granted access. See section 7.1,Granting
access to reports for details.

7.3.27.1 Search criteria
You can use the following search criteria:

Field Description
Group Select the group to which the device owner belongs.
Credential Profile Select the credential profile that was used to issue the

device from the drop-down list.

7.3.27.2 Report fields
The report contains the following fields:

Field Description
Group The name of the group.
Parent Group The name of the group's parent.
Device Assignment End Date The last date on which you can assign or issue devices

for this group. After this date, you will no longer be able to
assign or issue devices to people in this group.

Max No. of Assigned Devices The maximum number of devices you can assign or issue
to this group. Once the number of devices assigned or
issued to people in this group reaches this number, you
will no longer be able to assign or issue devices to people
in this group.

Credential Profile The credential profile used to assign devices.
Assigned Devices The number of assigned devices.

7.3.27.3 Further information
See the Controlling device assignments for groups section in the Administration Guide for
details.

Administration Guide.pdf
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8 Working with inventory management
The inventory process is as follows:

1. Determine the types of stock you want to manage.

For example, you may want to manage facility access cards separately from USB tokens,
so you create the following card stocks:

• Facility Access Cards

• USB Tokens

These card stocks can have more than one type of device; for example, your facility
access cards may come frommore than one manufacturer, or your USB tokens may
have different form factors.

Use the List Editor to add values to the Stock Code list for each type of stock. See
section 8.2, Editing inventory lists.

2. Determine the types of location you want to manage.

For example, you may have offices and warehouses, so you create the following kinds of
location:

• Office

• Warehouse

Use the List Editor to add values to the Kind list for each type of location. See section
8.2, Editing inventory lists.

3. If required, determine the names of the couriers you want to use for transferring devices
from one location to another.

For example, you may want to be able to use internal mail or a commercial courier
service.

Use the List Editor to add values to the Courier list for each type of courier. See section
8.2, Editing inventory lists.

4. Set up the locations in your organization.

For example, you may have a headquarters, two regional offices, and a warehouse.

Use the Locations category to add your locations. See section 9,Working with locations.

5. For each location, set up stock limits.

For each stock code, you can set a minimum quantity for that location, and a quantity of
devices to reorder when the stock drops below that level.

Use the Stock Limits category to add your stock limits. See section 10,Working with
stock limits.

6. Import batches of devices.

When you receive a box of devices, you can import the serial numbers from the devices,
either as a sequential range or from a manifest file, specify them as a particular stock
code, and assign the devices to a particular location.

Use the Import facility in the Devices category to import your devices. See section 5.24,
Importing a range of devices.
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7. Monitor the stock levels in each of your locations.

Use the Stock Per Location report to view how many unallocated devices are in each
location, along with details of their stock limits. When a device is imported and assigned
to a location, it appears as an unallocated device. When it is issued to a person, the
number of unallocated devices in that location for that stock code is reduced by one.

You can run the Stock Per Location report within the MyID Operator Client or through
the MyID Core API. See section 10.5, Checking stock limits.

8. If a location requires more devices, you can either order more, and import them once they
have arrived, or transfer devices from a different location.

To transfer devices from one location to another:

a. Create a stock transfer.

You can specify the source and destination locations, the stock code for the devices
to be transferred, the number of devices to be transferred, and the courier and
tracking code. You can edit the stock transfer to add the tracking code later, once you
have dispatched the stock transfer, if required.

Use the Stock Transfers category to create or edit a stock transfer. See section 11,
Working with stock transfers.

b. Allocate the required number of devices to the stock transfer.

You are recommended to use the Available Device Stock report, specifying the
source Location and the Stock Code for the devices you want to transfer, then from
the results select the appropriate number of devices, and use the batch Transfer
option from the Toolsmenu to assign these devices to the stock transfer. See
section 11.4.1, Adding a batch of devices to a stock transfer.

Alternatively, you can use the Transfer option on the View Device screen to allocate
a single device to the transfer. See section 11.4.2, Adding a single device to a stock
transfer.

c. Dispatch the stock transfer.

Use the Dispatch Stock Transfer option on the View Transfer screen. See section
11.7, Dispatching a stock transfer.

The devices are removed from the source location. At this point you may want to add
a tracking code for the courier you are using to transfer the devices to their new
location.

d. Once the stock transfer has arrived at its destination, receive the stock transfer.

Use the Receive Stock Transfer option on the View Transfer screen. See section
11.9, Receiving a stock transfer.

The devices are added to the destination location.

Important:MyID ensures that you do not select devices that have been issued, or that
have already been assigned to a stock transfer. However, the transfer process does not
validate that you have selected devices from the correct location or of the correct stock
code, or that you have selected the correct number of devices. You can dispatch an
empty stock transfer, a stock transfer filled with devices from the wrong location, or a
stock transfer that has the wrong types of devices. Make sure that you allocate the
devices to the stock transfer carefully.
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8.1 Setting up inventory roles
You must use the Edit Roles workflow to assign the inventory features to the roles you want
to be able to access these features. You can assign the features to different roles; for
example, you may have administrators who are responsible for managing the list of locations
and their limits, operators who carry out day-to-day stock transfers, and analysts who run
inventory reports.

To assign inventory features to roles:

1. In the MyID Operator Client, from theMore category, select Configuration Settings
then Edit Roles.
Alternatively, in MyID Desktop, from the Configuration category, select Edit Roles.

2. Use the Show/Hide Roles option to display the role you want to work with.

3. Select the following features:

• Cards section:

• Import – allows you to import a range of serial numbers for a device and allocate
them to a location.

• Transfer Device – allows you to transfer one or more imported devices from one
location to another.

• Reports section:

• Available Device Stock – allows you to run the Available Device Stock report,
which provides a list of unallocated devices that are available to transfer from
one location to another.

• Device Import Requests – allows you to run the Device Import Requests
report, which provides a list of device import requests you have created.

• Locations – allows you to run the Locations report, which provides a list of the
locations in the system.

• Stock Limits – allows you to run the Stock Limits report, which provides a list
of each location in the system along with the configured minimum quantities and
re-order quantities.

• Stock Per Location – allows you to run the Stock Per Location report, which
provides a list of each location in the system along with the unallocated stock at
each location.

• Stock Transfers – allows you to run the Stock Transfers report, which provides
a list of all current and previous stock transfers, along with their status.

Note: Some reports are made available when you select their related feature; for
example, the Locations report is available if you provide access to any features in
the Locations section in Edit Roles. However, if you subsequently remove access
from the report, you will also lose access to the related features.

• Configuration section:

• List Editor – this is a standard MyID workflow, and is not specific to inventory
management. However, you must have access to this workflow to update the
lists of stock code, kinds of location, and couriers. See section 8.2, Editing
inventory lists.
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• Locations section:

• Add Location – allows you to add a new location.

• Edit Location – allows you to edit the details of an existing location.

• View Location – allows you to view the details of a location.

Adding a feature in this section also provides access to the Locations report.

• Stock Limits section:

• Add Stock Limit – allows you to add a stock limit.

• Delete Stock Limit – allows you to delete a stock limit.

• Edit Stock Limit – allows you to edit an existing stock limit.

• View Stock Limit – allows you to view the details of a stock limit.

Adding a feature in this section also provides access to the Stock Limits report.

• Stock Transfers section:

• Add Stock Transfer – allows you to add a stock transfer.

• Cancel Stock Transfer – allows you to cancel a stock transfer,

• Dispatch Stock Transfer – allows you to mark a stock transfer as dispatched.

• Edit Stock Transfer – allows you to edit an existing stock transfer.

• Fail Stock Transfer – allows you to fail a stock transfer that has been
dispatched but not yet received, either marking the devices as lost or returned.

• Receive Stock Transfer – allows you to mark a dispatched stock transfer as
received at its destination.

• View Stock Transfer – allows you to view a stock transfer.

Adding a feature in this section also provides access to the Stock Transfers report.

4. Click Save Changes.

For more information about editing roles, see the Roles, groups, and scope section in the
Administration Guide.

Administration Guide.pdf
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8.2 Editing inventory lists
The inventory control system uses MyID lists for the following:

• Courier – a list of couriers that you can use in stock transfers to record how you are
transporting the devices from one location to another.

• Kind – a list of the kinds of location; for example, office or warehouse.

• Stock Code – a list of the identifiers for types of device. Used in locations and in stock
limits.

Note: You must have access to the List Editor option in Edit Roles; see section 8.1, Setting
up inventory roles.

To edit the possible values for an inventory list:

1. In the MyID Operator Client, from theMore category, select Configuration Settings
then List Editor.
Alternatively, in MyID Desktop, from the Configuration category, select the List Editor
workflow.

2. Select which list you want to edit in the Picklist field.
For inventory lists, select one of the following:

• Courier

• Kind

• Stock Code

3. If you want to make changes to an existing item, select it.

The item’s current details are displayed at the bottom of the page.

To delete the selected item, click Delete Item.

Note: To select a different item, click the box next to the entry. To change your selection,
click a different box. You can select only one item at a time. If you want to clear your
selection, click Deselect Item.
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4. To enter details for a list entry:

a. In Display Value, enter or change the value that is displayed in the list.

b. In Value, enter the value that is stored in the database when this option is selected.

c. If you want this entry to be the default option when the list is displayed, select
Default.

d. Click either Add New Item (if this is a new list entry) orModify Item if you are
changing an existing entry.

Note: Add New Item is disabled until you have entered the required details.

5. Recycle the app pool used by the web service to ensure that the list of items is refreshed.

a. On the MyID web server, in Internet Information Services (IIS) Manager, select
Application Pools.

b. Right-click themyid.rest.core.pool application pool, then from the pop-up menu
click Recycle.

Your new or modified list items are now available for selection.

Warning: If you change the value of a list entry, database records that contain the previous
values will not be affected. You need to consider carefully how your changes will affect the
consistency of your data.

Avoid removing or changing stock codes that are in use. If you remove or change a stock
code, you may experience inconsistency when viewing previously-created records that
used that stock code; the old stock code does not appear in the View Stock Limit screen,
but does appear in the list of results for the Stock Limits reports.
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9 Working with locations
You can configure locations within MyID to represent the places in your organization where
device stock is stored and used. For example, you may have the following locations:

• Headquarters

• Northern regional office

• Western regional office

• Central warehouse

You want to be able to track how much device stock you have available in each location.
There is no benefit in knowing that you have 1000 available devices, if they are all in the
headquarters, and you have 50 new employees in the Northern regional office who need
devices this week. Once you have set up your locations, you can set stock limits for these
locations; see section 10,Working with stock limits.

You may want to differentiate the kinds of location; for example, you may want to keep your
offices separate from your warehouse. MyID allows you to create a list of these kinds of
location; you can use the List Editor to edit the Kind list. See section 8.2, Editing inventory
lists for details.

The MyID Operator Client allows you to work with locations in the following ways:

• You can add a new location.

See section 9.1, Adding a location.

• You can search for a location.

See section 9.2, Searching for a location.

• You can edit an existing location, including enabling or disabling the location.

See section 9.3, Editing a location.

Note: You cannot delete a location once it has been added; however, you can edit its details.
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9.1 Adding a location
To add a location to the MyID system:

1. Select the Locations category.
You must have the appropriate permissions to access this category. See section 8.1,
Setting up inventory roles.

2. Click Add.
The Add Location screen appears.

3. Complete the following details:

• Name – type the name of the location. This is the only mandatory field.

• Kind – select the kind of location from the drop-down list. You can control the
available options in the Kind drop-down list using the List Editor; see section 8.2,
Editing inventory lists.

• Description – type the description for the location.

• Enabled – select Yes to enable the location, or No to disable the location.
Note: This option is used for reporting purposes only. It does not affect whether you
can use the location for stock transfers.

• Address details – provide the address of the location.

• Contact details – provide the name, phone number, and email address of the contact
point for the location.

You can also add any Notes in the box.

4. Click Save.
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9.2 Searching for a location
To search for a location:

1. Select the Locations category.
You must have the appropriate permissions to access this category. See section 8.1,
Setting up inventory roles.

2. Enter some or all of the search criteria.

Note: Search criteria are not case sensitive.

• Name – Type the name of the location. You can use wildcards.

• Enabled – Select the enabled status of the location from the drop-down list.

• Kind – Select the kind of location from the drop-down list.

You can also select Additional search criteria. See section 7.3.3, Locations report for
details of which fields are available for the Locations search.

3. Click Search.
The list of matching results appears.

Records are sorted oldest first; currently, you cannot change the sort order.

4. Click a record to view the location's details.

The View Location screen displays the following:

• Details – displays the name, kind of location, and address and contact details for the
location.

• Stock Limits – displays a list of the stock limits set up for the location. You can click
on an item in the list to open the View Stock Limit screen, which allows you to view,
edit, or delete the stock limit.

See section 10,Working with stock limits.
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• Stock Transfers – displays a list of the stock transfers related to the location,
whether as a source or a destination. You can click on an item in the list to open the
View Transfer screen, which allows you to view the details of the transfer.

See section 11,Working with stock transfers.

• Unallocated Stock – displays a list of the unallocated devices associated with the
location. Unallocated devices are devices that have not been issued to a person and
have not already been assigned to a stock transfer. You can click on an item in the
list to open the View Device screen, which allows you to transfer a single device.
Note, however, that you cannot carry out batch transfer operations from this screen;
you must run the Available Device Stock report instead.

See section 11.4, Adding devices to a stock transfer.

From the View Location screen, you can carry out the following actions:

• Edit the location.

See section 9.3, Editing a location.

• Add a stock limit for the location.

See section 10.1.1, Adding a stock limit from the View Location screen.

• Create a stock transfer to or from the location.

See section 11.1.1, Adding a stock transfer from the View Location screen.
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9.3 Editing a location
You can edit the details for location, including enabling or disabling the location.

To edit a location:

1. Select the Locations category.
You must have the appropriate permissions to access this category. See section 8.1,
Setting up inventory roles.

2. Search for a location and open it in the View Location screen.

For details of searching for a location, see section 9.2, Searching for a location.

3. Click Edit Location in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.

The Edit Location screen appears.

4. Make any changes to the details of the location.

5. Click Save.
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10 Working with stock limits
MyID allows you to set stock limits for your locations. For each type of device stock, you can
set a minimum number of devices to keep on hand, and specify the number of devices to
reorder.

You can use a report to track how many devices each location has available, and compare
this to the limits you have set up.

The MyID Operator Client allows you to work with stock limits in the following ways:

• You can add a stock limit.

See section 10.1, Adding a stock limit.

• You can search for a stock limit.

See section 10.2, Searching for a stock limit.

• You can edit a stock limit.

See section 10.3, Editing a stock limit.

• You can delete a stock limit.

See section 10.4, Deleting a stock limit.

• You can check stock limits.

See section 10.5, Checking stock limits.
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10.1 Adding a stock limit
You can add a new stock limit for a location.

To add a stock limit:

1. Select the Stock Limits category.
You must have the appropriate permissions to access this category. See section 8.1,
Setting up inventory roles.

2. Click Add.
The Add Stock Limit screen appears.

3. Complete the following details:

• Location Name – type the name of the location.

• Stock Code – select the code for the device stock.
You can control the available options in the Stock Code drop-down list using the
List Editor; see section 8.2, Editing inventory lists.

• Minimum Quantity – type the minimum number of available devices you want to
keep at this location.

• Reorder Quantity – type the number of devices to order when the number of
available devices drops below the minimum quantity.

4. Click Save.
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10.1.1 Adding a stock limit from the View Location screen
As an alternative method, you can create a stock limit from the View Location screen.

1. Search for a location and view its details.

See section 9.2, Searching for a location.

2. On the View Location screen, select Add Stock Limit in the button bar.
You may have to click the ... option to see any additional available actions.

The Add Stock Limit screen appears with the Location name field filled in with the
current location.
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10.2 Searching for a stock limit
To search for a stock limit:

1. Select the Stock Limits category.
You must have the appropriate permissions to access this category. See section 8.1,
Setting up inventory roles.

2. Enter some or all of the search criteria.

Note: Search criteria are not case sensitive.

• Location Name – Type the name of the location. You can use wildcards.

• Stock Code – Type the stock code used for the devices.

See section 7.3.4, Stock Limits report for details of the report used to search stock limits.

3. Click Search.
The list of matching results appears. Stock limits are listed in the order they were created,
oldest first; you cannot change this order.

4. Click a record to view the details of the stock limit.

The View Stock Limit screen appears.

The View Stock Limit screen displays the following:

• Location Name – the name of the location.

• Stock Code – the code for the device stock.

• Minimum Quantity – the minimum number of available devices you want to keep at
this location.

• Reorder Quantity – the number of devices to order when the number of available
devices drops below the minimum quantity.
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From this screen, you can:

• Edit the stock limit.

See section 10.3, Editing a stock limit.

• Delete the stock limit.

See section 10.4, Deleting a stock limit.

You can also display a stock limit from the Stock Limits tab of the View Location screen.

This screen displays all stock limits set up for the current location, along with the current
unallocated stock for that location.

Click an entry in this list to open the View Stock Limit screen.
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10.3 Editing a stock limit
You can edit the details of an existing stock limit.

To edit a stock limit:

1. Select the Stock Limits category.
You must have the appropriate permissions to access this category. See section 8.1,
Setting up inventory roles.

2. Search for a stock limit and open it in the View Stock Limit screen.

For details of searching for a stock limit, see section 10.2, Searching for a stock limit.

3. Click Edit Stock Limit in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.

The Edit Stock Limit screen appears.

4. Make any changes to the details of the stock limit.

5. Click Save.



MyID Operator Client Page 297 of 411

10.4 Deleting a stock limit
You can delete a stock limit if it is not longer required.

To delete a stock limit:

1. Select the Stock Limits category.
You must have the appropriate permissions to access this category. See section 8.1,
Setting up inventory roles.

2. Search for a stock limit and open it in the View Stock Limit screen.

For details of searching for a stock limit, see section 10.2, Searching for a stock limit.

3. Click Delete Stock Limit in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.

A confirmation dialog appears.

4. Click Confirm.
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10.5 Checking stock limits
You must monitor your stock levels to ensure that your locations have not fallen below their
stock limits. You can do this using the Stock Per Location report or the Stock Limits tab of
the View Location screen.

10.5.1 Checking stock limits using the Stock Per Location report
You can use the Stock Per Location report to check whether any of your locations have fallen
below their stock limits. This provides a list of the available stock for each location and stock
type (that is, devices not currently issued and not currently assigned to a stock transfer),
along with the stock limits set up. You can use this to identify which locations have stock that
has fallen below the required minimum, and use this information to order new batches of
devices, or transfer devices from one location to another.

See section 7.3.23, Stock Per Location report.
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If you call the report through the MyID Core API, the results are returned in JSON format.

The fields section provides the headers for the report.

The results section provides an entry for each row in the report.

{
"fields":[
{

"name":"Name",
"description":"Location Name",
"type":"text"

    },
{

"name":"StockCode",
"description":"Stock Code",
"type":"text"

    },
{

"name":"UnallocatedDevices",
"description":"Unallocated Devices",
"type":"number"

    },
{

"name":"MinimumQuantity",
"description":"Minimum Quantity",
"type":"number"

    },
{

"name":"ReorderQuantity",
"description":"Reorder Quantity",
"type":"number"

    }
  ],

"results":[
{

"Name":"Central warehouse",
"StockCode":"USB",
"UnallocatedDevices":1000,
"MinimumQuantity":0,
"ReorderQuantity":0,
"id":"1"

    },
{

"Name":"Headquarters",
"StockCode":"Card",
"UnallocatedDevices":100,
"MinimumQuantity":50,
"ReorderQuantity":50,
"id":"2"

    }
  ],

"links":[
{

"cat":"self",
"srv":"https://react.domain25.local/rest.core/api/"

    }
  ]
}

See section 7.3.23.3, Running the report through the API.
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10.5.2 Checking stock limits on the View Location screen
The Stock Limits tab of the View Location screen displays the stock limits set up for that
location, along with the stock levels.

To check the stock limits:

1. Search for a location and display its details.

See section 9.2, Searching for a location.

2. Click the Stock Limits tab.
A report of each stock limit for that location along with the available stock appears.
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11 Working with stock transfers
When you monitor the stock levels at your locations, and notice that the stock levels have
dropped below your configured stock limits, you can either order new devices to be sent
straight to that location, or, if you have stock elsewhere (for example, in a warehouse) you
can transfer devices from one location to another.

MyID allows you to manage the transfer of stock from one location to another using stock
transfers. You can think of a stock transfer as a box, into which you can put your devices,
then send the box from the source location to their destination.

The basic process is as follows:

1. Create a stock transfer "box" to contain the devices.

2. Add devices to the box.

3. Dispatch the box to its destination.

4. Once the box has arrived, mark it as received.

The MyID Operator Client allows you to work with stock transfers in the following ways:

• You can add a stock transfer.

See section 11.1, Adding a stock transfer.

• You can search for a stock transfer and view its details.

See section 11.2, Searching for a stock transfer.

• You can edit the details of a stock transfer.

See section 11.3, Editing a stock transfer.

• You can add devices to a stock transfer, either as a batch or one at a time.

See section 11.4, Adding devices to a stock transfer.

• You can cancel a stock transfer and release any devices allocated to it.

See section 11.5, Canceling a stock transfer.

• You can check the contents of a stock transfer before dispatching it.

See section 11.6, Checking the contents of a stock transfer.

• You can dispatch a stock transfer.

See section 11.7, Dispatching a stock transfer.

• You can fail a stock transfer if it fails to arrive at its destination.

See section 11.8, Failing a stock transfer.

• You can receive a stock transfer at its destination.

See section 11.9, Receiving a stock transfer.
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11.1 Adding a stock transfer
Before you can transfer devices from one location to another, you must create a stock
transfer.

To add a stock transfer:

1. Select the Stock Transfers category.
You must have the appropriate permissions to access this category. See section 8.1,
Setting up inventory roles.

2. Click Add.
The Add Stock Transfer screen appears.

3. Complete the following details:

• From Location – select the location where the devices are currently held.

• To Location – select the location to which you want to transfer the devices.

• Stock Code – select the stock code for the devices you want to transfer.

• Quantity – type the quantity of devices you want to transfer.

• Courier – select the method you want to use to transfer devices between locations.

• Tracking Number – type the tracking number for the courier.
You may want to leave this blank, and come back to edit the stock transfer to add the
tracking number once you have dispatched the stock transfer.

Note: You can control the available options in the Stock Code and Courier drop-down
list using the List Editor; see section 8.2, Editing inventory lists.

4. Click Save.
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11.1.1 Adding a stock transfer from the View Location screen
As an alternative method, you can create a stock transfer from the View Location screen.

1. Search for a location and view its details.

See section 9.2, Searching for a location.

2. On the View Location screen, select one of the following options in the button bar:

• Transfer Stock from Here – opens the Add Stock Transfer screen with the From
Location field filled in with the current location.

• Transfer Stock to Here – opens the Add Stock Transfer screen with the To
Location field filled in with the current location.

You may have to click the ... option to see any additional available actions.
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11.2 Searching for a stock transfer
To search for a stock transfer:

1. Select the Stock Transfers category.
You must have the appropriate permissions to access this category. See section 8.1,
Setting up inventory roles.

2. Enter some or all of the search criteria.

Note: Search criteria are not case sensitive.

• From Location – Type the name of the location from which you want to transfer
devices. You can use wildcards.

• To Location – Type the name of the location to which you want to transfer devices.
You can use wildcards.

• Stock Code – Type the stock code used for the devices. You can use wildcards.

• Status – Select the status of the stock transfer.

You can also select Additional search criteria. See section 7.3.22, Stock Transfers
report for details of which fields are available for the Stock Transfers search.

3. Click Search.
The list of matching results appears. Stock transfers are listed in the order they were
created, oldest first; you cannot change this order.

4. Click a record to view the details of the stock transfer.
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The View Stock Transfer screen displays the following:

• From Location – the location where the devices are currently held from the drop-
down list.

• To Location – the location to which you want to transfer the devices from the drop-
down list.

• Stock Code – the stock code for the devices you want to transfer.

• Quantity – the quantity of devices you want to transfer.

• Status – the status of the transfer. The possible statuses are:

• Created – the stock transfer has been created but not yet dispatched.

• InTransit – the stock transfer has been dispatched.

• Received – the stock transfer has been received at its destination.

• Cancelled – the stock transfer has been canceled.

• Failed – the stock transfer has been marked as failed; for example, lost in transit
or returned to sender.

• Date Created – the date the stock transfer was added.

• Date Updated – the date the stock transfer was last updated.

• Courier – the method you want to use to transfer the devices between your
locations.

• Tracking Number – the tracking number for the courier.

From the View Stock Transfer screen, you can carry out the following actions:

• Edit the details of the stock transfer.

See section 11.3, Editing a stock transfer.

• Cancel the stock transfer.

See section 11.5, Canceling a stock transfer.

• Dispatch the stock transfer to its destination.

See section 11.7, Dispatching a stock transfer.

• Fail a stock transfer that was lost in transit or returned to sender.

See section 11.8, Failing a stock transfer.

• Receive a stock transfer that has arrived at its destination.

See section 11.9, Receiving a stock transfer.
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11.3 Editing a stock transfer
You can edit the details of a stock transfer; for example, you can add a tracking number to the
courier details once you have dispatched the stock transfer to its destination.

To edit a stock transfer:

1. Select the Stock Transfers category.
You must have the appropriate permissions to access this category. See section 8.1,
Setting up inventory roles.

2. Search for a stock transfer and open it in the View Stock Transfer screen.

For details of searching for a stock transfer, see section 11.2, Searching for a stock
transfer.

3. Click Edit Stock Transfer in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.

The Edit Stock Transfer screen appears.

4. Make any changes to the details of the stock transfer.

5. Click Save.
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11.4 Adding devices to a stock transfer
Once you have created a stock transfer, you can add devices to transfer.

You must select available devices; that is, devices that have been added to the system, but
are not currently issued or already assigned to another stock transfer. To help you identify
these devices, you can use the Available Device Stock report.

Important:When you create a stock transfer, you specify the source location of the devices,
the stock code for the devices, and the quantity of the devices. MyID does not verify the
source, type, or quantity of devices; you must take care when adding devices. In addition, you
cannot see a list of the devices currently allocated to a stock transfer; for help in identifying
the contents of a stock transfer, see section 11.6, Checking the contents of a stock transfer.

11.4.1 Adding a batch of devices to a stock transfer
You can add a batch of devices to a stock transfer in a single operation.

To add a batch of devices to a stock transfer:

1. Search for the devices you want to transfer.

You are recommended to use the Available Device Stock report:

a. Select the Reports category.

b. From the Reports drop-down list, select Available Device Stock.

c. Complete the search criteria.

For example, if you have created a stock transfer for 10 devices from your
Warehouse to your Headquarters location, with a stock code of USB, specify a
Location of Headquarters and a Stock Code of USB.

d. Click Search.

The devices are listed.
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2. Select the devices you want to transfer.

Use the check boxes to the left of the records to select the devices.

For example, you may want to select 10 devices for the stock transfer.

The text at the top of the list tells you how many devices you have selected.

3. From the Toolsmenu, select Transfer.
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The Transfer Device screen appears.

4. From the Stock Transfer Name drop-down list, select the stock transfer to which you
want to allocate these devices.

Important: Check that you have selected the correct stock transfer. The name of the
stock transfer tells you the source and destination locations, the quantity required, and
the stock code of the devices to be transferred.

5. Click Save.
A confirmation screen appears.

6. Click Yes.
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The Batch processing screen appears, showing the progress as the devices are
allocated to the stock transfer.

Do not close the MyID Operator Client window while the batch processing is in progress.

The table shows the status of each device:

The device was allocated to the stock transfer successfully.

The device could not be allocated to the stock transfer. The Message column
displays the reason for the failure; for example, you may have attempted to
transfer a device that was issued, or was allocated to a different stock transfer.

7. Click Close.
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11.4.2 Adding a single device to a stock transfer
You can add a single device to a stock transfer from the View Device screen; for example,
you may have erased a card that was previously issued to a person, and now want to send it
back to a central location to be reused.

To add a single device to a stock transfer:

1. Search for the device you want to add.

See section 5.26, Viewing imported devices.

2. Click a record to display the details of the device.

The View Device screen appears.

3. Click Transfer in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.

Note: If the device is already allocated to a stock transfer, or is currently issued, the
Transfer option does not appear.

4. The Transfer Device screen appears.

5. From the Stock Transfer Name drop-down list, select the stock transfer to which you
want to allocate this device.

Important: Check that you have selected the correct stock transfer. The name of the
stock transfer tells you the source and destination locations, the quantity required, and
the stock code of the devices to be transferred.

6. Click Save.
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11.5 Canceling a stock transfer
You can cancel a stock transfer that has been created but not yet dispatched.

If a stock transfer has already been dispatched, you must fail the stock transfer before you
can cancel it; see section 11.8, Failing a stock transfer.

Depending on the reason you provide when canceling the stock transfer, any devices
allocated to the stock transfer are either released or marked as disposed.

To cancel a stock transfer:

1. Select the Stock Transfers category.
You must have the appropriate permissions to access this category. See section 8.1,
Setting up inventory roles.

2. Search for a stock transfer and open it in the View Stock Transfer screen.

For details of searching for a stock transfer, see section 11.2, Searching for a stock
transfer.

3. Click Edit Stock Transfer in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.

The Cancel Stock Transfer screen appears.
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4. Select a Reason for the cancellation from the drop-down list.

Select one of the following options:

• Lost in Transit (Dispose) – the devices allocated to the stock transfer are lost, and
must be marked as disposed.

• Stock Returned / Not Dispatched – the devices allocated to the stock transfer
were returned from their destination or never dispatched, and are returned to their
source location.

Use this option if you added the incorrect devices to a stock transfer and want to
correct the mistake.

5. Type any Notes in the box provided.

6. Click Save.

The stock transfer is canceled, and any devices that were allocated to it are removed from the
stock transfer. The status of the devices is updated based on the Reason you provided; the
devices are either marked as disposed, and cannot be used again, or are released and
become available for use again.
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11.6 Checking the contents of a stock transfer
MyID does not confirm that the devices you have selected as part of a stock transfer are the
correct type, or are from the correct location. You can see if an individual device is assigned
to a stock transfer from the View Device screen; however, there is no way to view a list of all
devices assigned to a stock transfer within MyID.

If you want to confirm which devices are assigned to a stock transfer, you can run the
following SQL against the MyID database:

select StockTransfers.ReadableName As StockTransfer, Devices.SerialNumber,
Devices.StockCode, Locations.Name As Location
from Devices 
inner join StockTransfers on Devices.StockTransferID = Stocktransfers.ID 
inner join Locations on Devices.LocationID = Locations.ID 
order by Devices.StockTransferID 

This returns a list of each active stock transfer, with the devices that are assigned to them,
along with the devices' stock code and location. For example:

StockTransfer SerialNumber StockCode Location
Headquarters to Western regional office,
10 units of Card (2023-02-03)

TN00013PX Card Headquarters

Headquarters to Western regional office,
10 units of Card (2023-02-03)

TN00014PX Card Headquarters

Headquarters to Western regional office,
10 units of Card (2023-02-03)

TN00015PX Card Headquarters

You can see from this report that only three devices have been assigned to the stock transfer,
when the transfer calls for 10 (the ReadableName field in the StockTransfers table provides
a good summary of what is expected for the transfer). You can now use the Available
Device Stock report to locate seven additional devices with the Card stock code that are
currently located at Headquarters, then use the Transfer option to assign them to the stock
transfer.

If you discover that the transfer contains devices with the wrong stock code, or are in the
wrong location, or the transfer contains too many devices, you can use the Cancel Stock
Transfer option on the View Transfer screen, and select the Stock Returned / Not
Dispatched option to release the devices and start again with a new stock transfer.
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11.7 Dispatching a stock transfer
Once you have created a stock transfer and allocated devices to it, you can mark the transfer
as dispatched.

To dispatch a stock transfer:

1. Select the Stock Transfers category.
You must have the appropriate permissions to access this category. See section 8.1,
Setting up inventory roles.

2. Search for a stock transfer and open it in the View Stock Transfer screen.

For details of searching for a stock transfer, see section 11.2, Searching for a stock
transfer.

3. Click Dispatch Stock Transfer in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.

A confirmation dialog appears.

4. Click Confirm.

The stock transfer is marked as dispatched, and the status is set to InTransit.

When a stock transfer is in transit, you can carry out the following actions:

• Edit the stock transfer.

For example, you may want to edit the stock transfer to add a tracking number for the
courier.

See section 11.3, Editing a stock transfer.

• Fail the stock transfer.

If the stock transfer does not arrive at its destination, you must fail the stock transfer so
that you can then cancel the stock transfer and update the allocated devices
appropriately.

See section 11.8, Failing a stock transfer.

• Receive the stock transfer.

When the stock transfer has arrived at its destination, you must mark it as received so
that the allocated devices are added to their destination location.

See section 11.9, Receiving a stock transfer.
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11.8 Failing a stock transfer
If you have dispatched a stock transfer, but it has failed to arrive at its destination, you can fail
the transfer, indicating that it has been lost in transit, returned to sender, or is under
investigation.

To fail a stock transfer:

1. Select the Stock Transfers category.
You must have the appropriate permissions to access this category. See section 8.1,
Setting up inventory roles.

2. Search for a stock transfer and open it in the View Stock Transfer screen.

For details of searching for a stock transfer, see section 11.2, Searching for a stock
transfer.

3. Click Fail Stock Transfer in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.

Note: You can fail a stock transfer only if it has a status of InTransit.
The Fail Stock Transfer screen appears.
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4. Select a Reason for the failure from the drop-down list.

Select one of the following options:

• Lost in Transit (Dispose) – the devices allocated to the stock transfer are lost.

• Stock Returned / Not Dispatched – the devices allocated to the stock transfer
were returned from their destination or never dispatched.

• Not Received / Pending Investigation – the status of the stock transfer is unclear
and requires investigation.

Important: Setting a reason for the failure does not change the status of the devices
allocated to the stock transfer. Once you have failed the stock transfer, you must use the
Cancel Stock Transfer option to update the status of the devices. Note also that you
cannot change a stock transfer from failed to received even if the package eventually
arrives at its destination, so do not use the Not Received / Pending Investigation
option for deliveries that may just be delayed in transit.

5. Type any Notes in the box provided.

6. Click Save.

The status of the stock transfer is changed to Failed. To dispose of or release the devices
allocated to the stock transfer, use the Cancel Stock Transfer option; see section 11.5,
Canceling a stock transfer.
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11.9 Receiving a stock transfer
Once a stock transfer has been received at its destination, you can mark the transfer as
received. When you do this, the devices in the stock transfer are updated to have the
destination as their specified location, and the unallocated stock at the destination is updated.

To receive a stock transfer:

1. Select the Stock Transfers category.
You must have the appropriate permissions to access this category. See section 8.1,
Setting up inventory roles.

2. Search for a stock transfer and open it in the View Stock Transfer screen.

For details of searching for a stock transfer, see section 11.2, Searching for a stock
transfer.

3. Click Receive Stock Transfer in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.

Note: You can receive a stock transfer only if it has a status of InTransit.
A confirmation dialog appears.

4. Click Confirm.

The stock transfer is now marked as received, and all devices allocated to the stock transfer
are added to the available stock of the destination location.



MyID Operator Client Page 319 of 411

12 Working with additional identities
MyID allows you to set up additional identities from your LDAP on a user account. These
additional identities allow you to add extra certificates to smart cards.

For example, you may require a certificate belonging to a separate user account that is used
for server administration, which therefore has different logon credentials from your main
employee account.

The MyID Operator Client allows you to work with additional identities in the following ways:

• You can create an additional identity manually, providing all the details without importing
the record from a directory.

See section 12.1, Creating an additional identity.

• You can edit an additional identity that you have created manually.

See section 12.2, Editing an additional identity.

• You can import an additional identity from a directory.

See section 12.3, Importing an additional identity.

• You can remove an additional identity.

See section 12.4, Removing an additional identity.

• You can view the certificates associated with an additional identity.

See section 13.1.4, View an additional identity's certificates.

For information about configuring your system for additional identities, see the Additional
identities section in the Administration Guide.

12.1 Creating an additional identity
Instead of importing an additional identity from a directory, you can add the details manually.
The User Principal Name, Distinguished Name, and User SID must match an entry in a
directory for the additional identity certificate to be used for Windows authentication. You
must ensure that the details you enter are correct for the systems that will use the certificates.

You can create an additional identity manually only for another person; you cannot create an
additional identity manually for your own account. For your own account, you must import an
additional identity instead to ensure that it comes from a trusted source.

Note: If you have a credential issued to a person that supports additional identities (that is, it
has the Issue Additional Identities option selected in the credential profile), and you create
an additional identity, if the Automatically create card update jobs when additional
identities are modified configuration option (on the Issuance Processes page of the
Operation Settings workflow) is set to Yes, a job is created automatically to update the
credential.

To create an additional identity manually:

1. Search for a person, and view their details.

See section 4.1, Searching for a person for details.

Administration Guide.pdf
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You can also view a person's details from any form that contains a link to their account.

For example:

• Click the link icon on the Full Name field of the View Request form.

• Click the link icon on theOwner field of the View Device form.

2. Click the Create Additional Identity option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
Note: You cannot create an additional identity manually for your own account.

3. Complete the following details:

• User Principal Name

• Email

• Certificate Policy to be Assigned
Note: If you have only one certificate policy configured for additional identities, it is
selected automatically.

• Distinguished Name

• User SID

4. Click Save.
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The View Additional Identity screen appears.

You can access this screen at any time from the Additional Identities tab on the View
Person screen.

From this screen, you can:

• View the details of the additional identity.

• Use the Certificates tab to view the certificates associated with the additional
identity.

See section 13.1.4, View an additional identity's certificates.

• Edit the details of the additional identity.

See section 12.2, Editing an additional identity.

• Remove the additional identity.

See section 12.4, Removing an additional identity.

12.2 Editing an additional identity
If you have created an additional identity manually, you can edit its details.

Note: If you have a credential issued to a person that supports additional identities (that is, it
has the Issue Additional Identities option selected in the credential profile), and you edit an
additional identity, if the Automatically create card update jobs when additional
identities are modified configuration option (on the Issuance Processes page of the
Operation Settings workflow) is set to Yes, a job is created automatically to update the
credential.
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To edit an additional identity:

1. Search for a person, and view their details.

See section 4.1, Searching for a person for details.

You can use the Additional Identities (AID) alternative report to search. This report
returns a list of additional identities; when you select an additional identity, it opens the
View Person screen for the owner of the additional identity. See section 7.3.24,
Additional Identities (AID) report for details.

You can also view a person's details from any form that contains a link to their account.

For example:

• Click the link icon on the Full Name field of the View Request form.

• Click the link icon on theOwner field of the View Device form.

2. Select the Additional Identities tab.
The list of additional identities owned by the person appears.
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3. Select an additional identity from the list.

The View Additional Identity screen appears.

4. Click Edit Additional Identity.
Note: You cannot edit an additional identity if it was imported.
The Edit Additional Identity screen appears.

5. Edit the details of the additional identity, then click Save.
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12.3 Importing an additional identity
You can import an additional identity from your directory. You can allow an operator to import
an additional identity for another person, or allow a person to import an additional identity for
their own account. In both cases, you can set a filter on the LDAP query to restrict the
directory entries available to be added as additional identities.

Note: If you have a credential issued to a person that supports additional identities (that is, it
has the Issue Additional Identities option selected in the credential profile), and you import
an additional identity, if the Automatically create card update jobs when additional
identities are modified configuration option (on the Issuance Processes page of the
Operation Settings workflow) is set to Yes, a job is created automatically to update the
credential.

To import an additional identity:

1. Search for a person, and view their details.

See section 4.1, Searching for a person for details.

You can also view a person's details from any form that contains a link to their account.

For example:

• Click the link icon on the Full Name field of the View Request form.

• Click the link icon on theOwner field of the View Device form.

2. Click the Import Additional Identity option in the button bar at the bottom of the screen.

Note: If you are viewing your own record, the button is labeled Import My Additional
Identity.
You may have to click the ... option to see any additional available actions.

3. If you have more than one directory, select the directory you want to search using the
tabs.
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4. Type your search criteria.

You can search using the following criteria:

• First Name

• Last Name

• Logon

• Group

5. Click Search.
Note: To set up a filter for the results returned from the directory, in theOperation
Settings workflow, on the LDAP tab, you can set the following options:

• Additional Identity LDAP Operator User Filter – set a query filter when importing
an additional identity for another person.

• Additional Identity LDAP Self-Service User Filter – set a query filter when
importing an additional identity for your own account.

For further information, see the Setting up additional identities section in the
Administration Guide.

Administration Guide.pdf
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6. Select the LDAP record you want to import, then click Select.

7. Select the certificate policy you want to use from the Certificate Policy to be Assigned
drop-down list.

Note: If you have only one certificate policy configured for additional identities, it is
selected automatically.
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8. Review the details of the additional identity, then click Save.
The View Additional Identity screen appears.

You can access this screen at any time from the Additional Identities tab on the View
Person screen.

From this screen, you can:

• View the details of the additional identity.

• Use the Certificates tab to view the certificates associated with the additional
identity.

See section 13.1.4, View an additional identity's certificates.

• Remove the additional identity.

See section 12.4, Removing an additional identity.
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12.4 Removing an additional identity
If you no longer need an additional identity, you can remove it. Any certificates that were
issued as part of the additional identity are revoked.

To remove an additional identity:

1. Search for a person, and view their details.

See section 4.1, Searching for a person for details.

You can use the Additional Identities (AID) alternative report to search. This report
returns a list of additional identities; when you select an additional identity, it opens the
View Person screen for the owner of the additional identity. See section 7.3.24,
Additional Identities (AID) report for details.

You can also view a person's details from any form that contains a link to their account.

For example:

• Click the link icon on the Full Name field of the View Request form.

• Click the link icon on theOwner field of the View Device form.

2. Select the Additional Identities tab.
The list of additional identities owned by the person appears.
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3. Select an additional identity from the list.

The View Additional Identity screen appears.

4. Click Remove Additional Identity.
The confirmation screen appears.

5. Click Confirm to delete the additional identity, or Cancel to cancel the operation.
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13 Working with certificates
MyID allows you to manage your certificates either through the device that contains them or
as individual certificates. For information on managing your devices, see section 5,Working
with devices.

The MyID Operator Client allows you to work with certificates in the following ways:

• You can view the details of a certificate.

See section 13.1, Viewing a certificate.

• You can revoke, suspend, or unsuspend a certificate.

See section 13.2, Revoking, suspending, and unsuspending certificates.

• You can pause and resume processing of a certificate.

See section 13.3, Pausing and resuming certificate processing.

• You can change the renewal settings for a certificate.

See section 13.4, Changing renewal settings for a certificate.

13.1 Viewing a certificate
You can view a certificate in the following ways:

• Searching for a certificate.

See section 13.1.1, Searching for a certificate.

• Viewing the list of certificates assigned to a person.

See section 13.1.2, Viewing a person's certificates.

• Viewing the list of certificates assigned to a device.

See section 13.1.3, Viewing a device's certificates.

• Viewing the list of certificates assigned to an additional identity.

See section 13.1.4, View an additional identity's certificates.

Once you have displayed the list of certificates, you can click on a certificate in the list to
display the View Certificate screen, which allows you to manage the certificate. See section
13.1.5, Viewing a certificate's details.
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13.1.1 Searching for a certificate
To search for a certificate:

1. Click the Certificates category.

2. Enter some or all of the search criteria for the certificate.

The following search criteria are available:

• Certificate Policy – select the certificate policy that was used to issue the certificate.

• Certificate Authority – select the certificate authority that was used to issue the
certificate.

• Certificate Status – select the status of the certificate.

• Certificate Serial Number – type the serial number of the certificate. You can use
wildcards.

• Issued After – select the date after which the certificate was issued.

• Issued Before – select the date before which the certificate was issued.

• Expiry Date After – select the date after which the certificate expires.

• Expiry Date Before – select the date before which the certificate expires.

• Maximum Days to Expiry – type the maximum number of days before the
certificate expires; for example, type 30 to search for certificates that expire in the
next 30 days.

• User DN – type the user DN associated with the certificate. You can use wildcards.

3. Click Search.
The list of matching results appears.

4. To carry out actions on multiple requests, select the checkbox to the left of the
certificates, then from the Toolsmenu select the batch operation.
From this menu, you can:

• Edit the certificate renewal details.

• Pause or resume certificate processing.

• Revoke certificates.

• Unsuspend certificates.

5. To work on a single certificate, click a record to display the View Certificate screen.

See section 13.1.5, Viewing a certificate's details.
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13.1.2 Viewing a person's certificates
To view the list of all certificates issued to a person, on the View Person screen, click the
Certificates tab.

See section 4.1, Searching for a person for details of accessing the View Person screen.

Click a certificate to display the View Certificate screen for that certificate. See section 13.1.5,
Viewing a certificate's details.
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13.1.3 Viewing a device's certificates
To view the list of all certificates on a device, on the View Device screen, click the
Certificates tab.

See section 5.1, Searching for a device for details of accessing the View Device screen.

Click a certificate to display the View Certificate screen for that certificate. See section 13.1.5,
Viewing a certificate's details.
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13.1.4 View an additional identity's certificates
To view a list of the certificates assigned to an additional identity, on the View Additional
Identity screen, click the Certificates tab.

You can access the View Additional Identity screen from the Additional Identities tab of the
View Person screen.

See section 12,Working with additional identities for details of working with additional
identities.

Click a certificate to display the View Certificate screen for that certificate. See section 13.1.5,
Viewing a certificate's details.
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13.1.5 Viewing a certificate's details
The View Certificate screen allows you to view a certificate's details.

To view the devices where the certificate resides, click the Certificate Instances tab.

You can click on a device in the list to display the View Device screen for that device.
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From the View Certificate screen, you can also:

• Revoke, suspend, or unsuspend a certificate.

See section 13.2, Revoking, suspending, and unsuspending certificates.

• Pause and resume processing of a certificate.

See section 13.3, Pausing and resuming certificate processing.

• Change the renewal settings for a certificate.

See section 13.4, Changing renewal settings for a certificate.

13.2 Revoking, suspending, and unsuspending certificates
You can revoke or suspend certificates by canceling, erasing, or disabling the device on
which they live; however, you may want to revoke or suspend a certificate independently of
its device. The View Certificate screen allows you to do this.

If you have suspended a certificate, you can also unsuspend the certificate to make it active
again.

Important:Whenever you make a change to a certificate status, the certificate is
immediately placed into a pending state. Certificate changes are carried out by the
MyID certificate service on the application server. You can attempt pause the processing of a
certificate change to resume later; however, the MyID certificate service may already have
processed the certificate change. See section 13.3, Pausing and resuming certificate
processing.

Note: You cannot change revoke, suspend, or unsuspend certificates from the Unmanaged
CA; these certificates have not been issued from a CA using MyID.
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13.2.1 Revoking or suspending a certificate
You use the same process to revoke or suspend a certificate. The effect on the certificate
(revocation or suspension) depends on the reason you choose.

To revoke or suspend a certificate:

1. Search for a certificate, and view its details.

See section 13.1, Viewing a certificate.

2. On the View Certificate screen, click Revoke.
If the Revoke option is not available, you may not have permissions to revoke
certificates, or the certificate may not be in the correct state; a certificate must be in the
Issued state if you want to revoke or suspend it.

The Revoke Certificate screen appears.

3. Select the Reason for the revocation or suspension from the drop-down list.

This reason affects how MyID treats the certificate.

See the Certificate reasons section in theOperator's Guide for details of how each
reason affects the certificate.

Note: You can suspend an archived certificate by selecting the Suspension (other) or
Pending Investigation reason on the Revoke Certificate screen in the MyID Operator
Client, or through the MyID Core API using the reason status mapping ID 92 – for
Suspension(other) – or ID 93 – for Pending Investigation. You cannot suspend an
archived certificate using any other method; for example, by canceling a device, or by
suspending an individual certificate in MyID Desktop.

4. Type any Notes on the revocation or suspension.
You can provide further information on your reasons for revoking or suspending the
certificate. This information is stored in the audit record.

5. Click Save.

Operator's Guide.pdf


MyID Operator Client Page 338 of 411

13.2.2 Revoking or suspending multiple certificates
If you want to revoke or suspend multiple certificates, you can process them in a batch
instead of selecting them one by one.

To revoke or suspend multiple certificates:

1. Click the Certificates category.

2. Enter some or all of the search criteria for the certificate.

See section 13.1.1, Searching for a certificate.

3. Click Search.

4. On the search results page, use the checkboxes to the left of the records to select one or
more certificates.

5. From the Toolsmenu, select Revoke.

The Revoke Certificate screen appears.

Complete the details as for revoking or suspending a single device; see section 13.2.1,
Revoking or suspending a certificate.

6. Click Save.
The confirmation screen appears.
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7. Click Yes to proceed with the revocation, or No to go back to the list of certificates.
When you click Yes, the Batch Processing screen appears.

8. The revocations or suspensions are processed. The table shows the status of each
certificate change:

The revocation or suspension succeeded.

The revocation or suspension failed. The Message column displays the reason
for the failure; for example, the certificate may be in the wrong status for the
action; you can revoke or suspend a certificate only if it is in the Issued state.

9. Click Close.
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13.2.3 Unsuspending a certificate
If you have temporarily suspended a certificate, you can unsuspend it to make it active again.

To unsuspend a certificate:

1. Search for certificates.

See section 13.1, Viewing a certificate.

You can select Suspended from the Certificate Status drop-down list to return a list of
all suspended certificates.

2. On the View Certificate screen, click Unsuspend.
If the Unsuspend option is not available, you may not have permissions to unsuspend
certificates, or the certificate may not be in the correct state; a certificate must be in the
Suspended state if you want to unsuspend it.

The Unsuspend Certificate screen appears.

3. Type any Notes on the unsuspension.
You can provide further information on your reasons for unsuspending the certificate.
This information is stored in the audit record.

4. Click Save.
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13.2.4 Unsuspending multiple certificates
If you want to unsuspend multiple certificates, you can process them in a batch instead of
selecting them one by one.

To unsuspend multiple certificates:

1. Click the Certificates category.

2. Enter some or all of the search criteria for the certificate.

You can select Suspended from the Certificate Status drop-down list to return a list of
all suspended certificates.

See section 13.1.1, Searching for a certificate.

3. Click Search.

4. On the search results page, use the checkboxes to the left of the records to select one or
more certificates.

5. From the Toolsmenu, select Unsuspend.

The Unsuspend Certificate screen appears.

Complete the details as for unsuspending a single device; see section 13.2.3,
Unsuspending a certificate.

6. Click Save.
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The confirmation screen appears.

7. Click Yes to proceed with the unsuspension, or No to go back to the list of certificates.
When you click Yes, the Batch Processing screen appears.

8. The unsuspension changes are processed. The table shows the status of each certificate
change:

The unsuspension succeeded.

The unsuspension failed. The Message column displays the reason for the
failure; for example, the certificate may be in the wrong status for the action;
you can unsuspend a certificate only if it is in the Suspended state.

9. Click Close.
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13.3 Pausing and resuming certificate processing
Whenever you make a change to a certificate status (for example, revoking or unsuspending
a certificate), the certificate is immediately placed into a pending state. Certificate changes
are carried out by the MyID certificate service on the application server (eCertificate Services
Server), and the time it takes to make the changes depends on a variety of factors, including
the number of certificate status changes requested and the load on the server. You can
attempt to pause the processing of a certificate change to resume later; however, the MyID
certificate service may already have processed the certificate change. See section 13.3,
Pausing and resuming certificate processing.
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13.3.1 Pausing certificate processing
To pause the processing of a certificate:

1. Search for a certificate, and view its details.

See section 13.1, Viewing a certificate.

You can select one of the following options from the Certificate Status drop-down list:

• Pending for issue

• Pending for revoke

• Submitted for issue

• Submitted for revoke

You cannot pause the processing of a certificate if it has any other status.

2. Click Pause Processing.
If the Pause Processing option is not available, you may not have permissions to pause
the processing of certificates, or the certificate may not be in the correct state.

Note: The options displayed were correct at the point the MyID Operator Client loaded
the form. The MyID certificate service may process the certificate change before you click
the option.

The Pause Processing screen appears.

3. Type any Notes on the pause.
You can provide further information on your reasons for pausing processing of the
certificate. This information is stored in the audit record.

4. Click Save.

If the pause succeeds, the certificate will not change status until you resume processing.
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13.3.2 Pausing processing for multiple certificates
If you want to pause processing for multiple certificates, you can process them in a batch
instead of selecting them one by one.

To pause processing for multiple certificates:

1. Click the Certificates category.

2. Enter some or all of the search criteria for the certificate.

See section 13.1.1, Searching for a certificate.

3. Click Search.

4. On the search results page, use the checkboxes to the left of the records to select one or
more certificates.

5. From the Toolsmenu, select Pause Processing.

The Pause Processing screen appears.

Complete the details as for pausing a single certificate; see section 13.3.1, Pausing
certificate processing.

6. Click Save.
The confirmation screen appears.
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7. Click Yes to proceed with the action, or No to go back to the list of certificates.
When you click Yes, the Batch Processing screen appears.

8. The actions are processed. The table shows the status of each certificate change:

The change succeeded.

The change failed. The Message column displays the reason for the failure; for
example, the certificate may be in the wrong status for the action; the
MyID certificate server may have processed the certificate change already, or
the certificate may already be paused.

9. Click Close.
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13.3.3 Resuming processing
If you have paused processing of a certificate, you can resume processing to allow the MyID
certificate service to process the changes to the certificate status.

To resume processing for a certificate:

1. Search for a certificate, and view its details.

See section 13.1, Viewing a certificate.

You can select one of the following options from the Certificate Status drop-down list:

• Pending for issue

• Pending for revoke

• Submitted for issue

• Submitted for revoke

You cannot resume the processing of a certificate if it has any other status.

Note: If you attempt to resume the processing of a certificate that has not been paused,
the MyID Operator Client does not display an error or warning, and allows you to
proceed.

2. Click Resume Processing.
If the Resume Processing option is not available, you may not have permissions to
resume the processing of certificates, or the certificate may not be in the correct state.

Note: The options displayed were correct at the point the MyID Operator Client loaded
the form. The MyID certificate service may process the certificate change before you click
the option.

The Resume Processing screen appears.
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3. Type any Notes on the resumption.
You can provide further information on your reasons for resuming processing of the
certificate. This information is stored in the audit record.

4. Click Save.

If the resumption succeeds, the MyID certificate service carries on processing the certificate.
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13.3.4 Resuming processing for multiple certificates
If you want to resume processing for multiple certificates, you can process them in a batch
instead of selecting them one by one.

To resume processing for multiple certificates:

1. Click the Certificates category.

2. Enter some or all of the search criteria for the certificate.

See section 13.1.1, Searching for a certificate.

3. Click Search.

4. On the search results page, use the checkboxes to the left of the records to select one or
more certificates.

5. From the Toolsmenu, select Resume Processing.

The Resume Processing screen appears.

Complete the details as for resuming a single certificate; see section 13.3.3, Resuming
processing.

6. Click Save.
The confirmation screen appears.
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7. Click Yes to proceed with the action, or No to go back to the list of certificates.
When you click Yes, the Batch Processing screen appears.

8. The actions are processed. The table shows the status of each certificate change:

The change succeeded, and the MyID certificate service will process the
certificate.

The change failed. The Message column displays the reason for the failure; for
example, the certificate may be in the wrong status for the action; the
MyID certificate server may have processed the certificate change already.

9. Click Close.

13.4 Changing renewal settings for a certificate
You can change the following renewal settings for a certificate:

• The renewal date.

• Whether the certificate renews automatically.

Note: You can change the renewal settings for a certificate only if it is currently issued and
active. You cannot change the renewal settings for a certificate if it has been revoked or
suspended, or is pending a change. You can also not change the renewal settings for
certificates from the Unmanaged CA; these certificates have not been issued from a CA
using MyID.
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13.4.1 Changing a certificate's renewal settings
To change a certificate's renewal settings:

1. Search for a certificate, and view its details.

See section 13.1, Viewing a certificate.

You can select Issued from the Certificate Status drop-down list to return all active
certificates.

You cannot change the renewal settings of a certificate if it has any other status.

2. Click Edit Renewal.
The Edit Renewal screen appears.

3. Edit one or both of the following fields:

• Renewal Date – select or type a date for the certificate to be renewed.

• Automatic Renewal – select Yes to renew the certificate automatically, or No to
prevent the certificate from being renewed automatically.

4. Click Save.
The certificate's renewal settings are updated. The renewal settings are updated
immediately in the MyID database; you do not have to wait for the MyID certificate service
to process the change, and you cannot use the Pause Processing option to pause the
change.
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13.4.2 Changing the renewal settings for multiple certificates
If you want to change the renewal settings for multiple certificates, you can process them in a
batch instead of selecting them one by one.

To change the renewal settings for multiple certificates:

1. Click the Certificates category.

2. Enter some or all of the search criteria for the certificate.

See section 13.1.1, Searching for a certificate.

3. Click Search.

4. On the search results page, use the checkboxes to the left of the records to select one or
more certificates.

5. From the Toolsmenu, select Pause Processing.

The Edit Renewal screen appears.

Complete the details as for editing the renewal settings for a single certificate; see
section 13.4.1, Changing a certificate's renewal settings.

6. Click Save.
The confirmation screen appears.
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7. Click Yes to proceed with the action, or No to go back to the list of certificates.
When you click Yes, the Batch Processing screen appears.

8. The actions are processed. The table shows the status of each certificate change:

The change succeeded.

The change failed. The Message column displays the reason for the failure; for
example, the certificate may be in the wrong status for the action; you can edit
the renewal settings only for certificates that have the status Issued.

9. Click Close.
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14 Working with soft certificates
Soft certificates are stored on your PC, or on removable storage such as a USB stick, rather
than issued to a smart card. You can either request a certificate and allow the user to collect it
to their PC's certificate store using MyID, or you can create a certificate in a password-
protected file that you can send to the user. MyID allows you to print a transport document to
accompany the soft certificate package, and a separate PIN mailer document that you can
send under different cover to the user.

You issue soft certificates using a credential profile; this treats the package of certificates as a
virtual smart card. Certificates are added to the recipient's local store, or exported as a PFX
file to a folder of your choosing, or automatically saved to a USB device. You can remotely
administer these certificates as a card, allowing easy disabling, replacing and canceling of
the certificates.

Important: Collecting soft certificates in the MyID Operator Client requires the MyID Client
Service to be running on the client, and the rest.provision web service to be running on the
web server. In addition, you must have the WebView2 component installed on the client PC
to be able to print transport or mailing documents; see theMicrosoft WebView2 Runtime
section in the Installation and Configuration Guide.
Note: Issuing and recovering certificates with elliptic curve cryptography (ECC) keys to a
software local store (CSP), or as a .pfx file, is not currently supported.

MyID allows you to work with soft certificates in the following ways:

• Create a credential profile for soft certificates.

See the Setting up a credential profile for soft certificates section in the Administration
Guide for details of setting up a credential profile that allows you to issue software
certificate packages.

• Request a soft certificate for a person.

To request a soft certificate for a person, request a device using the soft certificate
credential profile you created.

See section 4.8, Requesting a device for a person.

• Approve the request for a soft certificate

If you set the Validate Issuance option on the soft certificate credential profile, an
operator must approve the request before you can collect the soft certificate package.

See section 6.2.1, Approving requests.

• Collect a soft certificate.

You can collect a soft certificate to the local PC's system certificate store, to a .pfx file
located anywhere on your file system, or automatically saved to a USB device attached
to your PC, depending on how the credential profile is configured.

See section 14.1, Collecting a soft certificate.

• Print transport and PIN mailer documents for a soft certificate

See section 14.2, Printing mailing documents for a soft certificate package.

• Cancel a soft certificate package, revoking its certificates.

See section 5.7, Canceling a device.

Installation and Configuration Guide.pdf
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• Disable a soft certificate package, suspending its certificates.

See section 5.22, Enabling and disabling devices.

• Request a replacement for a soft certificate package.

See section 5.4, Requesting a replacement device.

• Customize the automatically-created certificate file names.

See section 14.3, Customizing certificate file names.
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14.1 Collecting a soft certificate
You can collect a soft certificate request for yourself or for another person. You can save the
certificates to your Personal certificate store, to a selected file location, or automatically to an
attached USB device, depending on how the soft certificate credential profile is configured.

You can also print a transport document for the soft certificate request.

Important: Saving soft certificate packages and printing transport documents requires the
MyID Client Service to be running.

To collect a soft certificate request:

1. Search for a request, and view its details.

See section 6.1, Searching for a request.

You can display the Type field from the Additional search criteria and select the
Request a soft (browser) certificate for a user option from the drop-down list.

You can also view a request from any form that displays a link to the request.

For example:

• Click the entry in the list of requests in the REQUESTS tab of the View Person form.

• Click the entry in the list of requests in the DEVICE REQUESTS tab of the View
Device form.

• View the screen that appears automatically after you have requested a device.

2. Click the Collect option in the button bar at the bottom of the screen.

You may have to click the ... option to see any additional available actions.
If this option is not available, the request cannot be collected; for example, it may require
validation.

The Collect Soft Certificates screen appears.
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3. If the credential profile requires a user-specified PIN, type the password in the Set
Certificate Password and Verify Certificate Password fields.
Otherwise, MyID generates a password on the server for .pfx files. This password is not
displayed on screen; you must set up a PIN mailing document to provide this password to
the user.

Note: If there are multiple certificate files in the soft certificate package, they all use the
same password.

4. Click Download.
The MyID Client Service must be running on your PC.

• If a certificate policy is configured for FileStore, select the folder on your PC where
you want to save the .pfx file.

Note: If the folder already contains certificate files, a warning is displayed:

If you ignore this warning and continue, if the folder contains a .pfx file with the same
automatically-generated name, MyID overwrites the older file without further
warning. Alternatively, you can change the folder, or cancel the operation.
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• If a certificate policy is configured for AutoSave, MyID scans your PC for an empty
USB drive.

Insert an empty USB drive into your PC. As soon as MyID detects an empty
USB drive, it saves the .pfx file to that drive. If you have a USB drive attached that
has files on it, and delete the files, MyID detects the newly-empty drive and saves the
.pfx file.

• If a certificate policy is configured for SystemStore, MyID saves it to the Personal
store of the logged-on Windows user automatically.

Note: If you cancel the folder selection or the USB find dialog, MyID deletes any .pfx files
it has already created, but any certificates written to the Personal certificate store are not
removed. You can attempt to download the certificates again; MyID obtains new
certificates. Any certificates that were not fully collected are revoked automatically a short
time later.

The file names used for the certificate .pfx files are generated automatically. You can
customize the format; see section 14.3, Customizing certificate file names.

5. If you have a transport document configured for the soft certificate package, click Print.
You can use transport documents to provide covering letters for the certificate package;
for example, if you are distributing the certificate package on USB drives. Do not include
the password in the transport document; you are recommended to provide the password
in a PIN mailing document sent separately for security reasons.

Note: You cannot print a transport document until you have successfully downloaded the
certificates.

For more information on transport documents and PIN mailing documents, see section
14.2, Printing mailing documents for a soft certificate package.
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6. Once you have downloaded the certificates, and printed the transport document if
required, click Close.

14.2 Printing mailing documents for a soft certificate package
When working with soft certificates, MyID allows you to print the following types of document:

• Transport Document

You can print this document when collecting a soft certificate package. This document
can contain a cover letter that you can send with the soft certificate package (for
example, if you are distributing the soft certificate packages on USB drives). You must
not include a PIN in this document, for reasons of security. You can print this document
when collecting a soft certificate package, or at a later date once the soft certificate
package has been collected.

• PIN Mailing Document

You can print this document after you have collected a soft certificate package. This
document can contain a PIN (assuming you have configured the credential profile to use
a suitable server generated PIN) that you can provide to the user under separate cover,
for reasons of security.

You can print a mailing document only once, unless you have the elevated privilege of
being able to reprint mailing documents; this is treated as a separate operation that you
can control using the Edit Roles workflow.

You must have the WebView2 component installed to be able to print transport or mailing
documents. See theMicrosoft WebView2 Runtime section in the Installation and
Configuration Guide.
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You can specify which templates are used in theMail Documents section of the credential
profile.

See the Setting up a credential profile for soft certificates section in the Administration
Guide for details.
The HTML templates are stored in the database. There is currently no user interface that
allows you to upload new mailing document templates to the database; for information on
creating templates, contact customer support to obtain theMailing Documents guide, quoting
reference SUP-255.

Note:MyID uses the MyID Client Service to print mailing documents. If the MyID Client
Service is not running, MyID attempts to print the document using your browser's built-in
printing facility instead. Note that you cannot automatically select the default printer and print
seamlessly without further interaction if you are using the browser's printing facility.

Administration Guide.pdf
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14.2.1 Printing a transport document
On the Collect Soft Certificates screen, once you have downloaded the soft certificate
package, you can print the transport document.

See section 14.1, Collecting a soft certificate for details.

Note: If you attempt to print the transport document before successfully downloading the soft
certificate package, an error similar to the following appears:

• WS40058 – Unable to generate a server document, the status of the request is invalid.

Make sure you have downloaded the certificate package before you click Print.
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To print the transport document:

1. If you want to use the Windows default printer, make sure Use default printer is
selected.

2. Click Print.

3. If you are selecting the printer manually, choose the printer from the list and click Print.

14.2.2 Reprinting a transport document
If you need to reprint a transport document for a soft certificate request, you can do so from
the View Request screen for the soft certificate, as long as the request is at status
"Completed".
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14.2.3 Printing a mailing document
When you collect a soft certificate package, a new request is created in MyID of type "Print
PIN Mailer Document". These requests do not appear in the standard Requests report, but
appear in the Print PIN Mailer report instead.

To print a mailing document:

1. Click the Requests category.

2. From the Reports drop-down list, select Print PIN Mailer.
See section 7.3.9, Print PIN Mailer report for details of the search criteria you can use.

Note: For convenience, you can also print a print mailer document from the View
Request screen of the original soft certificate request; that is, from a request of type
"Request a soft (browser) certificate for a user" at status "Completed" if there is an
associated request of type "Print PIN Mailer Document" at status "Created".

3. Click Search.
The list of matching results appears.

4. Select the request you want to print.

The View Request screen appears.

5. Click Print PIN Mailer Document.
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The Print PIN Mailer Document screen appears.

6. If you want to use the Windows default printer, make sure Use default printer is
selected.

7. Click Print.
If you are selecting the printer manually, choose the printer from the list and click Print.
MyID prints the document, and sets the "Print PIN Mailer Document" request to
"Completed". You can attempt to print the document multiple times, as long as you do not
close the Print PIN Mailer Document screen; once you leave this screen, you can reprint
a document only if you have permissions to the Reprint PIN Mailer Document
operation.

8. Once you have printed the document successfully, click Close.
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14.2.4 Reprinting a mailing document
For reasons of security, once a PIN mailing document has been printed, you cannot reprint it
using the Print PIN Mailer Document operation. You can reprint a PIN mailer only if you
have access to the Reprint PIN Mailer Document operation; you are recommended to
make this operation available as an elevated privilege for selected operators.

To reprint a mailing document:

1. Click the Requests category.

2. From the Reports drop-down list, select Reprint PIN Mailer.
See section 7.3.10, Reprint PIN Mailer report for details of the search criteria you can
use.

Note: For convenience, you can also reprint a print mailer document from the View
Request screen of the original soft certificate request; that is, from a request of type
"Request a soft (browser) certificate for a user" at status "Completed" if there is an
associated request of type "Print PIN Mailer Document" at status "Completed".

3. Click Search.
The list of matching results appears.

4. Select the request you want to print.

The View Request screen appears.

5. Click Reprint PIN Mailer Document.
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The Reprint PIN Mailer Document screen appears.

6. If you want to use the Windows default printer, make sure Use default printer is
selected.

7. Click Print.
If you are selecting the printer manually, choose the printer from the list and click Print.

8. Once you have printed the document successfully, click Close.



MyID Operator Client Page 367 of 411

14.2.5 Printing multiple mailing documents
If you need to print or reprint multiple mailing documents, you can do so as a batch operation.

To print multiple mailing documents:

1. Click the Requests category.

2. From the Reports drop-down list, select one of the following:

• Print PIN Mailer
Provides a list of all printing requests that have not yet been printed. See section
7.3.9, Print PIN Mailer report for details of the search criteria you can use.

• Reprint PIN Mailer
Provides a list of all printing requests, whether or not they have already been printed.
See section 7.3.10, Reprint PIN Mailer report for details of the search criteria you can
use.

3. Click Search.
The list of matching results appears.

4. Use the checkboxes to the left of the requests to select one or more requests.

5. From the Toolsmenu, select Print PIN Mailer Document or Reprint PIN Mailer
Document.
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6. The confirmation screen appears.

7. Click Yes to proceed with the batch approval, or No to go back to the list of requests.
When you click Yes, the Batch Processing screen appears.

The print requests are processed. The table shows the status of each request:

The print succeeded.

The print failed. The Message column displays the reason for the failure; for
example, there may not be a document template selected for the credential
profile.

8. Click Close.



MyID Operator Client Page 369 of 411

14.3 Customizing certificate file names
When you save a soft certificate .pfx file to your PC or to a USB drive, MyID automatically
creates a file name in the following format:
<LogonName>_<PolicyName>.pfx

where:

• <LogonName> is the person's logon name.

• <PolicyName> is the name of the certificate policy used to issue the certificate.

Any spaces in the file name, or characters that are not valid for file names (that is, ~ or $ as
the first character, or any of the following characters “ < > | : * ? \ /) are replaced by
underscores.

For example:
Susan.Smith_PIVSigning_(2).pfx

To customize the format of these automatically-generated certificate file names, you must
edit the appsettings.Production.json file of the rest.provision web service:

1. As an administrator, open the appsettings.Production.json file in a text editor.

By default, this is:
C:\Program

Files\Intercede\MyID\rest.provision\appsettings.Production.json

This file is the override configuration file for the appsettings.json file for the web
service. If this file does not already exist, you must create it in the same folder as the
appsettings.json file.

2. In the MyID section, edit the CertificateFileName section.

If this section does not exist, you must add it.

The format is:

{
"MyID": {

    ...
"CertificateFileName": {

"default": "[[People.LogonName]] [[PolicyName]]"
    },
    ...
  }
}  
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You can use the following substitutions:

• [[People.FieldName]] – where FieldName is the name of a field in the
vPeopleUserAccounts view in the MyID database.

For example:
[[People.LogonName]]

[[People.GroupName]]

• [[PolicyName]] – the friendly name for the policy.

• [[DateTime.Format]] – where Format is the date and time format you want to use.

Sample codes:

• yyyy – year; for example, 2021.

• MM – two-digit month; for example, 09.

• MMM – short month; for example, Sep.

• MMMM – full month; for example, September.

• dd – two-digit day; for example, 02.

• HH – hour in 24-hour clock; for example, 23.

• hh – hour in 12-hour clock; for example, 11.

• mm – minutes; for example, 29.

• ss – seconds; for example, 45.

You can use - to separate the components of the date and time. Do not use : or / as
this causes errors when creating the filename. Any characters you use must be valid
for filenames.

Examples:
• [[DateTime.yyyy-MM-dd]]

• [[DateTime.yyyy-MM-dd HHmm]]

Note: Times are in UTC.

• [[RandomNumber.####]] – adds a random number to the file name. The number of
digits in the random number is determined by the number of # signs you include.

3. Save the appsettings.Production.json file.

4. Recycle the web service app pool:

a. On the MyID web server, in Internet Information Services (IIS) Manager, select
Application Pools.

b. Right-click themyid.rest.provision.pool application pool, then from the pop-up
menu click Recycle.

This ensures that the web service has picked up the changes to the configuration file.
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14.3.1 File name formats for individual certificate policies
You can also specify custom formats for individual certificate policies.

In the CertificateFileName section, add a section for each certificate policy. Any policy not
listed uses the default format.

{
"MyID": {

    ...
"CertificateFileName": {

"default": "[[People.LogonName]] [[PolicyName]]",
"policy": [
{

"name": "PolicyFriendlyName",
"fileName": "FilenameFormat"

        }
      ]
    },
    ...
  }
}  

where:

• name – the friendly name for the certificate policy.

• filename – the format to use for .pfx files for certificates created from that policy.

You can create multiple name/fileName pairs within the policy node; for example:

"policy": [
{
"name": "PolicyFriendlyName",
"fileName": "FilenameFormat"

  },
{
"name": "PolicyFriendlyName 2",
"fileName": "FilenameFormat 2"

  }  
]
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14.3.2 Example custom file name format
For example:

"CertificateFileName": {
"default": "[[People.LogonName]] [[PolicyName]] [[DateTime.yyyy-MM-dd HHmm]]",
"policy": [
{

"name": "PIVSigning (2)",
"fileName": "[[People.LogonName]] Signing Certificate [[DateTime.yyyy-MM-dd HHmm]]

[[RandomNumber.########]]"
    },

{
"name": "PIVEncryption (2)",
"fileName": "[[People.LogonName]] Encryption Certificate [[DateTime.yyyy-MM-dd

HHmm]]"
    },
  ]
},

This example uses a default format that includes the person's logon name, the policy friendly
name, and the date and time the certificate was issued.

It also specifies a custom format for the PivSigning (2) certificate policy, that replaces the
friendly name with the words "Signing Certificate" and an eight-digit random number, and a
custom format for PIVEncryption (2) that replaces the friendly name with the words
"Encryption Certificate".

Example filenames produced by this format are:
• Susan.Smith PIVCardAuthentication (2) 2023-06-30 1341.pfx

• Susan.Smith Encryption Certificate 2023-06-30 1341.pfx

• Susan.Smith Signing Certificate 2023-06-30 1341 37593128.pfx
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15 Working with the audit trail
MyID retains an audit trail of operations carried out within the system. You can view the audit
trail in the following places:

• From the HISTORY tab of the View Person screen.

See section 4.1.1, Viewing a person's history.

• From the DEVICE HISTORY tab of the View Device screen.

See section 5.1.1, Viewing a device's history.

• From the Unrestricted Audit Report.
See section 7.3.7, Unrestricted Audit Report.

If you have role permissions to the View Full Audit feature, you can click on an entry on the
HISTORY tab of the View Person screen, the DEVICE HISTORY tab of the View Device
screen, or in the Unrestricted Audit Report to display the audit information in the View Audit
screen. See section 15.1, Viewing audit details.

You can also view the audit trail in the following place:

• MyID Desktop
You can launch the Audit ReportingMyID Desktop workflow from the Additional
Reporting section of theMore category in the MyID Operator Client. This workflow
allows you to list audit events for either a single workflow or task within MyID or for all
operations.

See the Running the audit report section in the Administration Guide for details.
For more information about the audit trail, including how to configure which items are audited
and how scope is respected, see the The audit trail section in the Administration Guide.
Important: If you are upgrading a customized system that has changed which items are
audited, these changes must be applied to the upgraded system; contact customer support
quoting reference SUP-334 for more information.
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15.1 Viewing audit details
If you have role permissions to the View Full Audit feature, you can click on an entry on the
HISTORY tab of the View Person screen, the DEVICE HISTORY tab of the View Device
screen, or in the Unrestricted Audit Report to display the audit information in the View Audit
screen.

The View Audit screen contains the following tabs:

• AUDIT – contains basic information about the audit entry, including the operation name
and the time the operation started.

This tab may contain information about the client IP address and identifier, if your system
is configured to capture this information. See the Logging the client IP address and
identifier section in the Administration Guide for details.

• AUDIT DETAILS – contains details of the information captured about the operation; for
example, for a card request, this would contain the name of the credential profile
specified.

If the audit contains a binary object (for example, a user image, imported signature,
scanned identity document, or signed Terms and Conditions document) you can click on
the link to view the stored image or document in a new window.

Note: Signed terms and conditions documents are stored in the audit only when the
Persist terms and conditions configuration option (on the Devices page of the
Operation Settings workflow) is set, the credential profile was configured for activation,
and the cardholder accepted the terms and conditions during the device activation. See
the Storing signed terms and conditions section in the Administration Guide for details.

• AUDIT TRACE – Displayed for Audit entries only. Contains a list of the individual Trace
entries relating to the current Audit entry, if any. You can click on an item in the list to
display the View Audit screen for that Trace entry.

There may be multiple Trace entries nested beneath each Audit entry. These provide
lower-level detail about the different stages of the operation being carried out.

• CARD CONTENT – Displayed for Audit entries only. Contains a list of changes to the
device that occurred as part of the audited operation.

• SIGNING DETAILS – Displayed for Trace entries only. Displays any information about
the signing that was used for the operation, if any.

• SIGNED DATA – Displayed for Trace entries only. Displays the signed content for
operation, if any. For example, there may be signed data if the cardholder signed terms
and conditions as part of an assisted activation process.
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16 Launching administrative workflows
You can launch individual administrative workflows from theMore category in the MyID
Operator Client. TheMore category appears if you have access to one or more workflows in
the category.

Access to these workflows is controlled through the Edit Roles workflow in MyID Desktop,
which is also available as an option in the Configuration Settings section of theMoremenu.
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You must have MyID Desktop installed, and the MyID Client Service app installed and
running, to use these features. For more information about using MyID Desktop workflows
from within the MyID Operator Client, see section 3.3.2, Launching MyID Desktop or Self-
Service App workflows.

The options in theMore category are organized into the following sections:

• Certificate Administration
This section contains links that allow you to launch MyID Desktop workflows to work with
certificates.

See section 16.1, Using Certificate Administration workflows.

• Batch
This section contains links that allow you to launch MyID Desktop workflows to carry out
batch operations.

See section 16.2, Using Batch workflows.

• Bureau
This section contains links that allow you to launch MyID Desktop workflows to carry out
bureau operations.

See section 16.3, Using Bureau workflows.

• Additional Reporting
This section contains links that allow you to launch MyID Desktop workflows displaying a
variety of reports, including auditing, MI Reports, system events, and system status.

See section 16.4, Using Additional Reporting workflows.

• Group Management
This section contains links that allow you to launch MyID Desktop workflows to work with
groups.

See section 16.5, Using Group Management workflows.

• Device Identities
This section contains links that allow you to launch MyID Desktop workflows to work with
device identities.

See section 16.6, Using Device Identities workflows.

• Credential Configuration
This section contains links that allow you to launch MyID Desktop workflows to work with
credential profiles, card layouts, credential stock and credential serial numbers.

See section 16.7, Using Credential Configuration workflows.

• Connections and Notifications
This section contains links that allow you to launch MyID Desktop workflows to work with
external systems (including directories and certificate authorities) and notifications.

See section 16.8, Using Connections and Notifications workflows.
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• Configuration Settings
This section contains links that allow you to launch MyID Desktop workflows to configure
your system settings.

See section 16.9, Using Configuration Settings workflows.

16.1 Using Certificate Administration workflows
The Certificate Administration section of the More category allows you to launch
MyID Desktop workflows to work with certificates.

You can carry out the following:

• Approve Key Recovery
Launches the Approve Key Recovery workflow in MyID Desktop to allow you to
approve a request for a key recover where the credential profile used to request the key
recovery has the Validate Issuance option set.
See the Validating a key recovery request section in the Administration Guide for
details.

• Collect Certificates
Launches the Collect Certificates workflow in MyID Desktop to allow you to collect any
pending certificates onto a smart card.

See the Collecting certificates section in theOperator's Guide for details.

• Collect Key Recovery
Launches the Collect Key Recovery workflow in MyID Desktop to allow you to collect a
key recovery job and write the certificates containing the recovered keys to a smart card.

See the Collecting a key recovery job for another user section in the Administration
Guide for details.

• Recover Certificates
Launches the Recover Certificates workflow in MyID Desktop to allow you to recover
certificates to another user's card. You can also recover soft certificates to a PFX file.

See the Recovering someone else's certificates section in theOperator's Guide for
details.

• Request Key Recovery
Launches the Request Key Recovery workflow in MyID Desktop to allow you to request
a key recovery job.

See the Requesting a key recovery section in the Administration Guide for details.

• Validate Certificate Request
Launches the Validate Certificate Request workflow in MyID Desktop to allow you to
validate a request for a soft certificate package.

See the Validating soft certificate requests section in theOperator's Guide for details.
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• View Key Recovery
Launches the View Key Recovery workflow in MyID Desktop to allow you to view the
details of all completed, canceled, or in progress key recovery operations.

See the Viewing key recovery operations section in the Administration Guide for
details.

16.2 Using Batch workflows
The Batch section of the More category allows you to launch MyID Desktop workflows to
carry out batch operations.

You can carry out the following:

• Batch Collect Card
Launches the Batch Collect Card workflow in MyID Desktop to allow you to collect a
batch of cards in one operation. You can collect cards that have been requested as a
batch, or cards that have been requested individually.

See the Collecting a batch of cards section in theOperator's Guide for details.

• Batch Encode Card
Launches the Batch Encode Card workflow in MyID Desktop to allow you to pre-encode
cards with their personalization details. When you distribute the cards to the applicants,
the applicants can then activate their cards quickly without having to encode them.

See the Batch encoding cards section in theOperator's Guide for details.

• Batch Request Card
Launches the Batch Request Card workflow in MyID Desktop to allow you to request a
batch of cards in one operation.

See the Requesting a batch of cards section in theOperator's Guide for details.

• Job Management
Launches the Job Management workflow in MyID Desktop to allow you to view,
suspend, unsuspend, or cancel jobs.

See the Job management section in the Administration Guide for details.

• Print Card
Launches the Print Card workflow in MyID Desktop to allow you to print a card that has
already been issued.

See the Printing cards section in theOperator's Guide.
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16.3 Using Bureau workflows
The Bureau section of the More category allows you to launch MyID Desktop workflows that
allow you to work with bureau requests.

You can carry out the following:

• Bureau Requests
Launches the Bureau Requests workflow in MyID Desktop to allow you to view the
progress of your bureau requests.

This option is available only when your system has been configured to work with a
bureau to produce smart cards and has the MyID bureau module installed.

See your Bureau Integration Guide for details.

16.4 Using Additional Reporting workflows
The Additional Reporting section of the More category allows you to launch MyID Desktop
workflows displaying a variety of reports, including auditing, MI Reports, system events, and
system status.

You can carry out the following:

• Audit Reporting
Launches the Audit Reporting workflow in MyID Desktop to allow you to list audit events
for either a single workflow or task within MyID or for all operations.

See the Running the audit report section in the Administration Guide for details.

• MI Reports
Launches theMI Reports workflow in MyID Desktop to allow you to run Management
Information Reports against your system.

See the Running MI reports section in theOperator's Guide for details.

• System Events
Launches the System Events workflow in MyID Desktop to allow you to view the events
that have occurred on your system.

See the System events report section in the Administration Guide for details.

• System Status
Launches the System Status workflow in MyID Desktop to allow you to view the status
of your system.

See the System status report section in the Administration Guide for details.
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16.5 Using Group Management workflows
TheGroup Management section of the More category allows you to launch MyID Desktop
workflows that allow you to add, edit, or remove groups.

You can carry out the following:

• Add Group
Launches the Add Group workflow in MyID Desktop to allow you to add a new group to
your system.

See the Adding a group section in theOperator's Guide for details.

• Amend Group
Launches the Amend Group workflow in MyID Desktop to allow you to change the
details of a single group.

See the Changing a group section in theOperator's Guide for details.

• Edit Groups
Launches the Edit Groups workflow in MyID Desktop to allow you to add, rename, edit,
and remove groups; you can also import an LDAP directory branch into your group
structure.

See the Editing groups section in theOperator's Guide for details.

• Remove Group
Launches the Remove Group workflow in MyID Desktop to allow you to remove a single
group.

See the Deleting a group section in theOperator's Guide for details.

16.6 Using Device Identities workflows
The Device Identities section of the More category allows you to launch MyID Desktop
workflows that allow you to work with device identities, including adding and editing devices,
and requesting, validating, and canceling device identity requests.

For more information on device identities, see theManaging devices section in the
Administration Guide
You can carry out the following:

• Add Devices
Launches the Add Devices workflow in MyID Desktop to allow you to add devices, to
which you can then issue device identities.

See the Adding devices section in the Administration Guide for details.

• Cancel Device Identity
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Launches the Cancel Device Identity workflow in MyID Desktop to allow you to cancel a
device identity.

See the Canceling device identities section in the Administration Guide for details.

• Confirm Cancel Device Request
Launches the Confirm Cancel Device Request workflow in MyID Desktop to allow you
validate a request to cancel a device identity where the credential profile used to request
the device identity has the Validate Cancellation option set.
See the Approving device identity cancellations section in the Administration Guide for
details.

• Edit Devices
Launches the Edit Devices workflow in MyID Desktop to allow you to edit the details for
a device.

See the Editing a device section in the Administration Guide for details.

• Request Device Identity
Launches the Request Device Identity workflow in MyID Desktop to allow you to
request a device identity for a device.

See the Requesting a device identity section in the Administration Guide for details.

• Validate Device Request
Launches the Validate Device Request workflow in MyID Desktop to allow you to
validate a request for a device identity where the credential profile used to request the
device identity has the Validate Issuance option set.
See the Validating a device identity request section in the Administration Guide for
details.

16.7 Using Credential Configuration workflows
The Credential Configuration section of the More category allows you to launch MyID
Desktop workflows that allow you to work with credential profiles, card layouts, credential
stock and credential serial numbers.

You can carry out the following:

• Card Layout Editor
Launches the Card Layout Editor workflow in MyID Desktop to allow you to specify the
content and layout of the information to be printed on a smart card when it is issued.

See the Designing card layouts section in the Administration Guide for details.

• Credential Profiles
Launches the Credential Profiles workflow in MyID Desktop to allow you to specify the
content and issuance processes for smart cards, VSCs, mobile identities, and so on.

See theWorking with credential profiles section in the Administration Guide for details.
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• Credential Stock
Launches the Credential Stock workflow in MyID Desktop to allow you to work with
credential stock definitions. Credential stock is relevant only when working with a bureau
to produce your smart cards.

See your Bureau Integration Guide for details.

• Import Serial Numbers
Launches the Import Serial Numbers workflow in MyID Desktop to allow you to import a
range of serial numbers for cards; you can then create a credential profile that will only
issue cards that have been previously imported.

See the Importing serial numbers section in the Administration Guide for details.

16.8 Using Connections and Notifications workflows
The Connections and Notifications section of the More category allows you to launch
MyID Desktop workflows that allow you to work with external systems (including directories
and certificate authorities) and notifications.

You can carry out the following:

• Certificate Authorities
Launches the Certificate Authorities workflow in MyID Desktop to allow you to work
with certificate authorities, including connecting to CAs and enabling and configuring
certificate templates.

See the Connecting to a CA and Enabling certificates on a CA sections in the
Administration Guide for details.

• Directory Management
Launches the Directory Management workflow in MyID Desktop to allow you to work
with LDAP directories.

See the Creating the connections section in the Administration Guide for details.

• Email Templates
Launches the Email Templates workflow in MyID Desktop to allow you to edit or add
email templates to be used for notifications.

See the Changing email messages and Adding a new email template sections in the
Administration Guide for details.

• External Systems
Launches the External Systems workflow in MyID Desktop to allow you to set up an
SMTP server for email notifications and other external systems.

See the External systems section in the Administration Guide and the Setting up email
section in the Advanced Configuration Guide for details.
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• Notifications Management
Launches the Notifications Management workflow in MyID Desktop to allow you to
view, resend, or cancel notifications.

See the Using the Notifications Management workflow section in the Administration
Guide for details.

16.9 Using Configuration Settings workflows
The Configuration Settings section of the More category allows you to launch MyID
Desktop workflows that allow you to configure your system settings.

You can carry out the following:

• Audited Items
Launches the Audited Items workflow in MyID Desktop to allow you to specify which
items are included in the audit trail.

See the Specifying the items to audit section in the Administration Guide for details.

• Edit Roles
Launches the Edit Roles workflow in MyID Desktop to allow you to configure access to
workflows and features for each role.

See the Roles section in the Administration Guide for details.

• Key Manager
Launches the Key Manager workflow in MyID Desktop to allow you to manage keys (for
example, transport keys and 9B keys).

See the The Key Manager workflow section in the Administration Guide for details.

• Licensing
Launches the Licensing workflow in MyID Desktop to allow you to work with your MyID
licenses, including viewing the status of your license, requesting new licenses, and
adding new licenses.

See the License management section in the Administration Guide for details.

• List Editor
Launches the List Editor workflow in MyID Desktop to allow you to amend the lists used
in various workflows within MyID; for example, the list of types of identity documents.

See the Changing list entries section in the Administration Guide for details.

• Manage Applet
Launches theManage Applet workflow in MyID Desktop to allow you to add, edit, and
upgrade applets for loading onto smart cards.

See theManaging applets section in the Administration Guide for details.
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• Manage GlobalPlatform Keys
Launches theManage GlobalPlatform Keys workflow in MyID Desktop to allow you to
configure the GlobalPlatform keys for your smart cards.

See theManaging GlobalPlatform keys section in the Administration Guide for details.

• Operation Settings
Launches theOperation Settings workflow in MyID Desktop to allow you to set the
configuration options for your MyID system.

See theOperation Settings section in the Administration Guide for details.

• Security Settings
Launches the Security Settings workflow in MyID Desktop to allow you to set the
configuration options related to security for your MyID system.

See the Security Settings section in the Administration Guide for details.
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17 Carrying out self-service operations
The user icon at the top right of the screen allows you to open and close the self-service
menu.

Using this menu, you can:

• Collect self-service requests.

See section 17.1, Collecting self-service requests.

• Launch self-service workflows.

See section 17.2, Launching self-service workflows.

• View your own account by clicking View My Account.
This opens the View Person screen with your own account loaded.

Note: You are prevented from carrying out most operations on your own account from
this screen. Use the self-service menu to carry out operations on your own account.

• Sign out of MyID by clicking Sign out.
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17.1 Collecting self-service requests
If you have any self-service requests that are available to collect (for example, device
updates, activations, or collections), the number of requests appears on a badge on the user
icon in the self-service menu.

Open the menu and the self-service requests appear at the top of the menu.

Before you click the option, you are recommended to click Check For Updates to ensure
that the list of requests is up-to-date, and has not been altered by another operator; for
example, another operator may have canceled a device request, or added a device update
request.

Click the self-service option, and the Self-Service App launches to take you through the
collection process.

You must have the Self-Service App installed, and the MyID Client Service app installed and
running, to use these features. For more information about using Self-Service workflows from
within the MyID Operator Client, see section 3.3.2, Launching MyID Desktop or Self-Service
App workflows.

17.2 Launching self-service workflows
You can carry out the following self-service operations from the menu:

• Change My PIN – Launches the Self-Service App with the Change My PIN operation,
allowing you to change the PIN of your issued device.

See the Self-Service App features section in the Self-Service App guide.

• Change My Security Phrases – Launches the Self-Service App with the Change My
Security Phrases operation, allowing you to change the security phrases you use for
authentication.

See the Self-Service App features section in the Self-Service App guide.

• Collect My Certificates – Launches MyID Desktop with the Collect My Certificates
workflow, allowing you to collect packages of soft certificates that have been requested
for you by an operator.

See the Issuing soft certificates using a credential profile section in theOperator's
Guide.
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• Collect My Key Recovery – Launches MyID Desktop with the Collect My Key
Recovery workflow, allowing you to collect a key recovery job and write the certificates
containing the recovered keys to a smart card.

See the Collecting a key recovery job for yourself section in the Administration Guide.

• Recover My Certificates – Launches MyID Desktop with the Recover My Certificates
workflow, allowing you to recover your own certificates.

Note: You must be logged in to the MyID Operator Client with a smart card to use this
workflow from the MyID Operator Client. If you need to recover certificates while logged
on with a different method (for example, security phrases) you must use MyID Desktop
instead.

See the Recovering your own certificates section in theOperator's Guide.

• Reprovision My Card – Launches MyID Desktop with the Reprovision My Card
workflow, allowing you to reprovision your own card.

See the Reprovisioning cards section in theOperator's Guide.

• Request My ID – Launches MyID Desktop with the Request My ID workflow, allowing
you to request a mobile ID for your own mobile device.

See the Requesting a mobile ID for your own mobile device section in theMobile
Identity Management guide.

• Reset My PIN – Launches the Self-Service App with the Reset My PIN operation,
allowing you to reset the PIN of your issued device.

See the Self-Service App features section in the Self-Service App guide.

• Update My Device – Launches the Self-Service App with the Update My Device
operation, allowing you to update your issued device.

See the Self-Service App features section in the Self-Service App guide.

• Upload PFX Certificates – Launches MyID Desktop with the Upload PFX Certificates
workflow, allowing you to upload certificates that have not been issued from a CA using
MyID.

See the Uploading multiple PFX certificates section in the Administration Guide.
For more information about using MyID Desktop and Self-Service App workflows from within
the MyID Operator Client, see section 3.3.2, Launching MyID Desktop or Self-Service App
workflows.
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18 Troubleshooting and advanced configuration
This section contains information on troubleshooting any problems you may have with the
MyID Operator Client, including:

• Using the audit report to troubleshoot issues.

See section 18.1, Viewing the Audit Report.

• Known issues.

See section 18.2, Known issues.

• Error messages.

See section 18.3,MyID Operator Client error messages.

• Advanced configuration.

See section 18.4,MyID Operator Client advanced configuration.

• Troubleshooting issues with launching MyID Desktop or the Self-Service App.

See section 18.5, Troubleshooting MyID Client Service connection issues.

18.1 Viewing the Audit Report
The Audit Reporting workflow in MyID Desktop contains information about the actions
carried out in the MyID system. This can help you troubleshoot any issues that may occur.

When viewing the report, you can select specific MyID Operator Client operations; for
example:

• From theOperation drop-down list, select Add Person to view details of when people
were added to the system using MyID Desktop.

• From theOperation drop-down list, select Add Person (MyID Operator Client) to view
details of when people were added to the system using the MyID Operator Client.

For more information on using the Audit Reporting workflow, see the Running the audit
report section in the Administration Guide.
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18.2 Known issues
This section contains information about issues you may encounter when working with the
MyID Operator Client.

18.2.1 Setting configuration options
When you set a configuration option in MyID Desktop, there may be a time lag before the
MyID Operator Client recognizes the updated setting. If required, you can recycle the
application pools manually to refresh the settings.

1. On the MyID web server, in Internet Information Services (IIS) Manager, select
Application Pools.

2. Right-click themyid.rest.core.pool application pool, then from the pop-up menu click
Recycle.

3. Right-click themyid.web.oauth2.pool application pool, then from the pop-up menu click
Recycle.

This issue also affects the following:

• Making changes in the List Editor workflow in MyID Desktop.

• Changing the logon mechanisms in the Edit Roles workflow in MyID Desktop.

• Making any direct updates to the server by running SQL scripts against the MyID
database.

• Updating the server using MyID Project Designer.

• Updating the appsetings files for the web services.

If you make made any of these changes, you must recycle your application pools.

18.2.2 .NET Core Desktop Runtime versions
You must have the .NET Core Desktop Runtime installed to use the MyID Client Service.
Microsoft releases updates for .NET Core that are compatible with the initial release. These
updates include security fixes that are essential to the continued safe operation of your
system. You are strongly advised to keep your installation of .NET Core up-to-date with the
latest third point releases available from Microsoft; for example, 6.0.5 for .NET Core 6.0.

Note: There is a known issue when using the .NET Core Desktop Runtime version 6.0.0 or
6.0.1 that prevents the MyID Client Service from starting, with an error similar to the following
in the Windows application event log:
Unhandled exception. System.IO.FileLoadException: Could not load file or

assembly 'PresentationFramework, Version=6.0.2.0, Culture=neutral,

PublicKeyToken=31bf3856ad364e35'. The located assembly's manifest

definition does not match the assembly reference. (0x80131040)

Ensure that your client PCs are using a later third point release of the .NET Core Desktop
Runtime 6.0.
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18.3 MyID Operator Client error messages
When an error occurs, the MyID Operator Client displays a message similar to the following:

The error number is a unique reference to the issue that you can use to look up the causes
and potential solutions for the problem; see theMyID Operator Client error codes section in
the Error Code Reference guide.
The MyID Client Service may also produce errors; see theMyID Client Service error codes
section in the Error Code Reference guide.
You may also encounter errors that are caused by fundamental infrastructure errors; for
example, if the server cannot start. In this case, the errors produced by IIS are available in the
Applications and Services Logs section of the Windows Event Viewer.

18.3.1 MyID Client Service versions
If you attempt to use an older MyID Client Service version that does not support a particular
feature, the MyID Operator Client stays in a "please wait" state for approximately five minutes
before timing out and displaying a message similar to the following:
Unexpected error when communicating with MyID Client Service. Confirm

correct version is installed, and it supports the <feature> method

where <feature> is one of the following:

Feature Description
MyID Client
Service
version

Released
with
MyID
version

SelectCard Reading a card 1.0 11.6
CaptureFingerprints Fingerprint capture 1.1 11.7
CaptureFacialBioWithMic Biometric facial capture 1.1 11.7
ScanDocument Document scanning 1.2 11.8
ModifyImage Image Editor 1.3 12.0
StartWithToken Launch MyID Desktop

workflows
1.4 12.1

Note: The StartWithToken error appears immediately, rather than after the five minute
timeout period.

Error Code Reference.pdf
Error Code Reference.pdf
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18.4 MyID Operator Client advanced configuration
On the MyID web server, the OAuth2 authentication mechanism relies on the configuration of
the URL that the end user will use to access the web server. The MyID Installation Assistant
sets this up when you install MyID:

However, there may be some circumstances under which you need to amend this setting
after installation. In this case, you can edit the configuration files for both web services.
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18.4.1 The rest.core web service configuration file
The appsettings.json file contains the settings for the rest.core web service, and is located
in the following folder by default:
C:\Program Files\Intercede\MyID\rest.core\

The MyID:Auth:AuthServerUrl setting provides the URL of web.oauth2 web service. At
runtime, the rest.core web service carries out a request to this URL to interact with the
web.oauth2 service. If it cannot perform this request, there will be a 500 server error.

The URL must be resolvable on the web server, and https (TLS) must be used.

There are various cases why this might not be resolvable

• The web server does not trust its own TLS certificate – the solution is to ensure the TLS
certificate is trusted on the web server.

• The origin (DNSName) in the TLS certificate does not match the origin within the URL of
the https request.

• The origin in the URL is not resolvable on the web server (it cannot see itself). This can
be diagnosed with ping. If necessary, one possible solution is to use the hosts file on the
web server to ensure the web server's address resolves to its own IP address.

• An attempt is being made to use http rather than https. OAuth2 requires https, so the
rest.core and web.oauth2 web services are configured at installation to require https.

Important: The URL settings are updated when you run the installation program. If you have
made any manual changes to the appsettings.json file, these are overwritten by the values
you provide in the installer.

18.4.2 The web.oauth2 web service configuration file
The appsettings.json file contains the settings for the web.oauth2 web service, and is
located in the following folder by default:
C:\Program Files\Intercede\MyID\web.oauth2

In the Clients section, for the "ClientId": "myid.operatorclient", the RedirectUris
setting contains a list of URLs. These are the URLs to which the oauth2 protocol is allowed to
redirect back.

The list must contain an entry that represents the URL that the end user will use in the
browser to reach the MyID Operator Client. If the URL does not match, when you attempt to
sign in, you will see an error similar to:
Sorry, there was an error : unauthorized_client

Important: The URL settings are updated when you run the installation program. If you have
made any manual changes to the appsettings.json file, these are overwritten by the values
you provide in the installer.
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18.4.3 Displaying images stored on the web server
By default, MyID stores images in the database. If your system has any images on the web
server (for example, if you have an upgraded system, where previously-captured images are
on the web server while new images are stored in the database), you must configure the
rest.core web service with the image location to allow the MyID Operator Client to display the
images that are stored on the web server.

Important: Do not switch your system to storing images on the web server if you are using
the MyID Operator Client to capture images. The MyID Operator Client will experience errors
if you attempt to capture images when your system is configured to store images on the web
server.

Edit the appsettings.Production.json file, which is the override file for the
appsettings.json file, and is located in the following folder by default:
C:\Program Files\Intercede\MyID\rest.core\

If you do not have an appsettings.Production.json file already, you must create one,
containing the following:
{

  "MyID": {

    "UpimagesFolder": "",

  }

}

If you do have an existing appsettings.Production.json file, you must add the
UpimagesFolder entry to the MyID section.

In the MyID section, change the UpimagesFolder entry to point to the directory that contains
the images; for example:
"UpimagesFolder": "C:\\Program

Files\\Intercede\\MyID\\Web\\WebPIV\\upimages",

Note: This is the default location; your system may have the images stored in a different
location.

Make sure you escape all backslashes with backslashes, as in the example above.

Once you have saved the file, recycle the application pool to refresh the settings:

1. On the MyID web server, in Internet Information Services (IIS) Manager, select
Application Pools.

2. Right-click themyid.rest.core.pool application pool, then from the pop-up menu click
Recycle.
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18.4.4 Changing the port
By default, the MyID Operator Client and its web service use port 8081. If you want to use a
different port, after installing MyID and the MyID Client Service, you must edit configuration
files on the client and on the web server.

Important: Back up your files before making any changes.

1. On each client PC using the MyID Operator Client:

a. Open the MyIDClientService.dll.config file in a text editor.

This file is located in the MyID Client Service program folder. By default, this is:
C:\Program Files (x86)\Intercede\MyIDClientService

b. Locate the following line:
<add key="WebSocketPort" value="8081"/>

c. Change the value to the port you want to use.

For example:
<add key="WebSocketPort" value="6066"/>

d. Save the configuration file.

2. On the web server:

a. Open the appSettings.js file in a text editor.

This file is located in the Operator Client web folder; by default, this is:
C:\Program Files\Intercede\MyID\OperatorClient

b. Locate the following line:
wsLocation: "ws://127.0.0.1:8081/"

c. Change the port number in the wsLocation parameter to the port you want to use.

For example:
wsLocation: "ws://127.0.0.1:6066/"

d. Open the appsettings.json file for the web.oauth2 web service in a text editor.

This file is located in the web.oauth2 folder; by default, this is:
C:\Program Files\Intercede\MyID\web.oauth2

e. Locate the following line in the "ApiResources": "ssaclient" section:
"port": 8081

f. Change the port number to the port you want to use.

For example:
"port": 6066

3. Reset the web server.

a. On the MyID web server, in Internet Information Services (IIS) Manager, select
Application Pools.

b. Right-click themyid.rest.core.pool application pool, then from the pop-up menu
click Recycle.
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c. Right-click themyid.web.oauth2.pool application pool, then from the pop-up menu
click Recycle.

4. On each client PC using the MyID Operator Client, restart the MyID Client Service app:

a. Right-click the MyID Client Service icon in the task bar.

b. From the pop-up menu, click Exit.

c. Clear the browser cache.

d. Run theMyID Client Service App from the Windows Start menu.

Important: If you upgrade your MyID system, you must make these changes again.

Note: If you are using the MyID Client WebSocket Service to allow multiple instances of the
MyID Client Service to work through a single WebSocket port, you must also set the
WebSocket port in the MyID Client WebSocket Service configuration file to the same value;
see the Updating the port and server details section in the Installation and Configuration
Guide for details.

18.4.5 Load balancing
The MyID Operator Client and the rest.core web service are stateless, and do not have any
session affinity; however, the web.oauth2 web service does have state:

• It uses authentication cookies that cannot be shared between multiple server tiers;
however, the lifetime of the authentication cookie is just the duration of the
authentication, which typically takes a few seconds to complete.

• It uses an RSA key (that by default it automatically generates the first time it runs) that is
used to sign the JWT tokens. If there are multiple web.oauth2 instances on different
servers, without additional configuration they will each use a different signing key, and
therefore each instance will be its own authentication service that is independent from the
other instances. This would mean that each client of the web.oauth2 server must target
that individual instance, not the load balanced front-end. However; it is possible to
configure multiple web.oauth2 instances to share the same key.

There are the following options for managing load balancing:

• The load balancer ties each client to a specific server.

If a specific client computer is always redirected to the same server, and that server is
used to return all websites and web services (operator client, rest.core, web.oauth2) then
each web server can work independently.

Note: In this configuration, any third-party systems that are using the web.oauth2 service
themselves for authentication would need to target a specific instance rather than the
load-balanced front end.

• The load balancer provides browser session affinity for web.oauth2 (but each
web.oauth2 shares the same signing key).

This is the preferred configuration for multiple servers hosting web.oauth2. In this
configuration, you generate a JWT signing key and share it with all instances of
web.oauth2 on all servers. All web.oauth2 servers are therefore signing with the same
signing key.

Installation and Configuration Guide.pdf
Installation and Configuration Guide.pdf
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In the appsettings.Production.json configuration file, there are settings under
MyID:JwtSigner that you can change to configure the web.oauth2 server to use a
specified key or certificate (which you can generate separately).

To configure session affinity and a shared signing key for your web.oauth2 servers:

1. Run the following PowerShell script:
$subject = "JWS Signer Certificate"

$expiry = (Get-Date).AddYears(20)

New-SelfSignedCertificate -Type Custom -subject $subject -notafter

$expiry -KeyUsage DigitalSignature -KeyAlgorithm RSA -KeyLength 2048 -

CertStoreLocation cert:\CurrentUser\My

Note: This example uses a certificate with a lifetime of 20 years. The certificate must be
replaced before it expires. You can set this to a length that suits your organization's
needs by editing the $expiry line in the PowerShell script.

2. Take a note of the certificate thumbprint that is produced by the script.

3. Export the certificate as a PFX file:

a. Prepare the following PowerShell script, making the appropriate substitutions:
$CertPassword = ConvertTo-SecureString -String "pfxpassword" -Force

-AsPlainText

Export-PfxCertificate -Cert cert:\CurrentUser\My\CertThumbprint -

FilePath jwtsigningkey.pfx -Password $CertPassword

Set the following substitutions:

• pfxpassword – Choose a strong PFX password. Make sure you take a note of
this password.

• CertThumbprint – Provide the certificate thumbprint generated above.

Alternatively, you can retrieve the thumbprint by viewing the certificate.

• jwtsigningkey.pfx – Specify where you want the file to be created.

You must specify a path to which the user has write access.

b. Run the PowerShell script.

The script creates the PFX file.

Important: You must keep the PFX file and its password safe and secure.

4. On each web server:

a. Log on as the MyID web services user.

This is the user under which the web.oauth2 service runs.

b. Copy the PFX file onto the server.

c. At the Windows command prompt, run the following, providing the appropriate path
and name for the PFX file:
certutil –csp "Microsoft Software Key Storage Provider" -user –

importpfx jwtsigningkey.pfx

d. Add the thumbprint to the appsettings.Production.json file.
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This is the override file for the appsettings.json file, and is located in the following
folder by default:
C:\Program Files\Intercede\MyID\web.oauth2\

If you do not have an appsettings.Production.json file already, you must create
one, containing the following:
{

  "MyID": {

    "JwtSigner": {

        "ContainerName": "MyIDAuth JWT Signer",

        "GenerateKey": true,

        "Thumbprint": "<certificate thumbprint>"

          }

        }

}

If the appsettings.Production.json file already exists, add the MyID:JwtSigner
information to the existing file.

Replace <certificate thumbprint> with the thumbprint of the certificate you
generated above.

e. Reset the web server:

i. On the MyID web server, in Internet Information Services (IIS) Manager, select
Application Pools.

ii. Right-click themyid.rest.core.pool application pool, then from the pop-up menu
click Recycle.

iii. Right-click themyid.web.oauth2.pool application pool, then from the pop-up
menu click Recycle.

Now all instances of the web.oauth2 service on different servers are using the same JWT
signing key. This means that the MyID Operator Client (or any other client) can authenticate
to the web.oauth2 service on any web server (that is, determined by load balancing) and can
then call the rest.core web service on any web server (determined by load balancing).

Note: In this configuration, a client must still use the same web.oauth2 instance for the
duration of the authentication process, as the cookies used by web.oauth2 by default are tied
to an instance.
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18.4.6 Setting the issuer for load-balanced systems
In the JWT tokens that web.oauth2 creates and that services such as rest.core and
ProcessDriver verify, by default the Issuer claim is determined according to the web origin
that the computer used to access web.oauth2; for example:
https://myidserver/web.oauth2

In cases where there are multiple MyID servers involved, or a server is accessible using
multiple web origins (for example, through a load balancer, or directly accessing the server)
then a mismatch of different issuer values can happen, leading to tokens not being trusted.

When this happens, the error in the relying party (for example, rest.core or
MyIDProcessDriver) log contains a message similar to:
Issuer validation failed

You can address this either by setting web.oauth2 to use a fixed Issuer value, or by setting
rest.core to expect an alternative Issuer value. It is recommended to control this at the
web.oauth2 level rather than working around it at rest.core.

18.4.6.1 Setting the issuer in web.oauth2
To set the issuer in web.oauth2:

1. Add the issuer URL to the appsettings.Production.json file for the web.oauth2 web
service.

This is the override file for the appsettings.json file, and is located in the following
folder by default:
C:\Program Files\Intercede\MyID\web.oauth2\

If you do not have an appsettings.Production.json file already, you must create one,
containing the following:
{

  "MyID": {

    "IssuerUri": "<load balancer>",

    }

}

where:

• <load balancer> – the URL of the web.oauth2 service through the load balancer
you are using. For example:
"IssuerUri": "https://loadbalancer/web.oauth2"

Important: This URL is case sensitive.
If the appsettings.Production.json file already exists, add the MyID:IssuerUri
information to the existing file.

2. Reset the web server:

a. On the MyID web server, in Internet Information Services (IIS) Manager, select
Application Pools.

b. Right-click themyid.rest.core.pool application pool, then from the pop-up menu
click Recycle.
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c. Right-click themyid.web.oauth2.pool application pool, then from the pop-up menu
click Recycle.

You can check that the intended Issuer value is set by obtaining the metadata in a browser;
for example:
https://myserver/web.oauth2/.well-known/openid-configuration

18.4.6.2 Setting the issuer in rest.core
As an alternative to setting the issuer in the web.oauth2 service, you can set the issuer in the
rest.core service. Note, however, that you are recommended to set the issuer in web.oauth2.

To set the issuer in rest.core:

1. Add the issuer URL to the appsettings.Production.json file for the rest.core web
service.

This is the override file for the appsettings.json file, and is located in the following
folder by default:
C:\Program Files\Intercede\MyID\rest.core\

If you do not have an appsettings.Production.json file already, you must create one,
containing the following:
{

  "MyID": {

    "Auth": {

      "Issuer": "<load balancer>"

      }

    }

}

where:

• <load balancer> – the URL of the web.oauth2 service through the load balancer
you are using. For example:
"Issuer": "https://loadbalancer/web.oauth2"

Important: This URL is case sensitive.
If the appsettings.Production.json file already exists, add the MyID:Auth:Issuer
information to the existing file.

2. Reset the web server:

a. On the MyID web server, in Internet Information Services (IIS) Manager, select
Application Pools.

b. Right-click themyid.rest.core.pool application pool, then from the pop-up menu
click Recycle.

c. Right-click themyid.web.oauth2.pool application pool, then from the pop-up menu
click Recycle.
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18.4.7 MyID Operator Client pass-through authentication with a load balancer
When you launch a MyID Desktop or Self-Service App operation from the MyID Operator
Client, it obtains an extension grant JWT from web.oauth2 which is then passed to the
ProcessDriver web service.

By default, ProcessDriver uses the web.oauth2 service at the same web origin that the
MyID Operator Client used to reach ProcessDriver. When a load balancer is used,
ProcessDriver calls web.oauth2 through the load balancer and may end up reaching another
server in the cluster.

If you set up a shared JWT signing key (see section 18.4.5, Load balancing) and set the
IssuerUri (see section 18.4.6.1, Setting the issuer in web.oauth2) this will work.

However, if you do not have a shared JWT signing key configured, or the ProcessDriver web
service cannot reach the load balancer's web origin, this may fail with error similar to:
85188 – Unable to connect to the authentication server

If this happens, you can configure ProcessDriver to reach web.oauth2 by specifying the
following key in the ProcessDriver myid.config file:
<add key="AuthServerUrl" value="{authentication server URL}" />;

By default, this file is in the following folder:
C:\Program Files\Intercede\MyID\SSP\MyIDProcessDriver\

Note: You must include /web.oauth2 at the end of the URL; for example:
<add key="AuthServerUrl" value="https://auth.example.com/web.oauth2" />;

18.4.8 Translating the MyID Operator Client
For information about translating the MyID interface, contact customer support quoting
reference SUP-138.
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18.4.9 Setting the location of MyID Desktop or the Self-Service App
The MyID Operator Client can launch workflows in MyID Desktop or the Self-Service App to
carry out operations that are not provided by the MyID Operator Client itself; for example,
resetting PINs. By default, the MyID Client Service assumes that MyID Desktop has been
installed to the default location:
C:\Program Files (x86)\Intercede\MyIDDesktop\

and the Self-Service App has been installed to the default location:
C:\Program Files (x86)\Intercede\MyIDApp\Self Service Application\

If you attempt to use a MyID Desktop or Self-Service App workflow and the MyID Client
service cannot find the application, an error similar to the following appears:
OC10008 – Unable to launch the Desktop Application. Please check

configuration and try again.

or:
OC10008 - MyID Client Service error

If this occurs, you can edit the MyID Client Service configuration file and provide the location
of MyID Desktop and the Self-Service App.

1. Open the MyIDClientService.dll.config file in a text editor.

This file is located in the MyID Client Service program folder. By default, this is:
C:\Program Files (x86)\Intercede\MyIDClientService

2. Add the following lines to the appSettings section:
<add key="DskPath" value="C:\<Desktop install

folder>\MyIDDesktop.exe"/>

<add key="SsaPath" value="C:\<SSA install folder>\Self Service

Application\MyIDApp.exe"/>

where:

• <Desktop install folder> is the folder where you have installed MyID Desktop.

• <SSA install folder> is the folder where you have installed the Self-Service App.

For example:
<add key="DskPath" value="C:\Intercede\MyIDDesktop\MyIDDesktop.exe"/>

<add key="SsaPath" value="C:\Intercede\MyIDApp\Self Service

Application\MyIDApp.exe"/>

3. Save the configuration file.

4. Shut down and restart the MyID Client Service.
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18.4.10 Signature validation
The MyID Client Service performs signature validation of MyID Desktop before it launches
the application to ensure that all components are properly signed by Intercede and have not
been tampered with. These checks are performed using the native Windows APIs, and may
require the client to connect to the Internet to retrieve the latest Certificate Revocation Lists
(CRLs) for revocation checks of the Intercede signing certificate. If the client is permanently
running in an isolated environment without access to the Internet, the CRLs cannot be
retrieved, which can cause signature verification to fail.

You can disable these checks by editing the MyID Client Service configuration file.

1. Open the MyIDClientService.dll.config file in a text editor.

This file is located in the MyID Client Service program folder. By default, this is:
C:\Program Files (x86)\Intercede\MyIDClientService

2. Add the following line to the appSettings section:
<add key="ComponentVerificationSkipRevocationChecks" value="true"/>

3. Save the configuration file.
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18.4.11 Fast user switching
The MyID Client Service must bind to a WebSocket port that the MyID Operator Client is
aware of, but only one instance can be bound to a port at a time. By default, if the MyID Client
Service detects that the current user's session is being locked, it shuts down any running
MyID Client Service applets (for example, the Select Security Device pop-up window, or the
MyID Document Scanner) and unbinds from the WebSocket port to allow it to be consumed
in another session.

When the MyID Client Service detects the session being unlocked, it rebinds to the
WebSocket port.

This allows you to use the fast user switching feature of Windows.

Note. however, that if a MyID Desktop workflow has been launched by the MyID Operator
Client, the Desktop instance remains open so the workflow can be completed, although the
Operator Client will not receive feedback as it becomes disconnected when the MyID Client
Service unbinds from the WebSocket port.

If you do not want your MyID Client Service pop-up windows to close when you lock your
workstation, you can edit the MyID Client Service configuration file.

1. Open the MyIDClientService.dll.config file in a text editor.

This file is located in the MyID Client Service program folder. By default, this is:
C:\Program Files (x86)\Intercede\MyIDClientService

2. Set the SupportFastUserSwitching line in the appSettings section to false:
<add key="SupportFastUserSwitching" value="false"/>

If this line does not exist in the configuration file, you can add it to the appSettings
section.

3. Save the configuration file.

Important:When this option is set to false, if you use the Fast User Switching feature in
Windows to switch to another user account while the MyID Client Service is already running
means the second login cannot launch the MyID Client Service because the port has already
been consumed.
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18.4.12 Configuring the timeout for launching external applications
The MyID Client Service can launch other applications (for example, MyID Desktop or the
Self-Service App). You can configure the length of time the MyID Client Service waits before
returning an error. By default, this is 60 seconds.

You can change the timeout by editing the MyID Client Service configuration file.

1. Open the MyIDClientService.dll.config file in a text editor.

This file is located in the MyID Client Service program folder. By default, this is:
C:\Program Files (x86)\Intercede\MyIDClientService

2. Edit the following line in the appSettings section:
<add key="ExternalClientConnectionTimeoutSeconds" value="60"/>

If this line does not exist in the configuration file, you can add it to the appSettings
section.

3. Save the configuration file.

18.4.13 Changing the number of buttons displayed in the button bar
By default, the MyID Operator Client displays four buttons in the button bar. You can increase
or decrease the number of buttons displayed. The minimum number of buttons displayed is
one; if you set the limit high enough, you can display a button for each action to which you
have access.

1. On the web server:

a. Open the appSettings.js file in a text editor.

This file is located in the Operator Client web folder; by default, this is:
C:\Program Files\Intercede\MyID\OperatorClient

b. Locate the following line:
numberOfFormActionsShown: 4,

c. Change the value to the number of buttons you want to display.

For example:
numberOfFormActionsShown: 3,

d. Save the file.

2. On each client, close the MyID Operator Client browser window.

This ensures that the browser picks up the latest settings from the server.

3. Open the MyID Operator Client page and sign in.
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18.4.14 Configuring re-authentication timeout periods
By default, MyID provides and authentication session for one hour, which can be extended at
any point up to two hours after last using the MyID Operator Client, up to a limit of six days
after the original authentication; see section 3.2.9, Timeouts and re-authentication.

If you want to change these defaults, you can edit the application settings file for the
web.oauth2 web service.

1. On the web server, in a text editor, open the appsettings.Production.json file for the
web service.

By default, this is:
C:\Program Files\Intercede\MyID\web.oauth2\appsettings.Production.json

This file is the override configuration file for the appsettings.json file for the web
service. If this file does not already exist, you must create it in the same folder as the
appsettings.json file.

2. In the Clients section, edit the section with a ClientID of myid.operatorclient.

If the file does not contain this client, you can copy the details from the
appsettings.json file. You do not need to copy the whole section, just the options you
want to change.

Important: Copy the myid.operatorclient settings to the same place (the first entry in
the Clients section) in the appsettings.Production.json file as in the
appsettings.json file; entries in arrays in this file are determined by their index.

For example:

"Clients": [
{
"SlidingRefreshTokenLifetime":  7200,
"AbsoluteRefreshTokenLifetime":  518400,
"AccessTokenLifetime":  3600,

  },
{},

  ...

3. Set the following values:

• SlidingRefreshTokenLifetime – the number of seconds within which you can
extend the authentication. The default is 7200 (two hours).

• AbsoluteRefreshTokenLifetime – the number of seconds after which you must re-
authenticate, even if you have been continually extending the authentication. The
default is 518400 (six days).

• AccessTokenLifetime – the number of seconds for which an access token is valid
after authentication. The default is 3600 (one hour).

4. Save the file.

5. Recycle the application pool to refresh the settings:
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a. On the MyID web server, in Internet Information Services (IIS) Manager, select
Application Pools.

b. Right-click themyid.web.oauth2.pool application pool, then from the pop-up menu
click Recycle.

18.4.15 Enabling or disabling re-authentication
By default, you can extend your authentication session with the MyID Operator Client by
continuing to use it; see section 3.2.9, Timeouts and re-authentication.

If you want to disable this feature, and require re-authentication whenever the session
expires (by default, after one hour) you can edit the MyID Operator Client settings file.

1. On the web server:

a. Open the appSettings.js file in a text editor.

This file is located in the Operator Client web folder; by default, this is:
C:\Program Files\Intercede\MyID\OperatorClient

b. Locate the following line:
authServerScopes: "myid.rest.basic offline_access",

c. Remove the offline_access scope to disable the extension of authentication
sessions.

For example:
authServerScopes: "myid.rest.basic",

d. Save the file.

2. On each client, close the MyID Operator Client browser window.

This ensures that the browser picks up the latest settings from the server.

3. Open the MyID Operator Client page and sign in.
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18.4.16 Changing the number of Add buttons
By default, the MyID Operator Client displays up to two Add buttons; for example, you may
have a customized system with different types of People you can add. If there are additional
options, these are available using the ... option. You can adjust the number of displayed Add
buttons; for example, you may have three different types of people, and want all three Add
buttons to be visible.

1. On the web server:

a. Open the appSettings.js file in a text editor.

This file is located in the Operator Client web folder; by default, this is:
C:\Program Files\Intercede\MyID\OperatorClient

b. Locate the following line:
numberOfAddActionsShown: 2,

c. Change the value to the number of Add buttons you want to display.

For example:
numberOfAddActionsShown: 3,

d. Save the file.

2. On each client, close the MyID Operator Client browser window.

This ensures that the browser picks up the latest settings from the server.

3. Open the MyID Operator Client page and sign in.
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18.4.17 Configuring certificate saving and printing
You can configure the behavior of MyID when using the MyID Client Service to save soft
certificates or print documents.

1. Open the MyIDClientService.dll.config file in a text editor.

This file is located in the MyID Client Service program folder. By default, this is:
C:\Program Files (x86)\Intercede\MyIDClientService

2. Edit the following settings in the appSettings section:

• AllowAutoSave – by default, true. Set to true to allow MyID to select an external
drive to which it can write soft certificates, or false to prevent this.

• AllowedSaveFileExtensions – by default, cer;pfx. Set this to a semicolon-
delimited list of allowed file extensions that you can use to write soft certificates to a
file.

• AllowPrintWithoutConfirm – by default, true. Set to true to allow MyID to print a
mailing document silently without confirmation, or false to prevent this.

• EmptyDriveIgnoreRecycleBin – by default, false. Set to true to ignore the
Recycle Bin when checking if an external drive is empty, or false to check the
Recycle Bin. By default, Windows does not add a Recycle Bin to USB drives.

• EmptyDriveIgnoreVolumeInformation – by default, true. Set to true to ignore the
special VolumeInformation directory that Windows adds to all drives by default
when checking if an external drive is empty, or false to include this drive.

If the lines do not exist in the configuration file, you can add them to the appSettings
section; the format is:
<add key="optionname" value="value"/>

For example:
<add key="AllowedSaveFileExtensions" value="cer;pfx"/>

3. Save the configuration file.

18.5 Troubleshooting MyID Client Service connection issues
This section contains information about problems you may experience when using the MyID
Client Service to connect to MyID Desktop or the Self-Service App.

18.5.1 Connection issues
If you attempt to use a feature of the MyID Operator Client and get an error similar to:
OC10009 – Unable to connect to MyID Desktop or the Self-Service App. Please

try again.

This means there has been a problem with the connection between the MyID Client Service
and MyID Desktop or the Self-Service App that caused the operation to exceed the timeout
period. By default, this is 60 seconds; for information on configuring the timeout, see section
18.4.12, Configuring the timeout for launching external applications.

The possible causes are:
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• The application could not start.

• The application took a long time to start.

• The application is already running, but not responding.

The troubleshooting procedure for this issue is:

1. Check the MyID Client Service log:

a. Right-click the MyID Client Service icon in the Windows system tray.

b. From the pop-up menu, click Show.
The MyID Client Service window appears.

c. Check the log output for any messages relating to starting MyID Desktop (DSK) or the
Self-Service App (SSA).

If the problem is not apparent, continue with the troubleshooting.

2. Check whether the problem is a slow startup:

a. Wait a few seconds before trying the operation again.

b. If the operation succeeds after giving it sufficient time, check the following:

• Network conditions

• Client hardware requirements

• Internet access

If there is no Internet access, you may experience slow startup due to signature
checks and CRL verification; in this case you can try one of the following:

• Disable the signature checks. See section 18.4.10, Signature validation.

• Increase the timeout. See section 18.4.12, Configuring the timeout for launching
external applications.

If this does not resolve the problem, continue with the troubleshooting.
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3. Check if MyID Desktop or the Self-Service App are already running, and can be started:

a. Close all open MyID Desktop or Self-Service App windows.

b. Open the Windows Task Manager, then on the Details tab verify that no
MyIDDesktop or MyIDApp processes are running.

If there are processes running, use the Task Manager to close them; select the
process and click End Task.

c. Keeping the Task Manager open, try the operation again in the MyID Operator Client.

d. If you do not see the MyIDDesktop or MyIDApp process appear in the Task Manager
before the OC10009 error, this means that the application cannot start.

Try launching MyID Desktop or the Self-Service App from the Windows Start menu; if
this does not work, there is a problem with your installation of the application.
Uninstall and then re-install your clients, then try again.

If the issue persists after a reinstall, check any .NET errors relating to MyIDDesktop
or MyIDApp in the Windows Event Viewer underWindows Logs > Application.
Make sure you have the correct version of the .NET Core Desktop Runtime; see the
Prerequisites section in the Installation and Configuration Guide.

e. If you do see the MyIDDesktop or MyIDApp process appear in the Task Manager
before the OC10009 error, try the operation again.

4. If you are still unable to launch MyID Desktop or the Self-Service App from the MyID
Operator Client:

a. Set up logging for the appropriate applications.

See theWindows clients section in the Configuring Logging guide.

b. Try the operation again to ensure that the relevant information is included in these
logs.

c. Send the logs to Intercede Customer Support quoting reference SUP-364.

Installation and Configuration Guide.pdf
Configuring Logging.pdf
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18.5.2 Mismatched client software versions
From time to time, MyID uses a new code signing certificate. The MyID Client Service
validates the signatures of external applications (for example, MyID Desktop and the Self-
Service App) and as a result will refuse to load the applications in the event of a mismatch of
versions; you are recommended to upgrade all of your client software to the versions
provided in the same release.

You can identify this issue in the MyID Client Service logs; an error similar to the following:
Client signature is not trusted

indicates that the MyID Client Service did not recognize the certificate used by the client
software.

This situation also occurs when managing VSCs. If you are using the client applications
provided with this release of MyID, you must also upgrade your Windows Integration Service
(WSVC) software to the matching version provided.
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